Seletuskirja lisa 1. Kaasamistabel

Kaasamistabel Vabariigi Valitsuse otsuse juurde , Eesti seisukohad Euroopa Komisjoni digivaldkonna lihtsustamise koondpaketi kohta”

Nr

Partner

Mirkus, ettepanek voi kommentaar

Arvestamine

Majandus- ja
Kommunikatsiooniministeer
ium

Seisukoht: Peame oluliseks vihendada EL digidiguse
lihtsustamispaketiga halduskoormust nii ettevotjatele kui
avalikule sektorile.

Selgitus: EL digusaktidest tuleneva koormuse vihendamine on
olnud Eesti kauaaegne prioriteet. EL digiomnibussi eelnduga
soovitakse muuhulgas koondada andmeid puudutavad ELi
Oigusaktid tihtseks raamistikuks andmemééruses ning koondada ka
kiiberintsidentidest teavitamise protsessi.

Arvestatud.

Seisukoht: Peame oluliseks lisada kiiberturvalisuse 2. direktiivi
ehk NIS2 kohaldamisalasse kosmose valdkond ning sealjuures
peab see holmama koiki kosmosetaristu komponente.

Selgitus: Euroopa Komisjon esitas 25. juunil 2025. aastal Euroopa
kosmosemidruse  (EUSA). EUSA  aruteludes ndukogu
kosmosetoorithmas on  keskendutud  kiiberturvalisuse ja
kerksusnduetele, mis peavad arvestama valdkonna eripédrasid,
olema proportsionaalsed ning véltima dubleerimist ja liigset
halduskoormust. Eesti peab vajalikuks kiiberturvalisuse
valdkonnas horisontaalset ldhenemist, seega tuleks -eelistada
mistahes erivajaduse esinemisel kiiberturvalisuse 2 direktiivi
kohaldamist, sealhulgas erisétetega tdiendamist. Sellega vilditakse
nduete dubleerimist ja tdiendava halduskoormuse teket ehk
vajadust tdestada oma tegevuse kooskola erinevate digusaktidega.
Kuna ettevotjate tegevus ei piirdu sageli iihe tegevussektoriga ja
pakutavad teenused on kasutatavad erinevates sektorites, voivad
sektorite dubleerivad nduded luua juurde biirokraatiat. Niiteks
kiiberturvalisuse 2. direktiivi lisa 1 punkt 11 kohaselt on kriitilise
tahtsusega sektor ,.kosmos* ja hdlmatud iiksused on liikmesriikide
vO1 eradiguslike isikute omandis olevad, hallatavad voi kéitatavad

FEi arvesta.

Kuigi see on oluline ning selle
sisuga on JDM ndus, siis see viljub
digiomnibussi skoobist. Saab
hinnata, kas samasisulise seisukoha
saaks teha kiiberturvalisuse méidruse
(CSA) iile vaatamise kidigus, mil
voidakse NIS2 direktiivi tdiendada.
Vastav ettepanek avaldati
20.01.2026: https://digital-
strategy.ec.europa.eu/en/library/prop
osal-directive-regards-
simplification-measures-and-
alignment-cybersecurity-act.
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maapealsete taristute operaatorid, kes toetavad kosmosepohiste
teenuste osutamist.

Kuigi komisjon on eelndu koostamisel pdhjendanud, et
kiiberturvalisuse 2. direktiiv (direktiiv (EL) 2022/2555) ehk NIS2
ja elutdhtsa teenuse osutajate toimepidevuse direktiiv (EL)
2022/2557 ehk CER direktiiv ei pruugi olla piisavad, kuna nende
kohaldamisala ei holma koiki kosmosetaristu komponente, eriti
viiksemaid operaatoreid, siis Eesti ei ndustu sellega. Nimelt nii
NIS2 kui ka CER direktiivi nduded vdivad laieneda vdiksematele
operaatoritele. Naiteks vOib Eesti eripdra arvestades elutidhtsa
teenuse osutajaks mikro- voi vdikeettevotja.

Komisjon on muuhulgas vilja toonud, et kosmose valdkonnas tuleb
luua riskijuhtimise raamistik, mis hdlmab kiiberturvalisust ja
fliiisilist turvalisust nii satelliitide kui ka maapealse taristu puhul.
Seatakse kohustuslikud turvameetmed, intsidentide késitlemise
reeglid ja aruandlusmehhanismid. Kuid leiame, et seda on vdimalik
teha olemasolevat Oigusraamistikku dra kasutades ja vajadusel
tdiendades.

Kosmosega seotud kiiberturvalisuse osas tuleb é&dra kasutada
olemasolevat ekspertiisi, sh EL asutuste kompetentsi. Euroopa
Liidu  Kiiberturvalisuse =~ Amet (ENISA) peab jddma
kiiberturvalisuse teemadel, sh kosmose kiiberturvalisus, valdkonna
koordineerijaks ning litkmesriikide kontaktpunktiks. Néiteks
peame vajalikuks et Riigi Infosiisteemi Ametile ei tekiks uut
kiiberteemalist kontaktasutust. Mis tahes uus kontaktasutus voib
tekitada info dubleerimist ja vOib luua vajaduse tdiendavaks
tookohaks.

Kiibervaldkonnas on kasvamas uus turg Eesti kiiberturvalisuse
ettevotetele, luues vOimalusi innovatsiooniks ja teenuste
arendamiseks. Néiteks Euroopa komsosemédruse artiklis 88 ette
ndhtud kohustuslik ohuteabel pohinev ldbistustestimine (Threat
Led Penetration Testing, TLPT) vdib pakkuda vdimalusi kosmose
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kiiberturbeharjutusvéljaku (Space Cyber Range) sarnastele
algatustele.

Eesti soovib saada peamiseks kiiberturbeteenuste tarnijaks EL
kosmoseprogrammile ning koostdos Eesti ettevotlusega ja ESA-ga
tootame selles suunas. EUSA rakendamine voib luua selgemad
tingimused ja vdimalused Eesti to0stusele.

Seisukoht:

Toetame andmete pseudoniiiimimise ja anoniiiimimise
toimimise tipsustamist Euroopa Komisjoni poolt selgete
kriteeriumide méiratlemise teel

Selgitus: Tehnoloogia arenedes on ettevotetele liha suuremaks
viljakutseks kujunenud isikuandmete ja muude andmete vahel
erisuse tegemine, kuna seni on puudunud selged tehnilised
kriteeriumid. ~ Seepdrast  toetame  ettepanekut  tdiendada
isikuandmete tildkaitse méérust (EL) 2016/679 uue artikliga 41a,
mis annaks FEuroopa Komisjonile volituse vodtta vastu
rakendusmaiiruseid tépsustamaks andmete pseudoniiiimimisega
seotud meetmeid ja kriteeriume.

Selline harmoniseerimine tagab suurema kindluse nii ettevotetele
kui ka pédevatele asutustele ning aitab maandada ebadige
klassifitseerimisega seotud riske.

Arvestatud osaliselt.

Toetame litkmesriikide iileste juhiste
koostamist, kuid ei toeta seda, et
Euroopa Komisjon teeb seda
rakendusmairustega.

Seisukoht: Toetame Euroopa Parlamendi ja noukogu méiruse
(EL) 2019/1150, mis Kkisitleb oOigluse ja lidbipaistvuse
edendamist veebipohiste vahendusteenuste irikasutajate
jaoks, kehtetuks muutmist. Oigusselguse tagamise eesmiirgil
saame toetada miidruse valitud sitete kehtimist kuni neile
viitavate EL 6igusaktide muutmiseni, seda tihtajaga hiljemalt
31. detsember 2032.

Selgitus: Maérus (EL) 2019/1150 (liihidalt P2B méérus) joustus
2020. aastal. Euroopa komisjoni hilisem mdjuhindamine ja Eesti
kogemus on ndidanud mééruse nduete piiratud moju, mida kinnitab
muuhulgas veebipdhiste vahendusteenuste &rikasutajate madal

Arvestatud.
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kaebuste arv. Hilisem EL digiteenuste mairus (DSA) sisaldab
ndudeid, mis kattuvad olulisel méaral P2B pohisitetega. Mdlemad
madrused seavad infoiihiskonna vahendusteenuse osutajatele
kohustused seoses teenusetingimuste ldbipaistvuse; teenuse
piiramise, peatamise ja lOpetamise tingimuste; sisu jérjestuse
labipaistvuse ning ettevotte sisese kaebuste menetlemise siisteemi
loomise ja haldamisega. P2B maéérus seab kiill kohati tdpsemad
nduded kohustuste kohaldumisele suhetes &rikasutajatega, kuid
leiame, et nende nduete lisandvédrtus on kokkuvdttes pigem madal.
Lisaks on P2B maiidruse kehtimise jirgselt joustunud Euroopa
Parlamendi ja ndukogu madrus (EL) 2022/1925, mis késitleb
konkurentsile avatud ja Oiglaseid turge digisektoris (lithidalt
DMA), mille eesméirgiks on tagada digiturgude nn. padsuvalitsejate
teenuste  drikasutajatele vOrdsemad konkurentsitingimused.
Eelmainitud asjaolusid arvestades leiame, et DSA ja DMA tagavad
piisava  ldbipaistvuse  ja  tasakaalustatuse  veebipOhiste
vahendusteenuste osutajate ja drikasutajate vahelistes suhetes,
mistottu toetame ettepanekut muuta médrus (EL) 2019/1150
kehtetuks. Eraldi P2B mééiruse kaotamine viahendab ka voimalusi
jarelevalvealasteks konfliktideks tulenevalt P2B ja DSA maéiruste
kohati erinevatest jdrelevalvemudelitest ning toetab eesmérki
muuta EL digusraamistik iihtlasemaks ja selgemaks. Oigusselguse
eesmargil saame toetada midruse valitud sdtete pikemat kehtimist
kuni nendele viitavate EL 0igusaktide muutmiseni, seda
16pptihtajaga 31. detsember 2032.

Seisukoht: Toetame tehisintellekti mairuse (EL) 2024/1689
muutmist eesmirgiga anda iildotstarbeliste
tehisintellektimudelite ja viiga suurtel digiplatvormidel voi
otsingumootorites rakendatavate tehisintellektisiisteemide
jarelevalve iilesanne Euroopa tehisintellektiametile.

Arvestatud.
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Selgitus: Arvestades eelnimetatud tehisintellektisiisteemide
laialdast kasutust ja mdju, saame toetada muudatusi, mis
tsentraliseerivad selliste slisteemide jarelevalve. Euroopa
Parlamendi ja ndukogu méérus (EL) 2022/2065, mis kisitleb
digiteenuste iihtset turgu (EL digiteenuste miirus, edaspidi DSA),
kehtestas vdga suurte digiplatvormide (VLOP) voi
otsingumootorite (VLOSE) pakkujatele vorreldes teiste
teenuseosutajatega rangemad kohustused, ndudes neilt muuhulgas
oma teenustega kaasnevate siisteemsete riskide hindamist ja
maandamist. DSA alusel on nende ettevdtete jérelevalvajaks
Euroopa Komisjon. Arvestades, et paljud VLOPid ja VLOSEd
rakendavad oma teenustes tehisintellektil pohinevaid siisteeme,
mille puhul kehtivad riskimaandamiskohustused nii DSA kui ka
tehisintellekti médaruse alusel, leiame, et on asjakohane iihtlustada
nende ettevotete jarelevalvet. Oleme arvamusel, et selline
muudatus tagab tdhusama jérelevalve ning vihendab nii
litkmesriikide kui puudutatud ettevotete halduskoormust.

Seisukoht: Toetame tehisintellekti méiaruses (EL) 2024/1689
teatud viikese ja keskmise suurusega ettevotetele (VKEdele)
etteniihtud lihtsustusmeetmete laiendamist viikese ja
keskmise turukapitulatsiooniga ettevotetele (VKTKE — inglise
keeles small-mid caps), et vihendada halduskoormust ja
toetada nende konkurentsivoimet.

Selgitus: Eelnduga tehakse ettepanek laiendada tehisintellekti
madruses hetkel VKEdele ettenidhtud lihtsustusmeetmeid, mis
puudutab nt tehnilisele dokumentatsioonile ja
kvaliteedihaldussiisteemi loomisele kehtivaid ndudeid, ka
VKTKEdele. Seejuures viitab eelndu komisjoni soovitusele (EL)
2025/1099, mille kohaselt loetakse VKTKEdeks ettevotted, millel

Arvestatud.
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on kuni 750 to6tajat ja mille aastakdive ei iileta 150 miljonit eurot
vOi aastane bilansimaht ei iileta 129 miljonit eurot.

Eestis on kiill ligi 99,9% ettevotjatest VKEd, kuid eelnduga
lihtsustuksid ka teatud tegevused nii-6elda kasvufaasis olevatele
ettevotetele (Eestis on suurettevotteid, millel on tile 250 tootaja
2024. a andmetel 187, neist osa moodustavad VKTKEd, mis on
kasvavad ja kasvupotentsiaaliga ettevotted). Kuigi muudatused
mojutaksid vaid viikest arvu ettevdtteid Eestis, saame
leevendusmeetmete laiendamist siiski toetada, kuna VKTKEde
halduskoormuse kergendamine toetab nende konkurentsivdoimet
ning vdhendab takistusi VKEde kasvamisel VKTKEdeks.

Seisukoht: Toetame tehisintellekti mairusega (EL) 2024/1689
korge riskiga tehisintellektisiisteemide pakkujatele
kehtestatud nouete edasiliikkamist, et anda tiiendavat aega
standardite ja juhiste viljatootamiseks. Seejuures leiame, et
prognoositavuse eesmérgil tuleks paindlike tihtaegade asemel
kehtestada kindlad rakendustihtajad.

Selgitus: Harmoneeritud standardite, tehniliste kirjelduste ja
juhiste olemasolu on tehisintellektisiisteeme pakkuvatele ja
kasutavatele ettevotetele viga oluline, kuna see lihtsustab nouete
tditmist ja voimaldab seda teha kulutShusal viisil, samuti aitavad
standardid tagada siisteemide kvaliteedi ja usalduse nende vastu.
Kuna antud méérusega seotud standardite jm tehniliste materjalide
viljatootamine on votnud planeeritust kauem aega, toetame korge
riskiga tehisintellektisiisteemide pakkujatele seatud kohustuste
kohaldumisaja edasiliikkamist.

Tehisintellekti omnibussi ettepanek néeb ette, et kohustused
rakenduksid 6-12 kuu jooksul parast Komisjoni otsust, mis
kinnitab nduete tiitmist toetavate meetmete valmimist, kuid mitte

Arvestatud.
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hiljem kui 02.12.2027 voi 02.08.2028, vastavalt siisteemi
madrusest tulenevale kuuluvusele. Leiame, et prognoositavuse ja
oigusselguse eesmairgil tuleks paindlike tdhtaegade asemel
kehtestada kindlad téhtajad kohustuste rakendumisele. Hetkel ei
ole tdielikku selgust Komisjoni kinnitusprotsessi toimimise osas
ning rakendustihtaegade prognoosimatus raskendab ndueteks
valmistumist nii ettevotetele kui ka padevatele asutustele.
Kindlate kuupéevaliste tdhtaegade olemasolu lahendaks need
probleemid.

Siseministeerium

Siseministeerium toetab digidiguse valdkonna lihtsustamise
paketti. Samas soovime podrata tdhelepanu monele olulisele
aspektile: Tehisintellekti médrusega seotud digiomnibusiga
avatakse madrus (EL) 2024/1689 (tehisintellekti méérus, AIA), mis
ei ole veel tdies ulatuses joustunud. Toetame, et muudetakse korge
riskiga tehisintellektislisteemide reeglite kohaldumisaega ja
pooldame tdhtaja sidumist standardite valmimisega. Tdhtaegu on
vajalik edasi liikkata, et need oleksid kooskolas vajalike standardite
jajuhiste kittesaadavusega ning reegleid oleks voimalik korrektselt
rakendada.

Arvestatud.

Samuti toetame korge riskiga tehisintellektisiisteemide pakkujate
kohustuste sidtete muutmist ja halduskoormuse véhendamist.
Maistlik on ka ettepanek tdiendavate juhendmaterjalide
koostamiseks, mis pakuksid selgeid ja praktilisi juhiseid Al-
midruse rakendamiseks koos teiste EL oOigusaktidega. Lisaks
toetame Al regulatiivse liivakasti ja selle reeglistiku tdiendamisest.
Hindame, et see aitaks Al teemasid paremini raamistada ja me

Arvestatud osaliseliselt.

Arusaamatuks jadb ettepanek
juhendmaterjalide koostamiseks,
kuivord see on osa ka kehtivast Al
madrusest. Sellekohased juhendid
on ka juba osaliselt olemas.
Juhendmaterjalide koostamiseks ei
ole vaja digusesse seda vajadust
sdtestada. Al litvakasti suunal
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saaksime kasutada nii EL Al liivakasti kui luua Eestis ka enda
omasid.

saadeti aasta alguses
konsultatsioonile rakendusakt.

Samuti on Siseministeeriumi hinnangul vajalik intsidentidest
teavitamise iiks aken. Samas, iihtse teavituskanali loomisel tuleb
tagada, et kriitiline ja ajakriitiline info jouaks piddevate asutusteni
viivitusteta ning et ei ndrgeneks riiklik voimekus intsidentidele
kiiresti reageerida. Seetdttu on vajalik hinnata EL-i tasandi
lahenduse koosmdju siseriiklike julgeoleku- ja
kriisihaldusprotseduuridega. Hésti  disainitud iihtne aken
voimaldaks samal ajal vihendada halduskoormust, sdilitades korge
turvalisuse taseme.

Samas toetame intsidentidest teavitamise iithe akna visiooni ja
eesmdrki, kuid siinkohal on ka Eestis tekkinud wvastuolusid
erinevate teemade osas, nt Kiiberkuritegevuse, RIA intsidentide
teavitamise, TTJA teavitamise ja andmekaitse vaatest on erinevad
vormid ja kohati ka erinevad tdhtajad, mida tépselt soovitakse.
Ideena tundub see sobiliku lahendusena, kuid siinkohal on vaja
analiiiisida protseduure ja koosmdju. Tépsemalt, mis on ootused
direktiividelt siseriikliku seadusandlusesse ning milline on mdju
protseduuridele. Uhtselt aknal oleks eeldatavasti vihem
teavitamiskulusid.

Arvestatud. Selgitame, et Komisjoni
ettepaneku selgitustes on margitud,
et ootus on ka iihtlustada vorme.
Téhtaegade tihtlustamise osas on
seisukoht koostatud.

10.

Andmehaldust ja seda toetavat ténast regulatsiooni arvestades
toetame  viga valdkonna  konsolideerimise ettepanekut
labimdeldud, selgesse ja lihtsustatud formaati.

Arvestatud.
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Seisukohas rohutakse siisteemsusele,
mis tahab selget ja ldbimdeldud
regulatsiooni.

1.

Finantsinspektsioon

Finantsinspektsioonile  teadaolevalt menetletakse  Briisselis

ettepanekut (https://eur-lex.europa.eu/legal-

content/EN/TXT/?uri=CELEX%3A52025PC0837&qid=1764840
573622), mille iiheks osaks on ka DORA mairuse muutmine. Meie
vaatest tuleb kdige pealt mirkida, et oleme oma tegevused ja
arendused juba valmis teinud kehtivat DORA regulatsiooni
jéargides, st meil on juba tellitud vastavad tarkvaralahendused,

loodud tehniline vdimekus jne, mis kohe on kédiku minemas.
Eelnevast tulenevalt on oluline lisaks liikmesriikide poolt tdstatud
turvalisuse ja tehnilistele teemadele vilja selgitada ka SEP-i kulude
pool.

Aeg on nididanud, et {ldjuhul on Euroopa kesksete
lahenduste/siisteemide loomine vdga kallis ettevotmine ning need
kulud peaks eelduslikult litkmesriigid (sh Finantsinspektsioon) ka
ise kinni maksma. Arvestades, et meil on juba oma siisteem
arendatud ja tellitud, siis oluline on teada, mis SEP loomine ja
iilalpidamine voiks maksma minna, kes selle kinni maksab ning
kuidas on planeeritud edaspidi SEP-1 kasutamise kulude lahendus.
Oma sisus on keskne lahendus mdistlik, kuid kui sellega kaasnevad

véga suured kulud, siis ei pea SEP-i loomist vajalikuks.

Selgitame: ettepaneku selgitustes on
teatava iilevaade vdimalikest
litkkmesriigi kuludest vilja toodud,
kuid praktikas selgub selle sisu siis,
kui on suurem selgus iihtse
teavitusakna olemusest ning
tehnilisest lahendusest.

12.

Cybernetica AS

Lahtekohad:

Teadmiseks voetud.



https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX%3A52025PC0837&qid=1764840573622
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX%3A52025PC0837&qid=1764840573622
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX%3A52025PC0837&qid=1764840573622
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1) Andmekaitses on IKUM alguspievadest vaieldud, mis on
pseudoniiiimne ja kas miski saab olla anoniitimne (nn “relatiivne”
vs “absoluutne” andmekaitse).

Hiljutised otsused, sh Judgment of the Court in Case C-413/23 P |
EDPS v SRB (Concept of personal data) on seda sisustanud, aga
iildine praktika on lahtine. Mitmed teadlased on pakkunud, et
peaks ldhenema riskianaliiiisiga, mis on viga mdistlik mote, aga
pole praktikas olnud veel kuigi edukas.

2) See riskianaliiiis siis hindaks mingi metoodikaga, kas mingis
olukorras mingi tehnilise meetmega isikustatavate andmete
tootlemine vastaks seaduse nduetele voi mitte. Lihtsate sonadega -
mis on see ldavend, kus maalt me suudame taasidentifitseerimist
viltida?

3) Omnibuss réhutab sellise riskianaliiiisi tdhtsust tulevikus. Eesti
kogemusest tehisintellekti, pilvteenuste, internetivalimiste jne
riskianaliilisidega on ndidanud, et iildised juhendid on toredad,
aga neid ei osata rakendada, kui puudub vastav detailne teadmus.

4) Nt Eestis RITi tellitud pilvteenuste ja Al teenuste riskianaliilise
peetakse edulugudeks, sest nad on konkreetsed. Teaduste
akadeemia kiiberturvalisuse komisjoni riskianaliiiisid valimiste
tehnoloogia ja riigi kriitiliste teenuste jaoks on samuti
konkreetsed, annavad selgeid nduandeid, kuidas eluga edasi
minna.

Ettepanek:

1) Eesti teeb ettepaneku, et Eestisse loodaks kompetentsikeskus,
mis toetab EDPB-d privaatsuskaitse tehnoloogiate riskianaliiiisil.

10
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2) Kompetentsikeskus toetaks omnibussi vajadusi jargmisel moel:

2.1) EL andmekaitse ja omnibussi tuumkiisimuste (uued teenused,
Al rakendamine, pShidiguste kaitse) lahendamisega, et meil oleks
Euroopas moodsad e-teenused, mis vastavad meie vairtusruumile.

2.2) Privaatsuskaitse tehnoloogiate standardimine,
sertifitseerimine ja tehnoloogiadiplomaatia.

2.3) Intsidentide t66tlemise ja riskianaliiiisi tugiiiksus EDPB-le

2.4) Privaatsuskaitse tehnoloogiate ja riskianaliiiisi voimekuse
arendamine keskus (tehnilised riskianaliitisid ja nduanded,
praktilised tehnoloogia teekaardid, koolitusmaterjalid, e-riigi
teenuste mustandid) koostod Euroopa ja Eesti akadeemiliste
partnerite ja to0stusega.

2.5) Kriitiliste EL voimekuste loomise ndustamine andmekaitse
tehnoloogiate vaatepunktist.

2.6) Pilootprojektide koordineerimine Euroopa tasandil ja
voimalusel liitlastega, et tugevdada ka kontinentide vahelist
andmete iihist kasutamist.

Pdhjendused:

1) Eesti e-riik on kiips nii teenuste, digitaalse identiteedi, andmete
kasutuselevotu kui ka digisuverddnse infotehnoloogia
rakendamises. Meie kogemused on suurepirased, kuid nende
kandmine Euroopasse on seni olnud keeruline.

2) Kompetentsikeskuse t66 kaudu saaksime Euroopasse suunata
Eesti e-riigi Oppetunde, et ei juhtuks selliseid asju nagu COVID-
19 pandeemia ajal, kui kehtisid Adolf Hitleri ja Miki Hiire
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vaktsineerimistoendid, sest ei suudetud ehitada kehtivuskinnituse
teenust, mis vastaks EL andmekaitsenduetele. Meil oleks see
voimekus olemas olnud, Eestis on sellised teenused olnud ID-
kaardi algusajast, aga meil puudus véimekus seda Euroopasse iile
kanda.

3) Eesti on privaatsuskaitse tehnoloogiate varane rakendaja. Eestil
on olemas riiklik kontseptsioon ja teekaart ning ka vajadus neid
rakendada.

4) Rahvusvaheliselt on Eesti seni osalenud OECD
privaatsuskaitsetehnoloogiate arenduse toorithmades. Eesti saaks
kompetentsikeskuse arendusest ise kasu ning saaks seda teadmust
ka eksportida.

13.

14.

Riigikogu Kantselei

Riigikogu Kantselei tervitab Euroopa Komisjoni piitidlusi muuta
kehtiv digiregulatsioon selgemaks, riskipohisemaks ja
praktilisemaks. Digiomnibussi iildine eesmark — vihendada
ebavajalikku halduskoormust, tihtlustada litkmesriikide praktikaid
ning parandada regulatsioonide omavahelist koostoimet — on igati
tervitatav. Positiivsena ndeme eelkdige kavandatavaid muudatusi,
mis puudutavad andmetdotluste dokumenteerimise lihtsustamist,
andmesubjektide taotluste (DSAR) moistlikumat késitlemist,
andmekaitsealaste mdjuhinnangute (DPIA) {ihtlustamist ning
isikuandmete rikkumistest teavitamise riskipohisemat ldhenemist.

Teadmiseks voetud.

Samuti voib toetada kavatsust tdpsustada pseudoniitimiseeritud
andmete kasitlust ning selgemat eristust isikuandmete ja
mitteisikuliste andmete vahel, mis looks paremad eeldused
andmeanaliiiitika ja tehisintellekti arendamiseks, sdilitades samal
ajal andmesubjektide pShidiguste kaitse. Oluline on ka
jérelevalveasutuste koost60 tugevdamine ning seoste loomine

Teadmiseks voetud.
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15.

16.

teiste ELi digiregulatsioonidega, nagu tehisintellekti méiérus,
andmete maarus ja kiibervastupidavuse raamistik.

Samas peab Riigikogu Kantselei vajalikuks juhtida tdhelepanu, et
eelndu mitmetidhenduslik sonastus tekitab kiisimusi
identifitseeritavuse, pseudoniitimiseeritud andmete késitluse ning
andmesubjekti diguste ulatuse kohta. Ebapiisav selgus nendes
kiisimustes voib praktikas viia ebaiihtlase tdlgendamiseni ning
digusselguse viahenemiseni, eriti olukordades, kus isikuandmete
staatus sOltub tehnilistest ja tdendosuspohistest hinnangutest.

Arvestatud.

Kokkuvottes toetab Riigikogu Kantselei digiomnibussi iildist
suunda ning selle eesmérki muuta andmekaitse- ja
digiregulatsioon praktilisemaks ja riskipdhisemaks. Samas peame
oluliseks, et edasises menetluses arvestataks digusselguse
tagamise vajadust.

Teadmiseks voetud.

17.

IKUMja e-privaatsus

e [sikuandmete mdiste tdpsustamine: Omnibusi ettepanek seob
Oigustatult ,,isikuandmed” sellega, mida vastutav tootleja saab
moistlikult teha tegelikult kéttesaadavate vahenditega. Samas on
vaja tdiendavat selgitust, et kajastada tiiel maaral Euroopa Liidu
Kohtu (CJEU) praktikat ja GDPRi pdhjendust 26 ning viltida
killustatud ja tlilemé&éra laiu tdlgendusi.

Me kutsume {iles: sdilitada Omnibusi muudatus lopptekstis,
tdpsustades samal ajal, et tuvastatavust tuleb hinnata asjaomase

Arvestatud osaliselt.

Noustume, et isikuandmete maoiste
sisustamisel tuleb arvestada
kohtupraktikat ning teeme
ettepanekut jatta moiste tdiendamine
artiklis lisamata, kuid tdiendada
IKUM pdhjenduspunkti selgitusega,
et moiste sisustamisel tuleb ldhtuda
ka kohtupraktikast.

2 Meta esitas ka artikli pShised kommentaarid, mida kdike siin tabelis ei ole — need on kittesaadavad https://adr.rik.ee/im/dokument/18258217.
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18.

iiksuse vaatenurgast, vottes arvesse ka objektiivseid tegureid,
nagu kulud, tehnoloogilised ressursid, tuvastamiseks vajalik aeg
ning to6tlemisel rakendatavad kaitsemeetmed.

19.

e Automatiseeritud otsuste tegemise tdpsustamine, et viltida
ilereguleerimist: Omnibusi selgitus, et automatiseeritud otsused
on artikli 22 alusel lubatud juhul, kui selle tingimused on tdidetud
— isegi siis, kui inimlik otsustamine oleks vdimalik — on oluline
samm Oiges suunas.

Me kutsume {iles: sdilitada Omnibussi muudatus 16pptekstis,
tdpsustades samal ajal, et GDPRIi artikkel 22 kohaldub ainult
automatiseeritud otsustele, mis méiéravad isiku digusliku staatuse,
lepingulised digused voi millel on varreldavalt oluline ja piisiv
moju.

Arvestatud osaliselt.

Pooldame automatiseeritud otsuste
voimaldamist. Tédpsustamist ei palu.

20.

e Tehisintellekti ja andmekaitse tihtlustamine: artikkel 88c on
keskse tihtsusega, kuna see tunnustab selgesdnaliselt digustatud
huvi tehisintellekti arendamise ja kasutamise digusliku alusena
ning viib GDPRIi kooskdlla tehisintellekti méddruse (Al Act)
moistetega. See kehtestab kogu EL1 hdlmava selge standardi
tehisintellekti treenimiseks, vihendab diguslikku killustatust ning
ajakohastab tohusalt GDPRI tehisintellekti ajastuks. 2. detsember
2025

Me kutsume iiles: sdilitada Omnibussi muudatus, kuid seda samal
ajal lihtsustada, et eemaldada ebaselgused ja kattuvused.

Arvestatud osaliselt.

Ei toeta diguslike aluste
kinnikirjutamist digustatud huvile ja
ndusolekule. Kdik IKUM diguslikud
alused voivad olla isikuandmete
tootlemisel aluseks.

e Kaasvastutava tootleja moiste korrigeerimine: kaasvastutavad
tootlejad, mis oli algselt mdeldud erandliku korrana tegeliku
kaasméédramise (co-determination) puhuks, on laialdaste

Mitte arvestatud.-
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21.

tdlgenduste tottu kujunenud sisuliselt tildiseks
vastutusraamistikuks. Seda kohaldatakse niiiid laialdaselt, mis
tekitab diguslikku ebakindlust ja ebaproportsionaalseid
vastavuskohustusi.

Me kutsume {iiles: tegema artiklisse 26 sihipdrase muudatuse,
millega tdpsustatakse, et vastutavaid todtlejaid kasitatakse
kaasvastutavate tootlejatena tiksnes siis, kui nad osalevad
aktiivselt ning tegelikult mdjutavad t66tlemise eesmérke ja
vahendeid késitlevaid otsuseid.

Selline ettepanek oleks vastuolus
hiljutise kohtupraktikaga.

22.

Kiipsised, e-privaatsus ja ndusolek

e Reeglite koondamine ja ndusolekuvésimuse algpdhjustega
tegelemine: GDPRI ja e-privaatsuse regulatsiooni lahus hoidmine
(GDPR artikkel 88a vs e-privaatsuse direktiivi artikkel 5 1dige 3)
sdilitab keerukuse, digusliku killustatuse ja ndusolekuvisimuse.
Pelgalt mdnede kiipsiste ja jélgimisreeglite viimine GDPRIi alla
piiratud eranditega ei lahenda alusprobleeme.

Me kutsume iiles: tiihistama e-privaatsuse direktiivi artikli 5 161ke
3 ja viima artikli 88a téielikult kooskodlla GDPRIi diguslike
alustega ning allutama litklusandmed ja otseturunduse (st
tithistama e-privaatsuse direktiivi artiklid 6, 9 ja 13) téielikult
GDPRuile, séilitamata olemasolevaid e-privaatsuse sétteid.

Mitte arvestatud.

Uhest kiiljest oleme ndus, et tuleb
viltida dubleerimist, samas e-
privaatsuse direktiivi sitted tdiendavad
GDPRI (mis kehtib ainult fiiiisiliste
isikute andmete kaitsele). Nende
sédtetega nihakse ette ka juriidiliste
isikute andmete kaitse .

e Kohustuslike masinloetavate ndusolekusignaalide kaotamine
(artikkel 88b): artikkel 88b lisaks olemasolevatele GDPRi
reeglitele uue kohustusliku ndusolekusignaalide kihi, suurendades
veelgi diguslikku ja tehnilist keerukust. Varasemad katsed selliste
signaalidega on ebadnnestunud ning kohustuslik skeem oleks
kulukas ja segadust tekitav, eriti VKEde jaoks, samal ajal kui

Mitte arvestatud.
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erandid (nt meedia jaoks) 0dnestaksid veelgi sidusust ja kasutajate
usaldust.

Me kutsume iiles: eemaldama artikli 88b 16pptekstist tervikuna.

23.

24.

Goo**

GDPR1 kohta

o Al ja digustatud huvi: Ettepanek loob Al jaoks piirava ,,kahe
reziimi® slisteemi, mille tingimused on méératlemata ja mis
kalduvad kdrvale GDPRi tavapirastest reeglitest. Oiguskindluse
tagamiseks ja tihtse turu killustumise valtimiseks tuleb artikkel
88c viia kooskdlla véljakujunenud kohtupraktikaga, eemaldades
need tdiendavad tingimused ning sitte, mis voimaldab kehtestada
riiklikke ndusolekundudeid.

o FEriliigilised andmed ja Al: Noue rangelt ,,véltida* tundlike
andmete kogumist avalikust veebist ei ole tehniliselt teostatav
ning eeldab paradoksaalsel kombel hoopis pealetiikkivat seiret.
See kohustus tuleks asendada praktilise ,,riskide maandamise*
standardiga, mis pohineb tehnilistel ja organisatsioonilistel
meetmetel, ning eemaldada kohustuslikud véljundfiltrid, mis
kahjustavad Al-vahendite funktsionaalset kasutatavust.

Arvestatud osaliselt.

Eesti ei toeta Al arendamiseks ja
opereerimiseks tootlemise diguslike
aluste kinni kirjutamist (GDPR art
88c ettepanek). Seisukohtades on
privaatsuskaitse tehnoloogiate
toetamise punkt. See aitab ka
eriliigiliste andmete puhuks.

ePrivaatsuse direktiivi kohta

o Nousolek brauseri tasandil: Artikkel 88b tuleb kustutada, kuna
tsentraliseeritud brauserisignaalide kohustuslik kasutamine ei

Eesti toetab e-Privaatsuse direktiivi
ajakohastamist ja isikuandmete
tootlemise IKUMI alla viimist.

4 Google esitas ebapaberi, mis sisaldas nende p&hisénumieid ja pikemaid selgitusi, mis pdhisdnumeid tutvustavad. Siia tabelisse lisati ennekdike pdhisdnumid. Kogu sisend
on leitav: https://adr.rik.ee/im/dokument/18295967.
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lahenda praktikas kasutajate vdasimust nousolekute andmisest, vaid
tekitab hoopis ,,ndusolekusegadust™ ning donestab
funktsionaalselt reklaamipohist veebi, sealhulgas privaatsust
hoidvaid kontekstipohise reklaami mudeleid.

o GDPRI iihtne joustamine: Tegeliku lihtsustamise saavutamiseks
ja joustamiskaose viltimiseks tuleb lahendada isiku- ja
mitteisikuandmete vaheline , killustatud reziim®, viies koik
16ppseadmete kasutamist reguleerivad normid GDPRIi alla iihe
iihtse ja jarjepideva mehhanismi kaudu.

o Kontekstipdhise reklaami soodustamine: Privaatsuspohise
disaini (privacy-by-design) edendamiseks tuleb artiklit 88a
laiendada nii, et see vabastaks selgesonaliselt madala riskiga ja
profileerimiseta tegevused — eelkdige kontekstipohise reklaami
ning selle toimimiseks vajalikud turvaelemendid —
ndusolekunduetest.

25.

Kiiberturvalisuse kohta

o Ambitsiooni tdstmine: standardiseerides teatamistdhtajad 72-
tunnise teavitamiskohustuse timber, tihtlustades nende tdhtaegade
kaivitumise alguspunkti, viies kooskdlla teatamiskohustusega
intsidentide kiinnised ning iihtlustades aruandlusvormid.

o Uhe kontaktpunkti edasiarendamine: kuigi iihtne
sisenemispunkt on hea esimene samm, tuleks see integreerida
CRA aruandlusplatvormiga. Teavitusi esitavaid tiksusi tuleks
kaasata tooriista disaini ja funktsionaalsuse kujundamisse ning
neile peaks olema tagatud ametlik tagasisidemehhanism
vodimalike probleemide esiletoomiseks.

Selgitame:

Eesti ootus on tihtlustada
teavitamiste tdhtaegu ei
oigusaktides, kuid veel ei ole Eesti
kokku pannud seisukohta, mis see
tahtaeg vo1 tdhtajad voiksid olla.

Uhe akna lahenduse tehnilised
detailid on alles selgumisel, mille
jérel selguvad ka selle
funktsionaalsused.
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o Taiendav lihtsustamine: lihtsustamispingutusi tuleb laiendada
ka viljapoole intsidentidest teatamist, hdlmates muu hulgas NIS2
ja CRA noduete tditmise lihtsustamist.

26. Arvestatud osaliselt.

Al mairuse kohta
Eesti toetab suure riskiga siisteemide
o Lébipaistvusnouete tihtaegade pikendamine (art 50): jSustumistihtaja sidumist vajalike
pikendada vastavusse viimise perioodi iihe aastani koigi juhendite ja standarditega.
stisteemide (nii uute kui ka olemasolevate) puhul, hdlmates nii Rakendustéhtaeg peab olema
artikli 50 16ikeid 2 kui ka 4, et viia need kooskodlla konkreetne. Muude tihtaegade
tegevusjuhendiga (Code of Practice). edasiliikkamine ei ole digiomnibussi
. L. . . . . . skoobis ega moistlik.

o Korge riskiga siisteemide kindlad kohaldamiskuupaevad: Vastavushindamise osas, praeguse
madrata tdhtajad kindlalt — lisa III puhul detsember 2027 ja lisa I ettepaneku pinnalt ei tundu
puhul august 2028 — ning korvaldada sdltuvus haldusotsustest. kitsaskohti sellega ka olevat.
o Vastavushindajate valikuvabadus: voimaldada
teenuseosutajatel valida vastavushindaja ELi tasandi ja
litkkmesriikide asutuste vahel, et viltida kitsaskohti ja dra hoida
lukustumist Komisjoni méératud tiksusesse.

27. | Tartu Ulikool Uldised kommentaarid Teadmiseks voetud.
Standardite valmimise ja digital omnibusi planeeritud muudatuste
joustumise ebaselge tihtaeg tekitab suurt ebakindlust ja
teadmatust tulevaste projektide osas.

28. Isikuandmete moiste Arvestatud.

o Identifitseerimise kriteeriumide ebaselgus
Moistlikult tuvastada ("means reasonably likely to be used to

identify the natural person") jaab subjektiivseks moisteks.
Kuigi eesmirk on luua digusselgust, tekib kiisimus:
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e kes méairab, mis on “moistlikult tuvastatav”? Kelle
jaoks moistlikult? Milline on see “moistlik”
kompetents voi mille alusel seda hinnata?

e kas tdna “mittemdistlik” vahend v3ib homme
muutuda “mdistlikuks” ja tavaparaseks?

e Vastutuse hajumine
Muudatus loob olukorra, kus sama info vdib olla iihe osapoole

jaoks isikuandmed, teise jaoks mitte. Probleemid:

e kui andmeid jagatakse mitme vahendaja kaudu,
voib tekkida vastutuse "hall tsoon";
e andmesubjekti diguste (juurdepéds, kustutamine)
rakendamine muutub keeruliseks;
e rikkumiste korral on raske méérata, kes kannab
vastutust.
e Kontrollimise ja vastutava todtleja paradoks
Dokument iitleb, et organisatsioonid peavad kontrollima, kas
jagatud andmed on isikuandmed voi mitte (andmete saajale),
kuid:

e kuidas saab andmeedastaja teada, millised
vahendid on andmete vastuvotjal?

e kas andmete edastaja peab uurima vastuvotja
tehnilisi voimekusi?

e tekib vastuolu: organisatsioon ei ole vastutav
tootleja, aga peab kontrollima.

e  Muud kommentaarid

o Kuigi eesmérk on diguskindluse suurendamine,
voib tegelikult tekkida rohkem kohtuvaidlusi
termini "moistlik" tolgendamise iile.

e [sikul on raskem jélgida, kes nende andmeid
tootleb (nditeks kui osapool ei pea end
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isikuandmete tootlejaks) ja sellest 1dhtuvalt on isik
ka ndrgemas positsioonis oma diguste maksma
panemisel.

e Praeguses sOnastuses ndeme ohtu, et kohustustest
korvale hiilimiseks hakatakse liiga 16dvalt
tolgendama taasidendifitseerimise voimalust.
Kuidas reguleeritakse sh, millised kohustused ja
oigused on andmete tootlejal, kes “moistlikul
viisil” ei suuda andmed taasidentifitseerida?
Milline on tema roll GDPR mdistes? Kui andmed
edastatakse kolmandale toodtlejale, kes suudab
andmed identifitseerida, mis on tema roll? Kuidas
tagada, et andmete to6lemine pdhineb diguslikul
alusel ja kes vastutab, kui peaks toimuma
rikkumine?

e Niited

e Niiide 1. Kuidas tdlgendatakse antud muudatuste
valguses [P-aadressi. Nt vastutav todtleja kogub
ankeedi kaudu andmeid, edastab need analiiiisiks
volitatud tootlejale, kellel ei ole voimalik ligi
padseda informatsioonile, mille abil andmesubjekte
identifitseerida ja IP-aadressi abil tuvastad. Kui
andmestikus ei ole ka muid andmeid, mis lubaks
andmesubjekti tuvastada, kas siis on vajalik Data
Prosessing Agreement (DPA), kui tegu ei ole enam
isikuandmetega? Kas DPA-s sitestab vastutav
tootleja tingimused, et volitatud too6tleja tohib/ei
tohi andmeid muul eesmirgil kasutada/edastada?
Millistel juhtudel on DPA vajalik? V&1 kuna
volitatud tdotleja ei todtle isikuandmeid voib ta
andmeid edasi toodelda ja edastada tingimusel, et
veendub, et vastuvotja ei suuda sammuti IP-
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aadresite jargi isikuid tuvastada ja tema roll
muutub sel juhul kelleks (GDPR mdistes)?

Niide 2. Terviseandmete litkkumine: avaliku
sektori raviasutus viljastab pseudoniitimitud
andmed teadusuuringu l4biviimiseks. Oletame, et
teadusuuringu meeskond ja vastutav uurija hindab,
et ei suuda “mdistlikult” andmesubjekte
identifitseerida, kas teadusuuringu meeskond
tootleb isikuandmeid?

Kui ndidetes 1 ja 2 nimetatud volitatud tootleja
edastab andmed uuele osapoolele voi toimub
rikkumine, kus andmed satuvad kolmandate
osapoolte valdusesse, kes suudavad taasisikustada
andmesubjekte, siis kuidas jaotuvad rollid? Kes on
vastutav tootleja, kes on volitatud toétleja ja
millised kohutused rakenduvad volitatud
tootlejale?

29.

Al ja eriliiki andmed

"Appropriate measures" ebaselgus

o

O

O

Puuduvad konkreetsed kriteeriumid, mis on
"asjakohased organisatsioonilised ja tehnilised
meetmed".

Probleemiks saavad erinevad tdlgendused eri
organisatsioonides ja jarelevalveasutustes.
Viiksematel ettevotetel puudub suutlikkus hinnata
meetmete piisavust.

"Disproportionate effort" livend

o

o

Ei ole méadaratletud, millal eemaldamine nouab
"ebaproportsionaalset pingutust".

Suurettevotted voivad kasutada seda viljapddsuna
ja tegelikult andmeid mitte eemaldada.

Arvestatud.
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o Majandusliku kasu vs andmesubjekti diguste
tasakaal on ebaselge.
o "Without undue delay" ajaraamistiku puudumine.
Ei tdpsustata, mis on ,,alusetu viivitus“. See voib vastavalt
kontekstile tdhendada erinevaid aegu ja puudub selge jarelevalve

vO1 vastutus viivituste eest.

e Eecldatav ndusolek puudub
Punkt (k) voimaldab eriliiki andmete t66tlemist Al kontekstis

ilma selge ndusolekuta, mis on vastuolus GDPRi
pohimdtetega, kus eriliiki andmed nduavad selgesdnalist
ndusolekut. Andmesubjekt ei pruugi teada, et tema andmeid
kasutatakse Al arenduses.

30.

Automatiseeritud otsused, sh profileerimine

o "Necessity" kriteeriumi ndrgendamine
Uue tolgenduse jirgi peab automatiseeritud otsuse tegemine

olema "vajalik", isegi kui on alternatiive ja see loob olukorra,
kus organisatsioonid saavad digustada peaaegu iga
automatiseeritud otsust. Organisatsioonid vdivad viita, et
automatiseeritud otsused on vajalikud efektiivsuse/kulude
kokkuhoiu jaoks ja eksisteerib risk, et igasugune ériline
eesmark tolgendatakse “vajalikkuseks".

Ei eristata madala ja korge riskiga otsuseid - sama ldhenemine

kehtib nii té6levotmisel kui ka kontosaldo kontrollimisel.

Teadmiseks voetud.

31.

Mgdjuhinnang (DPIA)
e Hetkel saavad litkmesriigid kohandada DPIA ndudeid
vastavalt kohalikele oludele ja tihtne EL-1 nimekiri voib
ignoreerida riigispetsiifilisi riske ja vajadusi.

Arvestatud.
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On oht, et nimekiri voib olla liiga iildine (ei anna praktilist
juhist, jadb kasutuks) voi liiga spetsiifiline (ei sobi koikide
harude/sektorite jaoks).

EL’1 otsustusprotsess on aeglane, kuid uued tehnoloogiad
arenevad véga kiiresti. Eksisteerib risk, et loodav nimekiri
on alati “aegunud”.

Eestis on AKI andnud suunised ja hinnangud, millal on
tegu suure riskiga tootlemisega ja millistel puhkudel on
andmekaitsealane mojuhinnang kindlasti vajalik aga
komisjoni poolt antavad selged juhised ja template
avaldaks kindlasti positiivset mdju mdjuhinnangute
iihtlasemale kvaliteedile ja annaks andmesubjektidele ja
tootlejatele suurema kindluse, et mdjuhinnang on 1abi
viidud piisava pohjalikkusega.

32.

33.

Andmesubjekti piring Arvestatud.
Juba praegu olemas GDPR-is, tdiendus ei ole tingimata vajalik.

Praegune GDPRi sdnastus on asjakohane ja tdidab eesméirki.

Teavitamine Arvestatud.

Probleem - ldbipaistvus viaheneb. Andmesubjektid jadvad
teadmatuks paljudest rikkumistest, mis neid mdjutavad ja
kaob voimalus ise kasutusele votta meetmeid (nt parooli
vahetamine).

Lisandunud 24 tundi on abiks riindajatele - andmete
edasimiitik pimeturul, identiteedivargused jne.

"Likely to result in high risk” on subjektiivne hindamine.
Organisatsioon ise otsustab, kas risk on “korge” ja sellest
tekib potentsiaalne konflikt, kuna ettevotted ei taha halba
mainet ning risk alandatakse néiteks "see kiill ei ole nii
korge risk”. "High risk" tdhendus voib ja kindlasti ka
varieerub litkmesriigiti, mis lisab kindlasti tdiendavat
segadust.

Eesti ei poolda rikkumisest
teavitamise lavendi tostmist.

SEPi osas on Euroopa Komisjon
andnud selgitusi, et see ei ole
moeldud ainult piiritileste juhtumite
korral, vaid ka siis, kui tegemist on
riigisisese intsidendiga.

Tagasisides esitatud kommentaarid
teavituste erinevate lavendite ja
teavitamistdhtaegade osas on
asjakohased ndited, millede kohta
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e "Single-entry point (SEP)” on mdeldud piiriiileste to6tluste | soovime eelndu valmimise selgust ja
jaoks ning kui rikkumine mdjutab ainult {iht riiki, on SEP | konkreetsust saada.
kaudu teavitamine ebatShus, kuna lisandub tdiendav
blirokraatia (suunamine). SEP voib osutuda ka koige
ndrgemaks liiliks, kui ta on iile koormatud vdi mingil
pohjusel ei toodta.

e NIS2 direktiiv nduab samuti rikkumiste teatamist (erineva
lave ja téhtajaga), DORA (finantssektoris) on omad
nduded jne. Ettevotted peavad navigeerima mitme
paralleelse siisteemi vahel.

e Suure riskiga intsidentide teavitamiskohustuse erinevad
tdhtajad loodavas SEP-s. Kas intsidendist teavitaja peab
eelnevalt ise klassifitseerima, millise intsidendiga on tegu
(NIS2 24h vs GDPR 72->96h). Kuidas liiguvad esmalt
andmekaitsealase intsidendina teavitatud rikkumise
andmed digete osapoolteni, kui selgub, et tegu oli siiski ka
kiiberturvalisuse intsidendiga, millel on palju lithem
teavitamise tdhtaeg? Kas sellisel juhul on teavitaja eksinud
ja vastutab, et pole teavitamiskohustusest kinni pidanud?
Siseriiklikul tasandil on AKI loonud teavitajale vormi ja
lihtsa viisi teavitamiseks, vajadus tuleneb mone teise riigi
jérelvalve asutuse tegematusest pigem.

e Mis juhtub olukorras, kui esmane rikkumine tundub
“madala riskiga”, kuid hiljem selgub, et tegemist on osaga
suuremast riilnnakust? Kuna hakkab 96 tundi jooksma?
Kas alates esmasest riinnakust voi hetkest, kui selgub
tdiendav informatsioon?

Teadusuuringute maoiste Teadmiseks voetud.
Teadusuuringu madiste lisamine GDPR-i on igati tervitatav, seni
oleme ldahtunud siseriiklikust definitsioonist (TAKS) ja moiste

defineerimine looks suurem selguse, eriti EU sisese piiriiilese
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andmetdotluse osas, kuid leiame, et pracguse sonastuse juures on
suur oht seda liiga vabalt tdlgendada. Pracgune sonastus
defineerib pigem erasektori tegevust.

35.

Andmekaitse Liit

Kas toetate eelnoudes toodud eesméirke ja pakutud lahendusi?
Palun tooge vilja, milliseid toetate ja miks? Milliseid
ettepanekuid Teie ei toeta ja miks?

Osaliselt toetame art 12(5) (andmesubjekti paringutele
vastamine), art 13(4) (privaatsusteabe esitamise piirangud), art 35
(andmekaitsealase mdjuhinnangu nduded) muudatusi, kuna
nendega lihtsustakse eelkdige véike ja keskmistel ettevotetel
IKUMi méaistlikku rakendamist. Samas ei toeta me Art 12(5)
muudatuse ettepaneku seda osa, mis néeb ette, et andmesubjektid
voivad oma isikuandmete kohta teabe saamiseks esitada paringu
vaid isikuandmete kaitselistel eesmérkidel ehk ,,andmesubjekt
kuritarvitab antud digusi muul eesmirgil kui oma andmete
kaitsmine®, sest on kiisitav kas pakutud piirang on
proportsionaalne. Téiesti sisustamata on mdiste “oma andmete
kaitsmise eesmirk™ ning kui see digus jitta vastutavatele
tootlejatele, siis liheb see otsesse vastuollu IKUMi libipaistvuse
ja vastutuse pdhimdttega. Niiteks voib isikuandmete vastutav
tootleja 1segi keelduda péaringule vastamast, kui tema hinnangul ei
ole selline paring esitatud andmekaitselisel eesmaérgil. Sellisel
juhul on andmesubjektil voimalik ilmselt poorduda
jarelevalveasutuse poole, kelle iilesandeks tundub saavat ka
péringu eesmargi hindamine ning hindamine, kas vastutav tootleja
peab piringule vastama voi ei. On ilmselge, et vastutavate
tootlejate huvides on voimalikult palju sellistele paringutele
mittevastamine, mistdttu ndeme, et pakutud lahendus vaib
tekitada tdiendavat koormust jarelevalveasutusele ning ei taga
andmesubjektide digust teada kuidas nende isikuandmetega
iimber kéiakse. Toetame ka art 33 muutmise ettepanekut, millega

Arvestatud osaliselt.

Téahtaegade osas toome vilja, et on
problemaatiline, et sama platvormi
kaudu on teavitamistel erinevad
téhtajad.

Toetame suure riskiga Al tdhtacgade
edasi lilkkkamist kuni valmivad
Komisjoni poolt vajalikud
standardid ja juhised. Eesti ei toeta
Al arendamise ja opereerimise
oiguslike aluste kinni kirjutamist.
Ko&ik IKUMi diguslikus alused
andmetootluseks on voimalikud,
olenevalt olukorrast. Juhime
tahelepanu, et AI méirus ei loo
eraldi diguslikku alust Al siisteemide
andmetdotluseks.
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iihtlustatakse andmesubjekti ja jarelevalveasutuse isikuandmete
alase rikkumise teavitamise ndue mdlemat tuleb teavitada ainult
korge riskiga rikkumiste puhul. See vdhendaks nii vastutavate
tootlejate kui jarelevalveasutuste tdokoormust ning aitaks
keskenduda korge riskiga juhtumite menetlemisele ja kahjulike
tagajargede maandamisele. Usume, et see on olnud ka tdna Eesti
jarelevalveasutuste ootus. Toetame ka teavitamise
tahtajapikendamist 96-le tunnile. See leevendaks eelkdige
olukordi kus tihtaja arvestuse sisse jadb niddalavahetus.

Tervitame Al omnibusi loogikat, et kohustuste tditmine liikkatakse
edasi seniks, kuni on to6tatud vélja todriistad (standardid ja
juhised) vastavate kohustuste rakendamiseks. Samuti toetame
pisemaid muudatusi nagu nt kitsaste protseduuriliste toimingute
puhul korge riskiga tehisintellekti kohustuste vihendamine (st kui
high risk Al puhul on ainult Al element tegemas narrow
procedural task’i, ei pea seda high risk Al-na registreerima).

Toetame ka eriliigiliste isikuandmete to6tlemiseks selge digusliku
aluse loomist AI mudelite kallutatuse valtimiseks. Toetame Al
omnibusi voimalikult kiiret 1dbi menetlemist, eriti Tehisaru
madruse korge riski kohustuste edasiliikkamise vaatest, et viltida
olukorda, kus kohustused hakkavad kehtima enne, kui neid edasi
liikkatakse. Praegune olukord tekitab ettevotetele ebakindlust ja
voimalikke ebamdistlikke kulusid.

36.

Kas toetate avaandmete direktiivi muutumist méiiruseks? Kas
niete, et oleks vajalik muuta viirtuslike andmestike
nimekirju. Kui jah, siis kuidas ja miks? EAKL-I arvates on
hetkel seadustes mida digital omnibus timber kujundab, nii
Andmehalduse kui Andmemaéérus, tdpselt defineerimata mis on
“avaandmed” ja mis on “avalikud andmed”. Parima praktika tava
jargi on avaandmed need, mida creative commons litsentsiga saab

Arvestatud osaliselt.

Lisatud on seisukoht ithendamise
siisteemsusest. Samuti on seisukoht
selles osas, mis on avaandmete ja
isikuandmete vahekord. Avaandmete
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iga soovija likskdik mispidi analiiiisida ja kasutada (ja
avaandmeteks ei tohiks olla isikuandmed) ning avalikud andmed
on need, mida kodanikud (ja ettevotted ning asutused) on riigile
kohustatud seaduse alusel esitama ja riik on kohustatud
kodanikele avalikustama. [lmselgelt on riigi kdes olevad andmed
vaartuslikud ning nende pohjal lisavdartuse loomine oleks hiive
mitte ainult riigile, vaid ka kodanikele, eriti kui lisavéértus
kodanike elu paremaks teeb, kuid see ei peaks tulema riigi
kodanike privaatsusdiguste arvelt. Uus planeeritav Avaandmete
maérus, mis tihendab siis Andmehalduse ja Andmemaéédruse peaks
sisaldama konkreetset definitsiooni mille jargi avaliku sektori
asutused saaksid aru, mis on siis avaandmed ja mis avalikud
andmed. Uue Avaandmete mééruse ning Andmeméaéruses olevad
nouded andmete avaldamise (disclosure) voiksid sisaldada ka
tdpsemaid suuniseid — andmete kvaliteedi ja hulga kohta ja
avaldamise sageduse kohta, kuna andmete avaldamine ei ole
tasuta avaldajale ning piisava kvaliteedi puudumine ei voimalda
andmetest lisandvaértust toota.

Millised aspektid ja ettepanekud vajaksid tipsustamist voi
lisaselgitusi, et oleksid praktikas rakendatavad?

Pooldame iihtset teavituskanalit, et sama rikkumise pinnalt ei
tuleks mitmes kohas ning mitu korda teavitada. Samas teeb {ihtse
teavituse keeruliseks erinevates aktides toodud erinevad
teavitustihtajad ning tekib kiisimus, et kui kiiberturbe intsident on
samal ajal kui andmekaitse intsident, siis kas peab jatkuvalt
esitama mitu teavitust (24h moddumisel NIS2 esmane teavitus,
72h moddumisel NIS2 teisene teavitus ja 96h méddumisel GDPR
teavitus?). Seetdttu teeksime ettepaneku iihtlustada ka iihtse
teavituskanali kaudu edastatavate teavituste tihtaegasid.

maoistet on avatud avaandmete
direktiivi pohjenduspunktis 16 ja
AVTS §3'1g 1.

Arvestatud ja selgitame: tagasisides
esitatud kommentaarid teavituste
erinevate lavendite ja
teavitamistdhtaegade osas on
asjakohased néited, millede kohta

soovime eelndu valmimise selgust ja

konkreetsust saada.
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Art 4 (1) “Isikuandmed” (Personal data) - mdiste muudatused on
tekitanud vdga elavad diskussiooni erialases ringkonnas.
Mbistame Komisjoni soovi juurutada Uhtse
Kriisilahendusndukogu (SRB) lahendist tulenevat praktikat, kui
omnibuses toodud mdiste SRB lahendiga vorreldes laiendatud.
Pooldame seda, et selgitatakse ja defineeritakse tapsemalt
konteksti, millistel juhtudel ei ole isikuandmed enam isikuandmed
nign milliseid andmekaitse ndudeid ei peaks tditma olukorras, kus
périselt andmete saajal ei ole mdistlikult voimalik isikut enam
antud andmete pinnalt tuvastada. Leiame, et seda oleks voimalik
reguleerida ka selliselt, et sisustada tdpsemalt pseudoniiiimimise
moiste ja siduda see kohustusega viia lébi regulaarset hindamist,
et hinnata kas pseudoniiiimimine on piisavalt tugev. Isikuandmete
moiste praecguse sonastuse laiendamine tekitab kiisimusi selles
osas, kuidas praktikas rakendada. Tapsemalt, milliseid
andmekaitse ndudeid peab tditma juhul, kui saaja jaoks ei ole
andmed enam isikuandmed. Néiteks kas on vajalik
andmet6dtluslepingu sdlmimine, kui vastutava tootleja vaatest on
tegemist isikuandmetega, kuid saaja vaatest ei ole saadavad
andmed isikustatud andmed. Sarnased kiisimused vdivad tekkida
ka muude vastutava to6tleja kohustuste tditmisel (nt andmelekkest
teavitamine, Transfer Impact Assessment (TIA), volitatud
tootlejate avaldamine andmesubjektile jms). Teeme ettepaneku
selgelt IKUM-is sitestada, et juhul, kui saaja jaoks ei ole tegemist
isikuandmetega, ei ole kohustust sdlmida ka
andmetootluslepingut.

Al treenimise/arendamise diguslikud alused.

Aastaid nihti vaeva, et hoida IKUM tehnoloogianeutraalne, kuid
niitid on sisse kirjutatud konkreetse tehnoloogiaga seotud sétted.
Kuigi tervitame, et on selgelt vélja toodud, et eriliigilisi
isikuandmeid voib kasutada Al kallutatuse vihendamiseks,

Arvestatud osaliselt treenimise ja
arendamise diguslike aluste
seisukohta.

Oiguslikke aluseid pole vaja kinni
kirjutada. Kéik IKUMis viljatoodud
oiguslikud alused isikuandmete
tootlemiseks voivad olla kohased.
Lisaks avalikul sektoril pole
voimalik Al-d treenida digustatud
huvi ega tildjuhul ka ndusoleku
alusel. Tehnoloogianeutraalsuse
seisukoht on lisatud.
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tundub Al treenimise iildise digusliku aluse lisamine IKUM-isse
liigne ja ebavajalik. Ka muude tehnoloogiate puhul kéib
arendustegevus sisuliselt digustatud huvi voi isiku ndusoleku
alusel. Seetdttu leiame, et ka tdna kehtiv regulatsioon vdoimaldab
Al treenimist viia 1dbi digustatud huvi ja ndusoleku alusel. Antud
sitete lisamine voib tekitada kiisimusi, et kas muude
tehnoloogiate arendamise puhul ei saa enam kasutada digusliku
alusena digustatud huvi.

Tervitame kiipsiste klausli tdpsustamist ja selle isikuandmeid
puudutava osa toomist IKUMisse, kuid see tipsustus ei ole siiski
piisavalt kaugeleulatuva mdjuga, et anda andmesubjektile tegelik
ilevaade veebis toimuva jdlitamistegevuse (tracking) kohta.
ePrivaatsuse direktiivilt IKUM-Ile iileminek reguleerimaks
isikuandmete td6tlemist 1dppkasutaja seadmes uue IKUM artikli
88a kaudu tuues iile ePrivaatsuse art 5 16ige 3 “loppkasutaja
seadmesse salvestatule on vaja Idppkasutaja ndusolekut”,
moningate tdiendustega, nditeks on piiratud nimekiri madala
riskiga ja vajalikest eesmarkidest, mis ei vaja diguspéraseks
toimimiseks nousolekut (nt edastamine; selgesonaliselt taotletud
teenus; sihtrithma mddtmine vastutava todtleja enda tarbeks;
turvalisuse tagamine). Kuid ikka riédgitakse ainult kiipsistest ja
ndusolekutest kiipsistele, jattes tihelepanuta jilitamise (tracking)
muud tehnoloogiad ning jilitamise vajalikkuse vOi diguspérasuse.
EAKL ei ole kindel, et véljapakutud muudatused toovad kaasa
selguse teiste jilgivate tehnoloogiate puhul (pixel, eTag etc), mille
puhul voib vaielda, et Idppkasutaja seadmesse siiski midagi ei
salvestata. Ehk oleks voinud Euroopa Komisjon siin julgem olla
ning defineerinud tehnoloogia mittespetsiifilise veebis jalgimise
vastuvoetavad tingimused? Kiisitav on ka, et kas lihtsalt kiipsiseid
reguleerides on vdimalik lahendada niinimetatud ,,ndusoleku
vasimus*? Kiipsiste puhul, kui veebilehitsejate standardid on

Teadmiseks voetud.

Nous selles osas, et e-Privaatsuse
direktiiv vajab ajakohastamist ning ei
tohiks enam keskenduda ainult
teabe salvestamisele
I6ppseadmesse, vaid tuua kaasa
selguse jalitamise tehnoloogiate
kasutamises.
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37.

praktilised ja kasutajakogemus selge, on voimalik ndusoleku
visimuse vihendamine, ilma ndusoleku tugevust digusliku
alusena kahjustamata. Samas on positiivne, et koos IKUM
artikliga 88b saab komisjon mandaadi brauseri/ rakenduse
vahendatud nousolekute andmise standardiseerimiseks; kui
standardid on kehtestatud, peavad vastutavad too6tlejad pérast
lithikest ajapikendust austama masinloetavaid kasutajavalikuid,
kusjuures nende puhul, kes neid jargivad, eeldatakse vastavust.

Kas on Eesti jaoks spetsiifilisi aspekte, mis méjutavad
valdkonna seniseid praktikaid. Palun tooge konkreetseid
néiteid, viidake voimalusel analiiiisidele, raportitele.

ROPA (isikuandmete to6tlemise register) kohustuse kehtestamine
750 voi enama todtajaga ettevotetele — Eesti kontekstis tundub, et
selline muudatus voib tekitada praktikas probleeme. ROPA on
andmekaitsekohustuste keskpunkt, mille olemasolu tagab ja aitab
ka teiste andmekaitse kohustuste tditmist praktikas teostada. Kui
seda pole, siis on praktiliselt ettevotetel keerukas ka koostada nt
privaatsusteadet ajakohasena, vastata andmesubjekti paringutele,
kiirelt reageerida andmeleketele jms. Lisaks sellele voib jadda
mulje, et kui on 750 vdi vihem todtajat, siis pole eriti vaja
andmekaitse vaatest pingutada ning see ei aita tosta teadlikkust
andmekaitse teemade olulisusest laiemalt (vajalik ka nt tdhusa
andmehalduse ja Al rakendamiseks). Lisaks on iilevaade ettevotte
vOi asutuse andmetddtlemise toimingutest ja kasutatavatest
rakendustest vajalik selleks, et andmetest lisaviértust saada.
Lisaks on Eestis vdga palju isikuandmete vastutavaid tootlejaid,
kus t66tab vihem kui 750 inimest. Seega Eesti suhtes tdhendaks
selline piirang seda, et véiga paljud ettevotted vabaneksid viga
olulisest kohustusest. Voibolla tuleks tekitada voimalus
litkkmesriigil seda piirangut ise muuta, et iga liikkmesriik saaks

Teadmiseks voetud.
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38.

omale sobiva mugavduse teha ja néiteks ldhtuda isikuandmete
kogusest, mida toodeldakse.

Palun tooge vilja muud teemad, mis on nimetatud aktide
puhul Teile murekohaks.

Andmete tootlemise dokumenteerimise kohustust ei peaks
muutma. See on IKUM halduskoormusest kdige suurema
vaidrtusega osa ettevotte voi asutuse jaoks. Teades mis andmeid
ettevote todtleb voimaldab rohkemat kui IKUM-ga vastavus,
voimaldab ka andmete abil teha paremaid juhtimis- ja driotsuseid

Teadmiseks voetud.

39.

Transpordiamet

Isikuandmete tootlemine

Isik peab teadma, kuidas ja miks tema andmeid kasutatakse
Eelndu lihtsustab mitmete digiteenuste reegleid ja loob vdimalusi
andmete kiiremaks litkumiseks.

Samas tuleb tagada, et:

e isikuandmeid ei jagataks automaatselt ilma selge
teavituseta;

e isik teab alati, milleks tema andmeid kasutatakse ja kui
kauaks;

e andmete jagamist peab olema vdimalik igal hetkel peatada.

Andmete kogumine peab jidma minimaalseks
Andmekaitse seisukohalt on oluline, et:

. kogutakse ainult neid andmeid, mis on konkreetselt
vajalikud,
. valtida tuleb “igaks juhuks” kogumist,

Teadmiseks voetud.
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40.

. infosuisteemi arhitektuur ei tohi soosida tileméaérast
andmete tGO0tlemist.

Teenusepakkujate rollid ja vastutused tuleb tépselt lahti kirjutada
Eelndu peab selgelt méératlema:

. kes vastutab andmete turvalisuse eest,

. kus andmeid hoitakse,

. millised turvanduded on kohustuslikud,
. kuidas jérelevalve tegelikult toimub.

Vastasel juhul voib vastutus muutuda hajusaks, mis on risk nii
kasutajale kui ka asutustele.

Andmete kasutamine peab olema jilgitav — kdik andmetega
tehtavad toimingud (vaatamine, kasutamine, edastamine) peavad
olema logitud ja kontrollitavad. Ilma jélgitavuseta ei ole voimalik
hiljem tuvastada rikkumisi ega tagada andmete turvalisust.

41.

Infoturve

Pooldame Single-Entry Point tekitamist, kuid tdhtajad vajavad
tdpsustamist (eri digusaktides eri tdhtajad — vajab iihtlustamist).

Arvestatud — vastav seisukoht on
koostatud.

Andmehaldus

Toetame andmediguse erinevate aktide liitmist andmemaédrusega,
sest seeldbi muutuvad kohalduvad digusaktid arusaadavamaks ja
paremini leitavaks. Hetkel on digusaktid liiga killustunud.

Arvestatud.
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Avaandmete direktiivi muutmine méaruseks — loodav médrus
peaks jdtma teatud paindlikkuse, et oleks voimalik arvestada riigi
erisustega.

42.

43.

Kaubandus- ja To0stuskoda

Oigusraamistiku iihtlustamine

Kaubanduskoda toetab algatuse eesmarki lihtsustada, iihtlustada ja
muuta selgemaks kehtivaid mahukaid digivaldkonna Oigusakte.
Toetame  suunda  koondada  asjakohane  regulatsioon
otsekohalduvatesse madrustesse, mis aitab vihendada digusruumi
killustatust litkmesriikide vahel. On oluline, et lihtsustamisprotsess
viahendaks reaalset halduskoormust, eelkdige viike- ja keskmise
suurusega ettevotjate jaoks.

Teadmiseks voetud.

Isikuandmete kaitse iildmairuse (GDPR) ja Kkiipsiste reeglite
ajakohastamine

Peame positiivseks piitidlust lihtsustada isikuandmete kaitse
iildmairuse (IKUM/GDPR) ja kiipsiste kasutamisega seotud
noudeid. Kaubanduskoja liikkmed on vilja toonud, et kiipsiste ja
isikuandmete kaitse ildmédruse rakendamist puudutavad punktid
on ettevdtjate vaatest muutumas lihtsamaks ja selgemaks.

Peame dirmiselt positiivseks piitidlust leevendada nn ndusoleku-
viasimust ldbi kiipsiste klausli tdpsustamise ning isikuandmeid
puudutava osa integreerimise IKUM-i raamistikku.

Toetame kavandatavaid muudatusi, millega lihtsustatakse
viikeettevotjate jaoks tootlemistoimingute registri  pidamist,
privaatsusteabe esitamist ja andmekaitse mdjuhinnangute
koostamist, kuna see tagab regulatsiooni mdistlikuma ja
joukohasema rakendamise.

Arvestatud osaliselt. Toome vilja, et

ohu ldvendi tOstmine ei voimalda
jarelevalveasutustel oma kohustuste
taitmist.
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Samuti toetame jdrelevalveasutuse teavitamise kohustuse piiramist
vaid korge riskiga rikkumiste puhul ning teavitamise tdhtaja
pikendamist 96 tunnini, mis véhendab nii vastutavate tootlejate kui
ka jarelevalveasutuste tookoormust ja vdimaldab keskenduda
reaalselt ohtlike intsidentide menetlemisele.

44.

45.

Politsei- ja Piirivalveamet

1. Isikuandmete moiste muutmine (isikuandmed on
kontekstipohised)

Isikuandmete moiste muutumine selliselt, et andmete
kvalifitseerumine isikuandmeteks soltub kontekstist ja moistlikult
kasutatavatest vahenditest, voib PPA hinnangul tuua kaasa moiste
tolgendamise erinevused nii erinevate sektorite kui EL
litkkmesriikide vahel ning riski mdiste pahatahtlikuks
drakasutamiseks, mis vOib donestada diguskindlust ja
isikuandmete iihtset kaitsetaset.

Juhul, kui isikuandmete moiste soovitakse siiski
kontekstipdhiseks muuta, tuleb PPA hinnangul sétestada selged
kriteeriumid ja siduvad juhised, et viltida subjektiivseid
tolgendamisi.

Arvestatud. Eesti ei toeta moiste
muutmist, kuid teeb ettepaneku
tdiiendada IKUM pdhjenduspunkti
selgitusega, et moiste sisutamisel
tuleb arvestada kohtupraktikaga.

2. Andmekaitserikkumistest teavitamise tdhtaja muutmine 72
tunnilt 96 tunnini

PPA hinnangul tagab kehtiv 72-tunnine tdhtaeg
andmekaitserikkumistest teavitamiseks kiire reageerimise korge
riskiga intsidentidele ning selle pikendamise korral 96 tunnini
vOib suure riskiga intsidendi korral olla iga lisapdev kahju
piiramisel kriitilise tihtsusega. Uhtlasi, kuna tiiendava info
edastamine on vdimalik ka pérast esmase teavituse tegemist, ei ole

Arvestatud.

SEP osas on koostatud seisukoht, et
eri 0igusaktide alusel tehtavate
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esialgse teavitusega viivitamine pdhjendatud ega téhtaja
pikendamine vajalik.

Lisaks eelnevale ning seoses intsidentidest teavitamise lihe akna
(Single-Entry Point ehk SEP) loomisega, tekib ka kiisimus, kuidas
suhestub planeeritav muudatus muud liiki intsidentidest
teavitamise tdhtajaga (72h), mis ei muutu — eelkdige tekitab
kiisimusi asjaolu, et andmekaitsealane intsident voib samal ajal
olla ka kiiberintsident.

Eelnevast tulenevalt on PPA ettepanek siilitada senine 72-tunnine
tdhtaeg igat liiki intsidentidest teavitamiseks.

intsidentide esitamise tdhtaega tuleks
ithtlustada.

46.

3. Eriliiki isikuandmete kasutamine tehisintellekti arendamiseks ja
toimimiseks

Kuigi muudatusettepaneku eesmérk on soodustada innovatsiooni,
tekitab see siiski mitmeid tosiseid kiisimusi, nt kuidas maandada
turvariske ning kuidas on tagatud pohidiguste kaitse (kui eriliiki
isikuandmed satuvad tehisintellekti mudelitesse). Muuhulgas
kaasneb muudatusega ka vajadus viga selgete juhiste osas, kuidas
ja milliseid tehnilisi ja organisatsioonilisi meetmeid tuleb jirgida,
kuidas viia 14bi riskihindamist ja seda dokumenteerida, millised
on tdpsed piirangud ja reeglid jms.

Arvestatud osaliselt.

Eesti on seisukohal, et eristada tuleb
selgelt arendamise ja toimimise
etappe ja neid nii ka reguleerida.
Eesti ei toeta 1sikuandmete
tootlemisaluste kinni kirjutamist
tehisintellekti
arendamisel/treenimisel.

47.

4. Taiendavad ettepanekud tehisintellekti méddruse muutmiseks

4.1. Oiguskaitseasutuste (law enforcement authority) ulatus ja
kohustused

PPA hinnangul ei holma diguskaitseasutuse definitsioon
tithisarenduste olukordi, kus osalevad nii avalikud kui
eradiguslikud partnerid. Seega tekib kiisimus, kuidas médratleda

Mitte arvestada.

Isikuandmete t6otlemise vaatest on
rollid endiselt vastutav ja volitatud
tootleja. IKUMi ja LED reeglid on
selleks piisvad. Al méérus ei pea ega
tohikski neid iile kirjutada.
Oiguskaitseasustus on defineeritud
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48.

teenusepakkuja (provider) ja vastutused, kui
tehisintellektisiisteemid arendatakse iihiselt.

PPA ettepanek on médratleda selgelt diguskaitseasutuse
definitsioon, mis kajastaks nende tegevuste ulatust, eriti
koostdoprojektides teiste asutuste, ettevotete ja teadusasutustega.
See aitab viltida ebaselgust ning tagab {ihtse rakendamise.

Taiendavalt juhib PPA tdhelepanu, et kui tehisintellektisiisteeme
arendatakse tihiselt ja kasutatakse iihiseid andmeid, tekib olukord,
mis sarnaneb GDPR artikli 26 ja LED artikli 21 joint
controllership mudelile. Sellest tulenevalt on PPA ettepanek
rakendada tehisintellektimidruses sama mudelit ja midratleda
mitme teenusepakkuja vastutus (joint providers). See looks nii
labipaistvuse, stabiilsuse kui ka vastavuse tehisintellektimaaruse
nouetega.

Al miiruse artiklis 3 punkti 45.

Koostdo projektides rollid on samad,

mis Al médruse art 3 defineeritud.

4.2. Tehisintellektisiisteemide pakkujate ja kasutajate vaheline
labipaistvus

PPA hinnangul on peamine probleem, et diguskaitseasutused, kes
kasutavad korge riskiga tehisintellektisiisteeme, ei saa alati
téielikku tehnilist juurdepddsu kommertspakkujate loodud
stisteemidele, kuna need on kaitstud drisaladuste ja
intellektuaalomandi seadustega. See omakorda raskendab
tehisintellektimddruse nduete tiitmist, eriti vastutuse ja
dokumentatsiooni osas.

PPA hinnangul on vaja selgeid ja praktilisi juhiseid
tehisintellektisiisteemide pakkujate ja kasutajate (deployers)
rollide, vastutuse ja andmete jagamise kohustuse osas. Eelkdige
on vaja tapsustada jargmist:

Mitte arvestada.

Kehtivas Al mééruses on juba rollid

ja neile kohalduvad reeglid.
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49.

e Kasutajad peavad saama tdita oma juriidilisi kohustusi
vastavalt tehisintellektimddrusele ning neil peab olema
vajalik juurdepdis pakkujate dokumentidele, et tiita oma
hoolsuskohustust.

e Pakkujad siilitavad vastutuse tagada, et
tehisintellektisiisteem on kujundatud ja dokumenteeritud
viisil, mis voimaldab kasutajal tiita kehtivaid kohustusi,
mis vOib tdhendada ka téieliku tehnilise info avaldamist
kasutajatele.

e Standardiseeritud lepingulised klauslid voi mallid voiksid
toetada iihtsust EL litkmesriikide vahel, tagades selle, et
pakkujad jagavad piisavalt teavet, kaitstes samal ajal siiski
ettevotte drisaladusi voi intellektuaalomandit.

4.3. Andmete valideerimine ja tehisintellektisiisteemide
treenimine

PPA hinnangul on andmete valideerimisel ja
tehisintellektisiisteemide treenimisel peamine probleem
tehisintellektimiiruse koostoime olemasolevate digusaktidega,
nagu GDPR ja LED. Samuti on oluline vélja tuua, et:

o tehisintellektislisteemide kvaliteet ja usaldusvairsus
soltuvad korgekvaliteediliste treeningandmete
kéttesaadavusest.

e suurte andmehulkade to6tlemisel on diguslikud takistused.

e GDPR-i artikli 6 alusel andmete uuesti todtlemine ei ole
realistlik, sest nouded on killustatud ja keerulised.

Eelnevast tulenevalt on PPA ettepanek tidpsustada
rakendusjuhistes voimalusi andmetele ligipadsuks ja nende
taaskasutuseks, et viltida GDPR-i ja LED-iga seotud lahknevusi
ja litkmesriikide erinevaid tdlgendusi. Samuti on PPA hinnangul
vaja tdpsustada GDPR-i artikleid 5 ja 6 ehk vaja on juhiseid

Mitte arvestada.

Aktid on koostoimelised. IKUM ja
LED kohalduvad tehisarule nagu
igale teisele isikuandmetdotlusele.
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proportsionaalsuse ja vajalikkuse testide rakendamiseks
tehisintellektisiisteemide treenimisel.

50.

Kodanik

1 Sissejuhatus
1.1 Omnibus

1.1.1 Euroopa Komisjon (EK) on teinud ettepaneku ulatusliku
muudatuste paketi kohta ELi digitaalses digusraamistikus. Nende
ettepanekute, mida koondnimetusena nimetatakse digitaalseks
Omnibusiks (Digital Omnibus), eesmérk on ajakohastada ja
iihtlustada digiregulatsioone liikmesriikide vahel. Digitaalne
Omnibus holmab olemasolevate digusaktide muudatusi ning uusi
raamistikke, et lahendada esilekerkivaid probleeme
digikeskkonnas. Liikmesriigid kujundavad pracgu oma seisukohti
nende ettepanekute suhtes ning jirgmine tagasiside on mdeldud
sisendina nende aruteludeks.

1.2 Taust

1.2.1 Kuigi praegustes aruteludes domineerivad mured liigse
andmekogumise ja eraelu puutumatuse vahenemise pérast, on
oluline poorduda tagasi eraelu puutumatuse diguse
alusprintsiipide juurde. See digus loodi pdhiprobleemi
lahendamiseks: iiksikisikute kaitsmiseks pohjendamatu
sekkumise, jélgimise ja isikuandmete vdirkasutuse eest — nii
analoogses kui ka digitaalses kontekstis.

1.2.2 Digitaalse Omnibusi méiéiruse ettepanek (november 2025):
link

1.2.3 Euroopal on pikaajaline traditsioon tunnustada eraelu
puutumatuse olulisust. Peaaegu pool sajandit tagasi, 1981. aastal,
vottis Euroopa Noukogu vastu konventsiooni 108 — esimese

Teadmiseks voetud.
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oiguslikult siduva rahvusvahelise lepingu, mis keskendus
andmekaitsele. Konventsioon 108 késitles riske, mis kaasnesid
arvutustehnoloogia iiha laialdasema kasutamisega profileerimise
tohustamiseks ning isikuandmete kuritarvitamise voimalusega.

1.2.4 Arvutusvoimsuse ja andmetdotlusvoimekuse arenguga on
kasvanud ka profileerimise ja jdlgimise keerukus. Eraelu
puutumatuse diguse algset eesmirki mdistes saab selgeks, et
oigusaktid peavad arenema koos tehnoloogilise arenguga. Selles
kontekstis mingis Euroopa Komisjoni konkurentsivolinik
Margrethe Vestager keskset rolli digiregulatsioonide edendamisel,
sealhulgas isikuandmete kaitse iildmééaruse (GDPR) ja teiste
algatuste puhul, mille eesmérk oli tugevdada tarbija- ja digidigusi.

1.2.5 Liihikese aja jooksul saavutas EL selle, mida paljud pidasid
turu- ja tarbijadiguste reguleerimise kullastandardiks, eriti
tehnoloogiasektoris. Hilisemad aruanded, nagu Draghi aruanne ja
Letta aruanne, toid aga esile uued viljakutsed ja voimalused
edasiseks reformiks. Need aruanded kujundasid EK hiljutised
ettepanekud, sh digitaalse Omnibussi.

1.2.6 Letta aruanne iihtse turu tuleviku kohta (aprill 2024): link

1.2.7 Draghi aruanne ELi konkurentsivoime kohta (september
2024): link

1.3 Probleem

1.3.1 Nii Letta aruanne kui ka Draghi aruanne toovad esile
regulatiivse koormuse kui iihe teguri, mis pérsib innovatsiooni ja
seeldbi ka EL1 konkurentsivoimet. Siiski on oluline méarkida, et
kumbki aruanne ei késitle digidigusi — nditeks eraelu puutumatust
— esmase probleemina. Digidigusi kisitletakse pigem teiseste
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kaalutlustena, keskendudes muudele siisteemsetele kiisimustele,
nagu turu killustatus, joustamisraskused ja halduslik ebatShusus.

1.3.2 Aruanded ei kutsu iiles digidiguste kaotamisele ega
norgestamisele. Nditeks ei soovita kumbki aruanne viia ELi
standardeid kooskolla leebemate reziimidega eraelu puutumatuse
vOi tarbijakaitse arvelt. Vastupidi, Letta aruanne tunnistab
selgesonaliselt ELi regulatiivse raamistiku moju iileilmsetele
standarditele nn Briisseli efekti kaudu, rohutades tugeva
digidiguste kaitse olulisust.

1.3.3 Modlema aruande rohuasetus on ELi poliitikate
koordineerimisel, lihtlustamisel ja lihtsustamisel. Neid eesmérke
kisitletakse viisidena tdhususe ja konkurentsivoime
parandamiseks, mitte olemasolevate digidiguste raamistike, nagu
GDPR, d6nestamiseks.

1.4 TeisisOnu

1.4.1 Oluline on eristada aruannete jareldusi ja Euroopa
Komisjoni pakutud lahendusi. Aruanded toovad esile probleemid
ja vdoimalused, kuid EK pakutud lahendused — néiteks digitaalses
Omnibussis — voivad neid véljakutseid tdlgendada vai késitleda
erinevalt. Naiteks:

1.4.1.1 Regulatsioonide lihtsustamine ja koondamine ei tdhenda
iseenesest digidiguste norgestamist. Selle eesmérk voib olla
hoopis dubleerimise viahendamine ja selguse suurendamine.

1.4.1.2 Poliitikate joustamise ebakodlade korvaldamine ei vordu
olemasolevate seaduste, nagu GDPR, eesmérkide hiilgamisega.
See voib tihendada iiksnes tohusamat rakendamist.
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1.4.2 Digitaalse Omnibussi sihtmaérgiks olevad digusaktid loodi
algselt konkreetsete probleemide lahendamiseks, néiteks
iiksikisikute kaitsmiseks pohjendamatu jédlgimise ja andmete
vadrkasutuse eest. Enne nende seaduste muutmist on kriitiline
kiisida: kas algsed probleemid on lahendatud? Kui mitte, siis
millised on kaitsemeetmete vdhendamise voi kaotamise riskid?

1.4.2.1 Millised on regulatiivsete prioriteetide nihutamise
voimalikud tagajarjed? Naiteks kas konkurentsivdime kasv voib
tulla usalduse voi pohidiguste arvelt?

51.

2 Kavandatav lahendus
2.1 Enne kui alustame

2.1.1 Enne kui analiilisida, mida digitaalses Omnibussis
koondatakse voi muudetakse, on oluline esile tdsta see, mis
deregulatiivse suuna raames on vélja jdetud. Need viljajatmised
on margilised, sest need puudutavad ELi digivalitsemise
raamistiku olulisi osi, mis olid mdeldud uute probleemide
lahendamiseks, kuid on niiiid kas hiiljatud vai edasi liikkatud.

2.1.2 ELi ldhenemine tehisintellekti reguleerimisele oli algselt
kavandatud kaheastmelise raamistikuna:

2.1.2.1 Tehisintellekti madrus (Al Act, AIA): keskendub
tehisintellektisiisteemide klassifitseerimisele ja juhtimisele,
sealhulgas riskipohisele jaotusele ja vastavusnduetele.

2.1.2.2 Tehisintellekti vastutuse direktiiv (Al Liability Directive,
AILD): pidi kehtestama selged reeglid tehisintellekti pohjustatud
kahjude eest vastutuse kohta, tagades vastutuse ja
oiguskaitsevahendid mojutatud isikutele.

Teadmiseks voetud.
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2.1.3 Euroopa Parlamenti kinnitati, et kui AIA vastu vdetakse,
jargneb sellele AILD, et raamistik oleks terviklik. AILD on aga
vahepeal laiemate deregulatiivsete eesméarkide raames tiihistatud.
See jatab ELi kavandatud tehisintellekti valitsemisstruktuurist
alles vaid poole ning tekitab vastutuse ja diguskaitse osas
regulatiivse llinga.

2.1.4 2002. aastal vastu voetud e-privaatsuse direktiiv oli ammu
moderniseerimist vajanud. Euroopa Komisjon tegi ettepaneku
asendada see e-privaatsuse médrusega, mis oleks:

2.1.4.1 kehtestanud otsekohalduva regulatsiooni (mitte direktiivi,
mis vajab tlilevotmist), tugevdanud kasutajate ndusolekundudeid
elektroonilises suhtluses ning pakkunud tugevat kaitset
metaandmetele ja digitaalsele kommunikatsioonile.

2.1.5 Selle viljajatmine jitab ELi digidiguste raamistikku
mirkimisvéarse liinga.

2.1.6 Mirkus: digitaalse Omnibussi praegusel versioonil
puuduvad pdhjalikud mojuhinnangud kavandatavate muudatuste
kohta. Kavandatud lahendusi tuleks hinnata mdjuhinnangute
kaudu, mis arvestavad nii majanduslikke kui ka pohidigustega
seotud mojusid. See tagaks, et muudatused on kooskdlas ELi
pikaajalise pithendumusega digidigustele ning lahendavad samal
ajal aruannetes tuvastatud praktilisi probleeme.

2.2 Mis koondatakse

2.2.1 Nagu varem madrgitud, ei tdhenda regulatsioonide
lihtsustamine ja koondamine iseenesest digidiguste norgestamist.
Selle eesmérk voib olla dubleerimise vihendamine ja selguse
suurendamine. Uldjoontes tundub see osa (mis koondatakse)
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vihem problemaatiline kui jirgmine (mis muudetakse), vélja
arvatud e-privaatsuse regulatsiooni tiithistamine.

2.2.1.1 Avatud andmete direktiiv (ODD, 2019/1024): viidud
andmemairusesse (Data Act).

2.2.1.2 Andmehalduse maarus (DGA, 2022/868, II peatiikk):
andmevahenduse ja avaliku sektori andmete taaskasutuse reeglid
viidud andmemaédrusesse.

2.2.1.3 Platvormilt ettevdtjale méaérus (P2B, 2019/1150):
tunnistatud kehtetuks, kuna selle eesmirgid on niiiid suures osas
kaetud digitaalturgude médruse ja digiteenuste méddrusega.

2.2.1.4 Mitteisikuandmete vaba liikkumise méérus (FFNDR,
2018/1807): tunnistatud kehtetuks, pohireeglid (nt pdhjendamatu
andmete lokaliseerimise keeld) viidud andmemaéérusesse.

2.2.1.5 e-privaatsuse direktiiv (2002/58/EU): tunnistatud
kehtetuks, osa selle sétteid (eriti kiipsiste ja jélgimise kohta)
integreeritakse GDPRIi.

2.2.2 Uhtne intsidentide teavitamise punkt: uus digitaalne tooriist
vOimaldab ettevotetel teatada kiiberturbeintsidentidest ja
andmeleketest liks kord, tdites korraga mitme Oigusakti (nt NIS2,
GDPR, DORA, eIDAS, CER) ndudeid.

2.3 Mis muudetakse
2.3.1 GDPR - isikuandmete méaératlus

23.1.1
Praegune méiératlus: objektiivne. Andmeid késitatakse
,1sikuandmetena”, kui need on seotud tuvastatud voi tuvastatava
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isikuga, soltumata sellest, kas vastutav tootleja saab isiku
tegelikult tuvastada.

Kavandatav miiratlus: subjektiivne. Andmed on ,,isikuandmed”

ainult siis, kui konkreetne tootleja suudab isikut realistlikult
tuvastada.

2.3.1.2

Naide: kui ,,ettevote A” omab pseudoniiiimitud andmeid, kuid tal

puudub voti isikute taas-tuvastamiseks, ei oleks need tema jaoks
enam ,,isikuandmed” — isegi kui ,,ettevote B” suudaks need
andmed tuvastada.

Tagajarg: Euroopa Komisjon saaks miérata, millal
pseudoniilimitud andmed ei ole teatud liksuste jaoks enam
isikuandmed.

Riskid: subjektiivsed liingad, joustamisraskused, diguslik
ebakindlus ja voimalikud vastuolud ELi pohidiguste hartaga.

23.13

Subjektiivsed liingad: todtlejad voiksid ise deklareerida, et
andmed ei ole isikuandmed, muutes jirelevalve peaaegu
vOimatuks.

Oiguslik ebakindlus: muudatused kivitaksid aastatepikkuse
kohtuvaidluste laine.

Vastuolu hartaga: ettepanek langetab kaitsetaset alla direktiivi
95/46 taseme, millele harta viitab miinimumstandardina.

2.3.2 GDPR - teadusuuringute erandid

2.3.2.1 Kavandatud muudatused: laiad erandid ,,igasugusele
teadusuuringule”, mis ,,v0ib toetada innovatsiooni” v3i hdlmab
,olemasolevate teadmiste uuel viisil rakendamist™ (nt
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tehisintellekti treenimine). Noue jargida ,,eetilisi standardeid”, mis
on sageli médratlemata voi todstuse kujundatud.

2.3.2.2 Riskid: ariettevotted voiksid GDPRist mo6da hiilida,
nimetades tegevuse ,,teadusuuringuks”. See donestab GDPRi
pohimdtteid nagu eesmirgipirasus ja andmete minimeerimine
ning ei tdida harta artikli 8 ndutud vajalikkuse ja
proportsionaalsuse kriteeriume.

2.3.3 Lisaks

2.3.3.1 Kavandatud muudatused: to6tlejad vaivad jitta
andmetootluse kohta teabe andmata, kui:

— tootlemine toimub ,,teadusuuringute eesmargil”;

— teabe andmine on ,,vOimatu’ voi nduab ,,ebaproportsionaalset
pingutust”;

— avaldamine ,,tdsiselt kahjustaks” uurimise eesmarke.

2.3.3.2 Riskid: norgestab labipaistvust, mis on GDPRIi alustala.
Andmesubjektid vdivad kaotada vdimaluse oma digusi kasutada.
,» Teadusuuringu” lai méiédratlus voib hdlmata peaaegu iga teisest
andmekasutust.

2.3.4 Tehisintellekt — digustatud huvi

2.3.4.1 Kavandatav tekst: isikuandmete tootlemist tehisintellekti
arendamiseks ja kasutamiseks voib pidada digustatud huviks, kui
see el kaalu iiles andmesubjekti digusi ja vabadusi ning
rakendatakse sobivaid kaitsemeetmeid.

2.3.4.2 Mdju: loob eelduse, et tehisintellektiga seotud todtlemine
on digustatud, nihutades tdendamiskoormuse andmesubjektidele
ja luues tehnoloogiaspetsiifilise erandi.
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2.3.5 Tehisintellekt — kaitsemeetmed

2.3.5.1 Kavandatud kaitsemeetmed: andmete minimeerimine,
suurem ldbipaistvus, tingimusteta digus esitada vastuviide.

2.3.5.2 Probleemid: ebaméérane sdnastus, raskused jérelevalves ja

rakendamises.
2.3.6 Tehisintellekt — mured

2.3.6.1 Tehnoloogianeutraalsuse hiilgamine, diguslik ebakindlus,
joustamisraskused.

2.3.6.2 Avalike andmete kasutamine treenimiseks, biomeetriliste
andmete to6tlemine ja vastuvéitediguse praktiline piiratus.

2.3.6.3 Artikkel 88c voib norgendada andmekaitset, suurendada
ebakindlust ja soodustada suuri tehnoloogiaettevotteid.

2.3.7 Mirkus

2.3.7.1 Al Acti korge riskiga siisteemide nduete joustumine on
edasi liikatud.

2.3.7.2 Harmoneeritud standardid ja juhised ei ole 2025. aasta
16pu seisuga valmis, mis suurendab ebakindlust eriti VKEde
jaoks.

3 Kokkuvote

3.1 Digitaalne Omnibus toob muudatusi, mis vihendavad kiill
koormust, kuid tekitavad mirkimisvéérset ebaméaarasust ja riske.

3.1.1 Selgus vs ebakindlus: tekib oht, et keerukus hoopis
suureneb, eriti VKEde jaoks.
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3.1.2 Tasakaalu puudumine: vastutuse raamistik on puudulik, eriti
AILD tiihistamise tottu.

3.1.3 Kooskdla pdhidiguste hartaga: oht 6dnestada artiklit 8 ja
GDPRI aluspdhimotteid.

3.1.4 Kolmandate osapoolte eelis: suured tehnoloogiaettevotted
voivad ebaproportsionaalselt voita; VKEde olukord voib
halveneda.

3.2 Seetottu

3.2.1 Palume késitleda kogu dokumendis esile toodud
puudujidke.

3.2.2 Pohikiisimused: kuidas probleem maéératleti, milliseid
alternatiive kaaluti ja kas dereguleerimine on saanud sama
pohjaliku analiiiisi kui varasemad, pohidigusi austavad
lahendused.

52.

Eesti Infotehnoloogia ja
Telekommunikatsiooni Liit

1. ITL toetab algatuse eesmérki kehtivaid keerulisi ja mahukaid
oigusakte lihtsustada. Mitmed paketis sisalduvad muudatused on
Eesti ettevotetele kasulikud, s.h need mis puuduvad just
viiksemaid ettevotteid. Seega leiame, et Eesti voiks
lihtsustamispaketile toetust avaldada, kuna see on dige suund ning
selles pakutakse vilja lahendusi mitmele murele, mida
turuosalised on praktikas tdstatanud.

2. Toetame muudatusi, mis lihtsustavad andmete kasutamist ning
viahendavad osapoolte jaoks biirokraatiat. Néiteks kohustuslike
aruannete vormide asendamist vabatahtlikega ja
registreerimiskohustuste vihendamist.

Teadmiseks voetud
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53.

3. Toetame seda, et erinevad andmealased digusaktid liidetakse
tiheks digusaktiks ehk kogu asjakohane regulatsioon koondatakse
andmemairusse. Varasemalt oleme leidnud, et esimese sammuna
tuleks hetkel kehtivad ja peagi joustuvad EL-i digusaktid iile
vaadata, eemaldada nende iilekatted ja kdrvaldada vastuolud ning
regulatsiooni oluliselt lihtsustada ja alles siis moelda
konsolideerimise peale. Euroopa Komisjon pakub
digiomnibussiga neid samme koos ning see tundub moistlik, eriti
kuna palju regulatsioone tunnistatakse ka kehtetuks.

4. Uldpdhimdttena toetame ka seni direktiivides sisalduva
regulatsiooni viimist méérusesse kui otsekohalduvasse digusakti.
Peame selle all silmas andmealaseid digusakte, kuna selles
valdkonnas on juba palju otsekohalduvaid méiéruseid ning seetottu
voiks kogu asjakohane regulatsioon kehtida maarusena.

5. Peame oluliseks, et t606 digivaldkonna digusaktide lihtsustamise
nimel jitkuks, kuna antud pakett on alles esimene samm.
Seejuures on oluline arvestada suuremat eesmaérki tagada
oiguskindlusja selgus ehk anda osapooltele aega regulatsioone
rakendada, teha nende mdjude ja tulemuste kohta jareldusi ning
hoiduda pidevast muutmisest ja uute kohustuste kehtestamisest.
Eesmark lihtsustada ja halduskoormust vihendada on viga hea,
kuid tdhendab ka, et niipea digivaldkonnas veel digusrahu oodata
pole.

Andmemaéiirusega

1.1. Toetame ettepaneku artikkel 1 punkte 6 ja 7, millega
kitsendatakse ettevotetelt riigile andmete andmise kohustust ainult
hddaolukorras andmete andmisele. Noustume, et kehtivas
andmemairuse on see kohustus liiga ulatuslik.

Arvestatud osaliselt.

Hédaolukorras andmete kiisimise
seisukoht liks sisse. laaS ja PaaS
teema ei ole omnibussi Komisjoni
poolt pakutud ja seega see ettepanek
laheb skoobist vélja. Nende teenuste
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54.

1.2. Teeme ettepaneku kaaluda eelnduga lisaks sonaselgelt [aaS ja
PaaS teenuste viljavotmist andmemaédruse teenuseosutaja
vahetamise ja andmete iilekantavuse (switching portability)
skoobist, kuivord nende teenuste olemusest tulenevalt ei ole see
praktikas tehniliselt mdistlikult rakendatav.

1.3. Toetame ettepaneku artikkel 1 punkti 3, millega kehtestatakse
tdiendavad tingimused, mis voimaldava andmete omanikest
ettevotetel kaitsta oma drisaladust. Leiame, et sellest meetmest on
abi ettevotetel, kes on kohustatud andmemairuse kohaselt teatud

tingimustel oma klientide andmeid viljastama teistele ettevotetele.

Juhul, kui digiomnibussi edasise menetluse kdigus tuleb arutlusele
ka ettepanek erasektori andmete kohustusliku jagamise
vabatahtlikuks muutmiseks andmemééruses, siis tuleb suhtuda
sellesse ettevaatlikult ning kindlasti analiitisida hoolikalt selle
kasusid ja kahjusid. Erasektori ja eelkdige viiksemate teenus- voi
tootmisettevotete (nditeks pollumajanduse sektoris) poolt
vaadatuna on andmemaédrusega kehtestatud B2B andmejagamise
kohustus siiski kasulik, kuna voimaldab saada suurtelt
toostusettevotetelt vajalikke andmeid, mille peale saab ehitada
uusi innovaatilisi teenuseid ja pakkuda tarbijatele suuremat
valikut, nditeks valida seadmete hooldusteenuse pakkujaid.

valjavotmist ei toetatud, kuivord siin
ka tarbija huvid. Tehniliselt
rakendamine voimalik, eeldab
iihtseid aluseid (vt andmemaéaruse art
35). Pohidigustega kooskdla
seisukoht on lisatud. IKUM
kohaldub.

2. Avaandmete direktiiviga

2.1. Digiomnibuss sisaldab ettepanekut tunnistada avaandmete
direktiiv kehtetuks ja hdlmata selles sisalduv andmemairusesse.
See tdhendaks, et seni direktiiviga reguleeritu tuleb Eesti avaliku
teabe seaduses kehtetuks tunnistada, kuna kohalduma hakkab EL-
1 otsekohalduv regulatsioon. Selle ettepaneku osas seisukoha
kujundamiseks on vaja analiiiisida, mida selline muudatus
praktikas Eestis kaasa tooks.

Arvestatud.
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Kuna avaliku sektori kdes olevate andmete avamine on seni
kulgenud iisna vaevaliselt, siis kui otsekohalduv méérus sétestaks
selle selgema kohustusena ja andmete avamine kulgeks
edukamalt, peame vajalikuks seda toetada.

2.2. Meil puuduvad hetkel ettepanekud védrtuslike andmete
nimekirja muutmiseks. Toetame seda, et liikmesriikidele on jaetud
otsustusvabadus ja see vdimaldab Eestis siseriiklikult tdiendavaid
vadrtuslikke andmestikke nimetada.

2.3. Mérgime, et avaandmete direktiivist andmeméaérusesse
toodavate sétete osas (ettepaneku artikkel 1 punktiga 18 lisatav
peatiikk VlIIc) tekitab kiisimust andmete ja dokumentide
eristamine. Kord nimetatakse neid koos ja teinekord eraldi.
Seetottu on raske aru saada, mida tipsemalt moeldakse. Samuti,
kuidas see seostub andmemaéiruses andmete definitsiooniga
(andmemaééruse art 2 punktiga 1: andmed on tegevuse, faktide voi
teabe ning sellise tegevuse, faktide voi teabe kogumi digitaalne
véljendus, muu hulgas heli-, visuaal- vdi audiovisuaalsalvestise
kujul).

2.4. Avaliku sektori avaandmete (seda just toorandmete — raw
data) kittesaadavaks tegemine peaks printsiibis olema tasuta. Vaid
vadrindatud andmete kéttesaadavaks tegemine voib olla tasuline.
Ettepaneku artikkel 1 16ikega 2 lisatakse andmemaiéruse artiklisse
2 punt 61, millega defineeritakse investeeringutasuvus.
Andmemaéirusesse lisatav artikkel 32q lubab
investeerimistasuvust arvestada avaandmete eest ndutava tasu
puhul. Oleme seisukohal, et avaandmete puhul ei tohiks
investeeringutasu arvesse votmine olla lubatud, kuna need
investeeringud on tehtud maksumaksja raha eest ning see on juba
olnud tihiskonna iihine panus.
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55.

3.1. Isikuandmete kaitse iildméiruse (IKUM) muudatuste osas on
seni olnud nii Euroopa kui ka Eesti ettevotted pigem ettevaatlikud
peljates selle avamist. Ka praegu on néha, et tegemist on koige
rohkem tdhelepanu saava osaga digiomnibussist. Juba on tehtud
ka ettepanekuid menetleda IKUM-it puudutavaid ettepanekuid
muust paketist eraldi, et need ei saaks takistuseks kiirel
edasiliikumisel. Toome omalt poolt vilja, et koos tehisintellekti
maéruse voimalike muudatustega menetlemise positiivne pool
seisneb selles, et siis on reaalselt olemas selged kasutusjuhud
tehisintellekti jaoks vajalike andmete/andmestike pohjal ehk
koosmdju on kindlasti olemas ning vajab arvestamist. Lisame, et
kuna IKUM-I muudatusi on palju ning need on seotud kogu
digiomnibussi eelndu teiste sitetega, siis pohjalikku analiiiisi
saaks teha, kui oleks olemas eelndu terviktekst.

3.2. Isikuandmete moistet puudutavad muudatused:

3.2.1.IKUM artikli 4 Ig 1 ehk isikuandmete mdiste muudatused on
tekitanud vdga elavat diskussiooni erialases ringkonnas. Mdistame
Euroopa Komisjoni soovi juurutada Euroopa Kohtu otsusest
EDPS vs SRB (C-413/23) tulenevat praktikat, kui ettepanekus
toodud maistet on sellest tulenevalt oluliselt laiendatud. Pooldame
seda, et mitte koiki andmekaitse ndudeid ei peaks tditma
olukorras, kus tegelikkuses andmete saajal ei ole moistlikult
voimalik isikut antud andmete pinnalt tuvastada. Samas oleks
seda voimalik reguleerida ka selliselt, et sisustada tdpsemalt
pseudoniilimimise moiste ja siduda see kohustusega seda ajas
hinnata. SRB lahendis on selgelt vastutava tootleja pingutuse
element sisse kirjutatud, s.t ta peab midagi eraldi tegema selleks,
et teine pool ei saaks isikuid enam tuvastada. ITL-ina tervitame
seda ldhenemist. Samuti saaks tdpsemalt reguleerida, millal
loetakse andmeid pseudoniilimituks ning kohustada votma arvesse

Arvestatud osaliselt.

Isikuandmete moiste osas ei toeta
Eesti mdiste tdiendamist ning palub
tdiendada IKUM pdhjenduspunkti
selgitusega, et moiste sisustamisel
tuleb arvestada kohtupraktikaga.
Eesti ei toeta ka ohu ldvendi tdstmist
teavitamisel, kuna see raskendab
jarelevalveasutusel oma kohustuste
téitmist. Eesti toetab erinevates
Oigusaktides olevate teavituste
tahtacgade iihtlustamist.

Teadusuuringu moiste osas votame
arvamus teadmiseks, selgitame, et
IKUM-i eesmiirk ei ole kitsenda
teadusuuringute tegemist iiksnes
teadusasutustega vaid innovatsiooni
tegemise voimalus peab olema
laiemalt.

Al treenimise/arendamise oiguslike
aluste kinni kirjutamist ei toeta.
Selgitused eespool ning
seisukohtades. Eriliigiliste andmete
kasutamine kallutatavuse
tuvastamisel ja sellekohased PETid
on seisukohtades arvestatud.
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mis iganes tehnoloogilisi voi keskkonnas toimunud arenguid,
mille puhul peab uuesti hindama, kas vdetud meetmed on olnud
piisavad.

3.2.2.Isikuandmete moiste praeguse sdnastuse laiendamine tekitab
kiisimusi selles osas, kuidas muudatust praktikas rakendada.
Tapsemalt, milliseid andmekaitse ndudeid peab tditma juhul, kui
saaja jaoks ei ole andmed enam isikuandmed. Néiteks kas on
vajalik andmetddtluslepingu sdlmimine, kui vastutava tootleja
vaatest on tegemist isikuandmetega, kuid saaja vaatest ei ole
saadavad andmed isikustatud andmed. Sarnased kiisimused
voivad tekkida ka muude vastutava tootleja kohustuste tditmisel
(nt andmelekkest teavitamine, andmeedastuse mdju hindamine,
volitatud tootlejate avaldamine andmesubjektile jms).

3.2.3.Teeme ettepaneku selgelt IKUM-is sitestada, et juhul, kui
saaja jaoks ei ole tegemist isikuandmetega, ei ole kohustust
s0lmida ka andmetdotluslepingut.

3.3. Toetame muudatusi millega IKUM art 12 1g 5
(tootlemistoimingute registri piirangud), art 13 1g 4
(privaatsusteabe esitamise piirangud) ja art 35 (andmekaitse
mdjuhinnangu nduded) alusel lihtsustakse eelkodige viike- ja
keskmistel ettevotetel IKUM maistlikku rakendamist.

3.4. Tootlemistoimingute registri kohustuse kehtestamine 750 voi
enama tootajaga ettevotetele voib aga Eesti kontekstis tekitada
praktikas probleeme. To6tlemistoimingute register on
andmekaitsekohustuste keskpunkt, mille olemasolu tagab ja aitab
ka teiste andmekaitse kohustuste tditmist praktikas teostada. Kui
seda pole, siis on praktiliselt ettevotetel keerukas ka koostada
nditeks privaatsusteadet ajakohasena, vastata andmesubjekti
paringutele, kiirelt reageerida andmeleketele jms. Lisaks sellele
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voib jddda mulje, et kui on 750 voi vihem tootajat, siis pole eriti
vaja andmekaitse vaatest pingutada ning see ei aita tosta
teadlikkust andmekaitse teemade olulisusest laiemalt. Néiteks on
tootlemistoimingute register vajalik ka tdhusa andmehalduse ja
tehisintellekti rakendamiseks.

3.5. Toetame IKUM art 33 muutmise ettepanekut, mille kohaselt
kehtiks jarelevalveasutusele isikuandmete nduete rikkumisest
teavitamise kohustus ainult korge riskiga rikkumiste puhul. See
viahendaks nii vastutavate tootlejate kui ka jarelevalveasutuste
tookoormust ning aitaks keskenduda korge riskiga juhtumite
menetlemisele ja kahjulike tagajirgede maandamisele. Usume, et
see on olnud ka tdna jérelevalveasutuste ootus. Toetame ka
teavitamise tihtaja pikendamist 96-le tunnile. See leevendaks
eelkdige olukordi kus tdhtaja arvestuse sisse jaéb nddalavahetus.

3.6. Seoses tehisintellekti treenimise ja arendamise diguslikke
aluseid puudutava muudatusega méargime, et tegemist on olulise
muudatusega, kuna seni tehnoloogianeutraalsena hoitud IKUM-
isse soovitakse sisse kirjutada konkreetse tehnoloogiaga seotud
satted. Esiteks toetame muudatust, millega tuuakse selgelt vilja, et
eriliigilisi isikuandmeid voib kasutada tehisintellekti kallutatavuse
vihendamiseks. Teiselt poolt vajab meie hinnangul tdiendavat
kaalumist ja arutelusid tehisintellekti treenimise iildise digusliku
aluse lisamine IKUM-isse. Meie hinnangul vdiks see alus
sisalduda pigem tehisintellekti méiruses, kuna IKUM-it vdiks
hoida jatkuvalt tehnoloogianeutraalsena, et seda tuleviku
arengutele mdeldes mitte kinni kirjutada.

3.7. Ettepanekuga artikkel 3 1dikega 1 soovitakse IKUM-is
defineerida teadusuuring ning 1dikega 2 muuta avalikes huvides
hilisem to6tlemine arhiveerimise, teadus- voi ajaloolise
uurimistoo voi statistilistel eesmérkidel esialgse to6tlemise
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eesmargiga iihilduvaks. Analiiiisimist vajab, mida see praktikas
tadhendaks ning kuidas mdjuks isikuandmete kaitsele, kuna need
eesmargid on vdga laiad. Samuti tekitab teadusuuringu
defineerimine IKUM-is kiisimuse, miks seda vaja on, kui
teadusmaailm l4dhtub selleks Frascati kisiraamatust 2015

,» Teadusuuringuid ja eksperimentaalarendust kisitlevate andmete
kogumise ja esitamise suunised®.

56.

4. ePrivaatsuse direktiiviga

4.1. Tervitame kiipsiste klausli tdpsustamist ja selle isikuandmeid
puudutava osa toomist IKUMisse.

4.2. Avaldame sektori poolt ootuse, et digiomnibussi
ettepanekuga voiks pakkuda lahenduse ka iilejadnud ePrivaatsuse
direktiivi osas. ITL on seisukohal, et ePrivaatsuse direktiiv vajab
tilevaatamist tervikuna, jatkuvalt reguleerimist vajavate teemade
reguleerimist muude digusaktidega ning eraldiseisva digusaktina
kehtetuks tunnistamist.

Teadmiseks voetud.

Selgitame, et Eesti toetab e-

Privaatsuse direktiivi ajakohastamist

ja isikuandmete té6tlemise IKUMi
alla viimist. e-Privaatsuse direktiivi
satteid muudetakse ka DNA aktiga.

57.

5. Intsidentide raporteerimisega:

5.1. Kiiberturvalisus on sarnaselt andmevaldkonnale viga
ulatuslikult reguleeritud. Antud juhul on Euroopa Komisjon
otsustanud lahendada vaid vidga vdikse osa murest ehk pakub vilja
ainult tihise teavitamiskanali loomise et sama rikkumise pinnalt ei
tuleks mitmes kohas ning mitu korda teavitada et sama rikkumise
pinnalt ei tuleks mitmes kohas ning mitu korda teavitada. Selline
iks teavitamiskanal on kindlasti tervitatav, eriti piiritileselt
tegutsevate ettevdtete jaoks, ning me toetame seda. Uhtse
teavituskanali kasutamist vOiks kaaluda ka veel tdiendavate
Oigusaktide tarbeks, nt tehisintellekti méddrus. Samas vdiks
lihtsustamise eesmaérki silmas pidades olla ambitsioonikam ning
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iihtlustada ka teavitamise aegasid, vorme jm EL-i
kiiberturvalisuse digusaktides.

5.2. Uhtse teavituskanali loomine tekitab kohe ka kiisimuse
sellest, et teavitamise tdhtajad on digusaktides vidga erinevad.
Naiteks NIS2 direktiivi kohaselt tuleb esmane teavitus
kiiberintsidendist esitada 24h jooksul, isikuandmeid puudutavast
intsidendist on samas digiomnibussi ettepaneku kohaselt acga
teavitada 96h ehk see vahe on méarkimisviirne. Selleks, et
kohuslased saaksid tihtset teavituskanalit kasutada, peaksid nad
justkui ldhtuma iga teavituse puhul kdige lithemast tdhtajast, mis
ei arvestada asjaoludega, mida neid tdhtaegu méérates silmas peeti
ehk sellega, et teavituse koostamiseks on teatud juhtudel vaja
rohkem aega. Teine variant oleks, et ikkagi tuleb esitada mitu
teavitust: 24h moddumisel NIS2 esmane teavitus, 72h
moddumisel NIS2 teine teavitus ja 96h méddumisel IKUM
teavitus. Just seetdttu on oluline lisada digiomnibussi ka {ihtse
teavituskanali kaudu edastatavate teavituste tihtacgade
tihtlustamine.

5.3. Seoses NIS2 direktiivi ja DORA-ga tdstatame ka teema, mis
vajab EL-1 digusaktide tasemel lahendamist ning on véga vajalik
ettevotete halduskoormuse vihendamiseks ja regulatsioonide
lihtsustamiseks. Kehtivate digusaktide kohaselt on DORA
subjektid vabastatud NIS2 tditmisest, kuid NIS2 subjektid, kes
osutavad teenuseid DORA subjektidele, peavad vastama ka
DORA-le. See tekitab NIS2 subjektidest IKT teenuse osutajatele,
kes soovivad oma teenuseid osutada ka finantssektori asutustele,
véga suurt koormust. Seetdttu teeme ettepaneku lisada digi
omnibussi NIS2 ja DORA muutmine selliselt, NIS2 direktiivi
kohuslased, kes osutavad finantssektori asututele IKT teenuseid,
el pea toendama eraldi DORA-le vastavust, vaid need

5.1.ja 5.2. Arvestatud

5.3. Arvestatud, vastav seisukoht on

koostatud
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turvanduded tunnistatakse samavéarseteks, kui nad vastavad NIS2
alusel kehtestatud nouetele. Oleme seisukohal, et Eesti voiks olla
selle olulise muudatuse eestkoneleja.

58.

59.

Riigi Infosiisteemi Amet

Uldhinnangud eelndudes toodud eesmirkidele ja pakutud
lahendustele
1. RIA vaatest on eelndudes toodud iildised eesmérgid — reeglite

iihtlustamine, killustatuse vihendamine ja parema digusselguse
loomine — pdhimotteliselt toetatavad. Eesti digiriigi toimimine
eeldab, et andmete taaskasutuse, turvalisuse ja kdttesaadavuse
reeglid oleksid voimalikult selged ja iiheselt mdistetavad.
Samas on RIA jaoks oluline, et pakutud lahendused ei tooks
kaasa olukorda, kus tehniline vastutus ja diguslik vastutus ei ole
omavahel kooskolas. Kui kohustused muutuvad vahetult
kohaldatavaks ELi miiruse kaudu, peab olema selge, millises
ulatuses eeldatakse RIA-It tehnilist hinnangut, ndustamist voi
jarelevalvelist rolli ning millal on tegemist teiste asutuste
padevusega. Lahendusi, mis jatavad selle piiri ebaselgeks, ei
saa pidada piisavalt praktiliseks.

Seoses isikuandmete toGtlemise reeglitega Al arendamisel ja
kasutamisel on RIA jaoks oluline tagada, et arvestatakse ka
avaliku sektori vajadustega. Nditeks peaks lubatud
1sikuandmete to6tlemise diguslikud alused holmama riigi poolt
isikuandmete t66tlemiseks kasutatavaid aluseid.

Arvestatud.

Avaandmete direktiivi muutumine méaaruseks

1.

Avaandmete direktiivi muutumine miédruseks on RIA vaates
pohimotteliselt toetatav, kuna see vdhendab liikmesriikide
vahelisi erinevusi ja loob tlihtlasema diguskeskkonna. Samas on
oluline, et méaruse tekst arvestaks selgelt kiiberturbe ja teenuste
tookindluse aspektiga. RIA kogemus nditab, et masinloetavus
ja API-pdhine ligipdés ei ole pelgalt tehniline mugavus, vaid ka

Arvestatud osaliselt. Koikide
avaandmete osas piiranguid pole
sdtestatud ja see ldheb ka omnibussi
eesmargist kaugele. Seisukohades
vilja toodud, et tdiendavate
véartuslike andmestike kategooria
kehtestamisel tuleb arvestada
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60.

potentsiaalne riskivektor. Seetdttu peab middrus voimaldama
proportsionaalseid kaitsemeetmeid, nagu ligipddsupiirangud,
kasutusmahupiirid ja autentimine, ilma et neid késitataks
avaandmete pohimotte rikkumisena. Viairtuslike andmestike
nimekirjade osas on oluline, et nende laiendamine toimuks koos
selge riskihinnangu loogikaga. Eesti kontekstis vdib niiteks
haldus- ja menetlusandmetel olla suur iihiskondlik vdartus, kuid
nende avamine ilma piisavate turva- ja
privaatsusmehhanismideta looks markimisvéérseid riske nii
andmekaitse kui ka kiiberturbe vaates.

loodava ELi iihtse avaandmete
méiiruseks mojuga viiksematele
litkmesriikidele ning litkmesriikidele
peab jddma piisav otsustusvabadus
védrtuslike andmestike
kujundamisel. Autentimise ndue,
ligipddsupiirangud ldhevad
kaitsemeetmetena tavapérasest
avaandmete 1dhenemisest kaugemale
ning piiraks Euroopa Liidu tileselt
kui ka rahvusvaheliselt andmete
taaskasutamist, ning ei saa toetada.

Praktiline rakendatavus

2.

Praktilise rakendatavuse seisukohalt vajab RIA hinnangul
tdpsustamist eelkdige rollijaotus. Tuleb selgelt méiiratleda,
milline asutus vastutab tehnilise taristu, milline andmepoliitika
ja milline jdrelevalve eest. Praegu on oht, et RIA-st kujuneb
vaikimisi asutus, kellelt oodatakse nii tehnilist hinnangut,
riskide maandamist kui ka sisulist tdlgendust, ilma et see roll
oleks Oiguslikult selgelt sdtestatud. Samuti vajavad
tapsustamist ileminekusdtted: direktiivilt méérusele lileminek
peab olema ajaliselt ja sisuliselt selge, et viltida olukorda, kus
RIA peab samaaegselt ldhtuma nii senisest riigisisesest
regulatsioonist kui ka vahetult kohaldatavast ELi digusest.

Eesti jaoks on spetsiifiline see, et suur osa andmete
taaskasutusest toimub teenuste ja liideste kaudu, mitte
staatiliste andmekogude avaldamisena. RIA kogemus niitab, et
sama tehniline liides voib teenindada nii avalikku taaskasutust
kui ka kriitilisi riigisiseseid protsesse. See tdhendab, et
avaandmete reeglid mdjutavad otseselt ka riigi infosiisteemide
tookindlust ja kiiberturvet. Lisaks tuleb arvestada, et Eesti on

Mitte arvestatud.

Ettepanek viljub omnibussi
raamidest. Rollide mandaadid on
andmediguses midratud.
Avaandmete normide sisu ei
muudeta. Need lihtsalt ithendatakse
andmemaiirusega. Kuna norme ei
muudeta, siis kohanemiseks lisaaega
ei ole vaja. Normid on téna juba
kehtivad.
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61.

korge digitaalse kiipsusega riik, mistottu suureneb ka
rahvusvaheline huvi meie andmete ja liideste vastu. See
omakorda tdstab kuritarvituse ja teenustokestuse riski ning
eeldab, et ELi digusraamistik ei seaks RIA-le ebarealistlikke
ootusi ,,avatuse‘ osas ilma piisavate kaitsevahenditeta.

RIA jaoks on murekohaks eelkdige see, et lihtsustamise
eesmargi all ei tekiks uusi kaudseid kohustusi, mida tuleb tédita
ilma vastava ressursi, volituse voi digusliku selguseta. Samuti
on oluline véltida olukorda, kus méaérus loob formaalselt iihtsed
reeglid, kuid praktikas suureneb vajadus iga tksikjuhtumi
eraldi tdlgendamiseks. RIA rolli vaates on kriitiline, et
tehnilised juhised ja pdhimotted ei muutuks vaikimisi siduvaks
»pehmeks diguseks* ilma, et nende Oiguslik kaal ja vastutus
oleksid selgelt médratletud.

Seoses avaandmete direktiivi ja andmehalduse mééruse
tthildamisel oleks vajalik tekitada enne O&igusmuudatuste
joustumist uued védrtused, kuidas eristada avaandmeid ja
kaitstud andmeid lisaks korgvairtusega andmetele. RIA vajab
aega, et vila muutused sisse nii standardisse kui rakendustesse
ja seda kirjeldajatele kommunikeerida.

Uhtse kontaktpunkti loomine

7.

Esiteks on iihtse kontaktpunkti (single-entry point, SEP)
loomine positiivne samm erinevatele teenuse osutajatele, kes
peavad intsidentide kohta raporteid esitama. Kindlasti toetame
seda, et raporti esitamise kohuslased saaksid seda teha
voimalikult efektiivselt ja vihese ajakuluga.

Siiski ei ole praegu selgelt ja tiheselt aru saada, kuidas SEP
praktikas toimib. SEP loomisel on vajalik iihtlustada erinevate
litkkmesriikide standardid, millega intsidendid kvalifitseeritakse
ja kuidas neid kisitletakse. Samuti on wvajalik {iihtlustada

Selgitame.

Hetkel teadaolev info on, et ENISA
haldab SEP keskkonda, kuid ta ei
saa juurdepiisu selle kaudu esitatud
teavitustele. Tolle keskkonna kaudu
toimub teavituse edastamine
asjakohase riigi voi ritkide
asjakohasele pddevale asutusele voi
padevatele asutustele. Hetkel puudub
info, kas tegemist on eraldiseisva
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10.

11.

erinevate regulatsioonide alusel esitatavad intsidendiraportid
ning nendes sisalduv vajalik info (NIS2, GDPR, DORA).
Kisitav on, kas SEP keskkond luuakse viisil, kus esmase
teavituse saavad litkmesriigid, kes edastavad vajadusel info
ENISA-le voi haldab kogu SEP keskkonda ENISA, kes suunab
intsidendiga seotud info vastavatele péddevatele asutustele
litkmesriikides.

RIA hinnangul ei ole lahendus, kus SEP keskkond luuakse
ENISA juurde ning ENISA saadab kogu vajamineva info
edasi liikkmesriikide piAdevatele asutustele jatkusuutlik. See
voib pikendada ajakriitilises olukorras intsidendi
késitlemise aega. Loogilisem oleks iilesehitus, kus SEP
raporteerimiskeskkond luuakse liikmesriikide juurde, kes
edastavad vOimaliku riikide iilese intsidendiohu korral info
ENISA-le, mille kaudu saadetakse teave teiste riikide
padevatele asutustele.

Nédeme, et andmete koondamine ja  keskse
andmebaasi/andmehoidla  loomine  sisaldab  endas
voimalikku turvariski. Suure tdendosusega tuleb info
koondamisel luua ENISA juurde andmebaas seoses SEP
raportitega. Kui selline andmebaas tekib (ilmselt on vaja
paringud vastu votta, valideerida, talletada intsidendiinfo, et
seda edasi saata/toddelda), on tegemist ddrmiselt tundlikku
infot sisaldava andmebaasiga. See omakorda loob vdimaliku
keskse sihtmérgi, mille kompromiteerimine voib avaldada
ddrmiselt laiaulatuslikku moju kogu EL siseturvalisusele.
Vajalik on luua usaldus, et loodud siisteem on turvaline,
ettevotted ja kodanikud teavad, kuidas nende andmeid
kasutatakse ja millised meetmed on kasutusele voetud, et
turvalisus oleks tagatud. Vastasel juhul voib tekkida
situatsioon, kus intsidendiraporteid ei esitata pohjusel, et
stisteemi kui tervikut ei usaldata.

andmete (tsentraalse)
kogumiga/hoidlaga voi kas tegemist
on andmete edastuse kanal/vahend
vms. Esitatud ettepaneku kohaselt
valmistab ENISA SEPiga seotud
ndudeid ja meetmeid alles ette.
Seejarel on ka voimalik hinnata, kas
ja milline on Eesti seisukoht SEPi
arhitektuuri osas.
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RIA hinnangul ei pruugi olla mdistlik luua iihte keskset
andmebaasi, vaid hajutada info, et kogu tundlik info ei oleks
talletatud keskselt. Samuti soovitame selgelt méiératleda
kriipteerimisstandardid, muuhulgas peaks arvestama selged ja
kindlad kriteeriumid juurdepédésu osas ja reeglid korrapirase
auditeerimise jaoks.

62.

63.

64.

Regionaal- ja
Po6llumajandusministeerium

Uldine toetus regulatsioonide viihendamisele ja iihtlustamisele
Toetame digiomnibusiga seotud regulatsioonide vdhendamist ja
regulatsioonide iihtlustamist, et vihendada halduskoormust ning
lihtsustada menetlusi.

Teadmiseks voetud.

SME/SMC erisused pollumajandusettevotetele
Toetame SME/SMC (viike- ja keskmise suurusega ettevotete ning
viikese turukapitalisatsiooniga ettevotete) erisusi ning peame
oluliseks, et need laieneksid ka pollumajandusettevotetele Selgitus:
pollumajandusettevotted  vajavad  sarnast  paindlikkust  ja
halduskoormuse védhendamist nagu teised VKE-d, arvestades

sektori eripdrasid ja ELi iihise pdllumajanduspoliitika ndudeid.

Arvestada osaliselt.

Ettepanekud andmediguses on
valdkonna neutraalsed. Eesti
seisukohatades toetame
tehisintellekti mééruses viikese ja
keskmise suurusega ettevotetele
ettendhtud lihtsustusmeetmete
laiendamist véikese ja keskmise
turukapitalisatsiooniga ettevotetele,
et vihendada nende halduskoormust
ja toetada konkurentsivoimet. Need
hiived laienevad koikidele
valdkondadele. Seal ei ole
omnibussis erisusi ning ei pea
vajalikuks seega eraldi
pollumajandust vilja tuua.

Kaubandussaladuse kaitse

Teadmiseks voetud. Pohidiguste
kaitse seisukohad olemas.
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65.

66.

67.

Toetame kaubandussaladuse kaitse tugevdamist ning peame
oluliseks, et digiomnibusiga ei kaasneks liigseid kohustusi
kolmandate riikide riskide hindamisel.

Proportsionaalsus

Rohutame  proportsionaalsuse  pohimotet  kontrollinduete
rakendamisel — nduded peavad olema kooskdlas ettevotete suuruse,
tegevusvaldkonna ja tegeliku riskiga.

Teadmiseks voetud.

Tehisintellekti (AI) eelndu seisukohad

Standardite ja juhiste eelnev rakendamine
Toetame pohimodtet, et Al-ga seotud kohustuste rakendamise
eelduseks on eelnevalt standardite ja juhiste valmissaamine ja need
on tehtud ka kergelt ning kiirelt kéttesaadavaks. Rakendamise
tdhtaeg peab olema sealjuures mdistliku ajaga médratud. See tagab,
et ettevotted saavad kohustusi tdita selgete ja iihtsete reeglite alusel
ning vélditakse ebamdistlikku halduskoormust.

Arvestatud.

Al regulatiivsed liivakastid ja testimine
Toetame Al regulatiivsetes liivakastides (sandbox) ja reaalses
keskkonnas testimise EL-iileste nduete loomist. Soovime
regionaal- ja pollumajandusministeeriumi vastutusvaldkonna Al
lahenduste testimist Al regulatiivsetes liivakastides.

Arvestatud. Testkeskkondadele ei
ole méiratud Al médrusega
valdkondlikke piiranguid.

68.

Maa- ja Ruumiamet

Uldiselt toetame antud lihtsustuspaketti, mis loob lihtsama
arusaama euroopa Oigusaktide maastikul. Osaliselt mitmest
dokumendist saab {iks ning vorreldes hetke seisuga, siis nende
vahelised seosed saavad lihes dokumendis selgemaks. Samuti on
igati tervitatav lihtsustused, kus litkmesriikide haldus- ja
ressursikoormus véhenevad.

Arvestatud osaliselt.

Pohidiguste kaitse seisukohad on
kaetud. Al juhiste andmist ei ole
vaja reguleerida digusaktiga.
Sellekohased normid olemas ja
suuresti need ka mitteregulatiivsed
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Moned motted:

Toetame, et andmed tuleb voimalusel algusest peale disainida kui
avaandmed. Samas ei pea avaldama neid andmed, mis on ajaliselt
acgunud vOi mahuliselt ebaproportsionaalselt suured, millega
lisatakse asutustele liigne koormus.

Kindlasti tuleb arvestada, et teatud andmete avalikustamise
kohustus voOib kahjustada nt isikute privaatsust. Samas nende
andmete avalikustamise piiramine vO0ib mdjutada nende
majanduslikku ja sotsiaalset potentsiaali. Néitena voib tuua Maa-
ja Ruumiameti poolt avalikustatavad orto- ja kaldaerofotod, mille
hea eraldusvdime riivab inimeste privaatsust oOiguskantsleri
seisukoha alusel
https://www.oiguskantsler.ee/sites/default/files/2025-11/Orto-
%20ja%?20kaldaerofotode%20avalikustamine.pdf. Samas on korge
eraldusvOime innovatsiooni aluseks masindppele voi sisendiks 3D
mudelitele, mida saab kasutada erasektor, teadusasutused ja ka
avaliksektor ise. Juurdepddsu piiramine voib teatud maéral sellist
innovatsiooni parssida.

Viirtuslike andmestike puhul on tervitatav, et andmete
avalikustamise reeglites on selgelt kirjas, et massallalaadimine on
kohustuslik, kui see on modistlik. Eelnevalt oli georuumiliste
andmete ning maa seire ja keskkonna andmetel massallalaadimise
loomine kohustuslik. Viimse puhul oli ,,mdistlikkuse® mirkus
ainult ajaloolistel andmetel.

meetmed. Avaandmete direktiivi
muutmine mééruseks on
seisukohaga toetatud. Komisjoni
ettepanekud ei hdlma INSPIRE
direktiivi ja seega seda lisanduvat
teemat seisukohana me
digiomnibussidesse ei pane.
INSPIRE direktiivil oma
lihtsustuspakett kdimas, kus
voimalik murekohad tdstatada.
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Tehisintellekti méédrusega seotult oleks ettepanek, et avalikule
sektorile vOiks olla rohkem {ihtseid juhendeid, kuidas praktikas
tildse tohib rakendada AI-d? Sealhulgas millised riskid on
isikuandmete tootlemisega seoses ja ihtlasi juriidilises mottes
kiisimus, et kes vastutab? Naiteks kui Al erinevate rakenduste voi
muu sisendi vms alusel midagi valesti
otsustatakse/kustutatakse/andmeid digusvastaselt toodeldakse jne.

Avaandmete direktiivi muutumine méaaruseks on kindlasti maoistlik,
sest siis el pea litkkmesriigid enda seadustes muudatusi tegema. See
muudab tegevuste otsustamise ja otsuste joustumise kiiremaks.
Viirtuslike andmestike nimekirja (HVD) muutmisel tuleks
arvestada muutuva INSPIRE direktiiviga, mille lihtsustuspakett
samuti hiljuti avalikustati
https://environment.ec.europa.eu/publications/simplification-

administrative-burdens-environmental-legislation_en. Téna veel ei
saa anda sisendit, mida tidpsemalt peaks arvestama, aga HVD
sisaldab ~ suurel  hulgal INSPIRE  direktiivi  ndudeid
ruumiandmeteenuste avalikustamisel, seega on kokkupuude tugev.

69.

Eesti Rahvusraamatukogu

Eesti Rahvusraamatukogu tervitab Euroopa Komisjoni algatust
lihtsustada Euroopa Liidu andme- ja tehisintellekti regulatiivset
raamistikku ning vdhendada killustatust ja kattuvusi. Uhtne ja
selgem raamistik toetab nii avaliku sektori asutusi kui ka teadlasi,
suurendades digusselgust ja vahendades halduskoormust.

Miluasutuste ja teadusasutuste jaoks on eriti olulised kavandatavad
tapsustused andmekaitseraamistikus, eelkdige seoses isikuandmete
tootlemisega teadusuuringute eesmargil, edasise toOtlemise

Arvestatud osaliselt. Teadusuuringu
moiste tagasiside arvestatud.
Tehisintellekti suure riskiga
stisteemid on defineeritud juba
kehtivas Al mééruses. Euroopa
digivaldkonna lihtsustamise
koondpaketiga neid juurde ei lisata.
Suure riskiga tehisaru siisteemid on
madratud suure riskiga just
pohidiguste kaitse pdhimottel, seega
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eesmirkide  Uhilduvusega  ning  anoniimiseerimise  ja

pseudoniiiimimise selgema reguleerimisega. Samuti on positiivne,
et tehisintellekti médruses kavandatakse lihtsustusi, laiendatud

toetusmeetmeid,  regulatiivseid  liivakaste ja  tdiendavat
juhendmaterjali. Need vdiksid soodustada vastutustundlikku
innovatsiooni  digiteerimises, uurimistods ja kultuuripirandi
kogudele juurdepddsu parandamisel.

Samas soovime juhtida tdhelepanu mitmele kiisimusele, mis vdivad
mojutada mélu- ja teadusasutuste suutlikkust tdita oma avaliku huvi
tilesannet.

Avaliku sektori andmete raamistik ja kultuuripdrandi asutuste
eripara Avaliku sektori andmete taaskasutuse reeglite koondamine
tihte andmemaéarusesse voib vihendada tdhelepanu raamatukogude
ja teiste mdiluasutuste eripdradele. Need asutused haldavad
keerukaid andmekogumeid, mis sisaldavad kultuuripirandi
materjale, autoridigusega kaitstud teoseid ja isikuandmeid. Uhtne
horisontaalne ldhenemine voib seetdttu suurendada tolgendus- ja
halduskoormust asutustele, kelle pohifunktsioon on siilitamine,
juurdepddsu tagamine ja teadustdd toetamine, mitte andmete
majanduslik  kasutamine. Seda eriti just kontekstis, kus
andmemairuse fookus on ettevotlusvajaduste ja andmepohise
konkurentsivoime toetamisel. Sellises raamistikus muutub avaliku
sektori andmete taaskasutus wvaid {iiheks osaks laiemas
regulatsioonis, mitte eraldi poliitikavaldkonnaks. Seetdttu voib
tekkida oht, et raamatukogusid kasitletakse eeskitt avaliku sektori
andmevaldajate, mitte kultuuripdrandi asutustena, kuigi nende
ilesanded ja kogude olemus on oluliselt teistsugused. Seda tausta

selles osas on kooskola olemas.
Avaliku sektori asutusi ja VKEde
meetmed ei ole vorreldavad, seega
avaliku setori asutusele VKEde
lihtsustamise voimalusi ei saa
pakkuda.

Digikoondpakett ei muuda sisuliselt
avaliku sektori andmete kirjeldamise
ja avalikustamise kohustust. Sh jaib
kehtima pShimdte, et igal
litkkmesriigil on, nii praegu kehtiva
avaandmete direktiivi ja
andmehalduse méadruse kui ka
edaspidi digikoondpaketi alusel,
vOimalus seada tipsemaid tingimusi
andmetele ligipddsu pakkumiseks.
Samuti on avaliku sektori andmete
avalikustamist puudutavatest osadest
tulenev peamine ndue andmete
leitavuse tagamine, mitte kohustus
anda andmed taaskasutuseks
olukorras, kus see ei ole moistlik ja
kohane.
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arvestades on oluline meenutada, et kehtiv avaandmete direktiiv
tunnustab selgelt kultuuripdrandi asutusi erijuhtudena ning
moonab, et kdiki materjale ei saa ega tohiks vabalt taaskasutada.
Ka andmemédidrus peab tagama oOigusselguse ja viltima
kaitsemeetmete ndrgenemist, mis vOimaldavad raamatukogudel
tasakaalustada avatust vastutusega. Andmeméédrus saab
kultuuripdrandi kaitsemeetmeid tagada ilma lihtsustamise eesmaérki
kahjustamata, kui pdohimdtted sétestatakse selgelt oOigusakti
tasandil, mitte ei jdeta tolgendamise vOi juhendmaterjalide
tasandile. Kultuuripdrandi asutuste valduses olevate andmete
taaskasutamist  teaduslikel, hariduslikel, kultuurilistel voi
demokraatlikel eesmaérkidel tuleks selgelt tunnustada diguspirase
avaliku huvi eesmérgina, mis erineb drilisest taaskasutusest. Samuti
peaks asutustel olema voimalus taaskasutamisest keelduda, kui see
kahjustaks sdilitamist, moonutaks kultuurilist tdlgendust voi
koormaks ebaproportsionaalselt avalikke ressursse. See oleks
proportsionaalsuse pdhimdttega kooskdlas olev tipsustus, mitte
uute diguste loomine. Lisaks ei tohiks kultuuripidrandi materjalide
avalikku  kéttesaadavust  tdlgendada  automaatse  loana
automatiseeritud taaskasutuseks voi tehisintellekti treenimiseks,
arvestades kehtivaid autoridiguse ja andmebaasidiguse eristusi.

Teadusuuringute  moiste  ja  kultuuripdrandi  uurimine
Kuigi teadusuuringuid puudutavad tépsustused on tervitatavad, on
oluline, et kultuuripdrandi uurimist, digihumanitaariat ja
maéluteadusi tunnustataks selgelt teadusuuringute mdiste osana. See
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aitaks viltida ebakindlust ja iilemiiraselt ettevaatlikke
andmetdotluspraktikaid.

Tehisintellekti  regulatsioon ja  mittedrilised kasutusviisid
Nédeme potentsiaalse ohuna, et tehisintellekti mittedrilised ja
avalikku teenust pakkuvad kasutusviisid vdivad tahtmatult sattuda
korge riskiga silisteemide kategooriasse vOi neile rakendatakse
ebaproportsionaalseid ndudeid. See voib pdrssida innovatsiooni,
mis toetab demokraatlikku juurdepdisu teadmistele ja kultuurilist
mitmekesisust. Raamatukogude, arhiivide ning kultuuri- ja
haridusasutuste  poolt mittedrilisel eesmirgil kasutatavaid
tehisintellekti siisteeme — nditeks otsingu- ja soovitussiisteeme,
digiteerimistehnoloogiaid ning kogudele juurdepdisu holbustavaid
tooriistu —, mis ei tekita isikutele diguslikke ega samavéirselt
olulisi tagajérgi, tuleks kédsitada eelduslikult mitte-kdrge riskiga
siisteemidena, védlja arvatud juhul, kui need selgelt kuuluvad
tehisintellekti maédruse III lisas loetletud juhtude alla. See
lahenemine oleks kooskdlas ka isikuandmete kaitse lildmédruses
késitletava profileerimise moistega. Samuti v3iks kaaluda teatud
erisuste laiendamist avalikes huvides tegutsevatele avaliku sektori
asutustele, sarnaselt vdikese ja keskmise suurusega ettevotetele.
Kultuuripdrandi ~ digiteerimise  ja  juurdepddsulahenduste
selgesonaline holmamine regulatiivsete liivakastide alla toetaks
vastutustundlikku innovatsiooni ilma regulatsiooni eesmairke
kahjustamata.

Kokkuvote
Eesti Rahvusraamatukogu toetab Komisjoni eesmérke lihtsustada
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regulatiivset raamistikku ja soodustada innovatsiooni ning on
valmis aruteludes aktiivselt kaasa tootama. Samas rShutame
vajadust arvestada raamatukogude ja teiste méiluasutuste eripdrase
rolliga, et lihtsustamismeetmed tugevdaksid — mitte ei piiraks —
nende vOimet teenida avalikke huve, siilitada kultuurimilu ja
toetada teadustodd kogu Euroopa Liidus.

70.

71.

PSllumajandus- ja
Toiduamet

PTA toetab eelndudes toodud iildisi eesmirke ning pakutud
lahendusi, mis on suunatud Euroopa Liidu digivaldkonna
Oigusraamistiku lihtsustamisele, selguse suurendamisele ja
halduskoormuse vihendamisele.

Voetud teadmiseks.

Seoses eelndus kavandatava isikuandmete madiste kitsendamisega
tekivad pohjendatud diguslikud kiisimused. Euroopa Liidu Kohtu
senise praktika kohaselt on isikuandmete mdistet tdlgendatud
jarjepidevalt laialt, holmates muu hulgas ka pseudoniiiimitud
andmeid ning andmeid, mis voimaldavad isiku kaudset tuvastamist,
eelkdige juhul, kui selline tuvastamine on maistlikult tdendoline.

Isikuandmete moiste kitsendamine voOib tekitada olukorra, kus
andmeid, mis tegelikkuses voimaldavad isiku tuvastamist — eriti
erinevate andmekogumite ithendamisel voOi tehisintellekti
kasutamisel — ei1 késitata enam formaalselt isikuandmetena.
Selline 1dhenemine voib kaasa tuua olukorra, kus andmekaitse tase
soltub mitte tegelikust riskist andmesubjekti oOigustele ja
vabadustele, vaid andmete formaalsest kvalifitseerimisest. Sellest
tulenevalt on oluline, et vodimaliku kitsendamise ulatus ja
kriteeriumid oleksid selgelt méératletud ning kooskodlas Euroopa

Arvestatud.
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Liidu  Kohtu  viljakujunenud  tdlgendustega,  viltimaks
isikuandmete kaitse tegeliku taseme pohjendamatut ndrgenemist.

72.

Andmekaitse Inspektsioon

Mitmed ettepanekus sisalduvad muudatused on suunatud eeskétt
halduskoormuse vdhendamisele ja andmekasutuse hdlbustamisele
ettevotjatele, mida AKI tervitab.

Kahjuks peame iildise mirkusena nentima, et ettepanekutega ei
kaasne sisulist hinnangut vdi mdjuanaliiiisi, kuidas kavandatavad
muudatused mojutavad  fldsiliste  isikute  olemasolevaid
kaitsemeetmeid. Digitaalse omnibusi ettepanekus sisalduv
mojuanaliilis keskendub iiksnes muudatuste mojule ettevotetele ja
organisatsioonidele, kdsitlemata, kuidas need mojutavad iiksikisiku
pohidigusi ja diguste tegelikku kasutatavust. Euroopa Komisjon on
viljendanud, et ettepanek ei vdhenda isikuandmete kaitse taset.
Samal ajal puudub analiiiis tiksikisiku diguste vaatest, mistottu ei
ole sellist vdidet voimalik objektiivselt kinnitada. Kuigi ettepanek
rohutab korduvalt selguse ja lihtsustamise eesmaérki, ei analiiiisita,
kuidas neid eesmirke on tasakaalustatud voimalike tagajargedega
andmesubjektidele.

Lisaks ei ole hinnatud ka mojusid andmekaitseasutustele.
Olukorras, kus paljudes kiisimustes alles hakkab kooruma vélja
selgus ning  viikestes riitkides nagu  Eesti  hakkab
andmekaitseteadlikkus tekkima, toovad muudatused kaasa suure
koormuse kasvu jdrelevalveasutustele. Tuleb arvestada, et
kiesolevate omnibussidega hakatakse muutma pohimottelisi asju
ning andmekaitse alustalasid. Ehkki EL odigusaktides on
deklaratiivselt  sétestatud, et litkmesriik peab tagama

Arvestatud.
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jérelevalveasutustele piisava ressursi ja toimepidevuse, ei arvesta
see litkmesriikide tegelike vdimalusega ega ole ette ndhtud ka
mehhanisme v0i meetmeid, mis toetaks neid asutusi olukorras, kus
litkkmesriik vajalikke ressursse ei leia. Arvestades potentsiaalset
muudatustega  seotud  selgitustaotluste  esitamise = mahtu
tolgendamiskiisimustes, jddb jirelevalveasutustel vihem ressurssi
kaebusi menetleda ja panustada andmekaitse edendamisesse
proaktiivselt.

Sisulise arvamuse tekst on peatiikkide kaupa leitav allpoolt.

Isikuandmete kaitse iildméirus
1. Isikuandmete méiste IKUM artikkel 4 15ige 1)

Kokkuvdte: Ettepanek muuta isikuandmete moistet nihutab
fookuse andmetodtleja  subjektiivsele  hinnangule,  sidudes
isikuandmete olemasolu konkreetse andmetootleja tegelike voi
moistlikult  kasutatavate  tuvastamisvahenditega,  soltumata
kolmandate isikute voimalikust tuvastamisvoimest. AKI hinnangul
ei suurenda see oiguskindlust, vaid vastupidi vihendab seda.
Selline definitsioon kaldub korvale Euroopa Kohtu varasemast
praktikast (sh C-582/14), kus kaudset tuvastatavust on hinnatud
objektiivselt ja laiemalt, arvestades kolmandate isikute voimalusi.
Pseudoniitimimise kontekstis tehtud kohtuotsuse (C-413/23)
laiendamine koigile kaudse tuvastamise juhtumitele on AKI
hinnangul pohjendamatu ning voib viia olukorrani, kus kaudselt
tuvastatavad andmed langevad IKUMi kohaldamisalast vilja,

Arvestatud.
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norgestades andmesubjektide oigusi, tekitades itimberpooratud
toendamiskoormise, raskendades jdrelevalvet ja voimaldades
regulatsiooni vdltimist (sh Il riikidesse andmeedastuste puhul).
Selline lihenemine kahjustab oigusselgust ja ettendhtavust ning
voib olla vastuolus Harta artiklitega 7 ja 8, kuna muudab
isikuandmete kaitse ebamddraseks ja tingimuslikuks, raskendab
andmesubjektide oiguste tegelikku kasutamist ning norgestab
tohusat haldus- ja kohtulikku oiguskaitset.

Euroopa Komisjon on teinud digitaalse Omnibusiga ettepaneku
muuta IKUM artikli 4 punktis 1 olevat isikuandmete madistet.
Ettepanekus sisalduv isikuandmete mdiste ei ole objektiivselt laiem
kui hetkel kehtivas IKUMis, kuid Komisjon on ettepanekus
oluliselt  laiendanud  definitsiooni  subjektiivset = modddet.
Ettepanekuga soovitakse lisada kdesolevale mdistele juurde, et
fliiisilise isikuga seotud teave ei ole tingimata isikuandmed iga teise
isiku vo1 liksuse jaoks ainuiiksi seetdttu, et teine iiksus saab selle
fiitisilise isiku tuvastada. Teave ei ole antud iiksuse jaoks isiklik,
kui see tiksus ei suuda tuvastada fiilisilist isikut, kellega teave on
seotud, vottes arvesse vahendeid, mida see iiksus maoistlikult
toendoliselt kasutab. Selline teave ei muutu selle liksuse jaoks
isiklikuks ainuiiksi seetottu, et potentsiaalsel jirgmisel saajal on
vahendid, mida mdistlikult tdendoliselt saab kasutada selle
fliiisilise isiku tuvastamiseks, kellega teave on seotud.

AKI on seisukohal, et ettepanek ei tdida esitatud kujul eesmaérki
pakkuda suuremat diguskindlust. Selge méératluse asemel peavad
andmetootlejad, sh VKE-d, igakordselt subjektiivselt hindama
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seda, millal andmed kujutavad endast konkreetse andmetdotleja
jaoks isikuandmeid. VKE-del on selliste hinnangute tegemiseks
vihem ressursse kui suurettevotetel. Eriti problemaatiline on
véljapakutud definitsiooni viimase lause tdlgendamine, mis
vidhendab Giguskindlust ning kahjustab digust andmete kaitsele.
Andmetdotlejad voivad hakata viltima isiku otsest tuvastamist
eesmirgiga hoiduda IKUMi kohaldumisest. See raskendab nii
andmesubjekti diguste teostamist kui ka tShusat jéirelevalvet,
kuivord keeruliseks vOib osutuda tdendamine, millal vahendid
andmetodtleja  kasutusse tekkisid ja/voi millal isik muutus
andmetdotleja jaoks tuvastatavaks.

Euroopa Kohus on analiilisinud isikuandmete moistet mitmetes
lahendites. Lahendis C-582/14 selgitas kohus, et ka andmed, mis ei
identifitseeri isikut otseselt (nditeks IP-aadress) vdivad olla
isikuandmed, kui vastutaval tootlejal on mdistlikult kasutatavad
vahendid, et isik kolmanda osapoole kaudu (nt internetiteenuse
pakkuja) tuvastada. Hilisemates lahendites on Euroopa Kohus seda
ldhenemist jatkanud. Kohtuotsustes C-319/22 ja C-479/22 rohutas
kohus, et isikuandmeteks vodivad kujuneda isegi tehnilised voi
ndiliselt neutraalsed andmeiiksused (nt sdiduki VIN-kood, rahvus,
sugu), kui neid kombineerides saab isiku tuvastada isegi siis, kui
mitte iga potentsiaalne andmesaaja ei suuda seda teha. Seega on
Euroopa Kohus varasemalt pidanud oluliseks, kas isiku identiteet
on monele isikule voi isikute ringile objektiivselt tuvastatav.

Digitaalse Omnibusi ettepanekus olev isikuandmete definitsioon
toetub aga Euroopa Kohtu otsusele C-413/23. Euroopa Kohus {itles
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antud lahendis, et pseudoniilimitud andmed vdivad olla
isikuandmed iihe andmetdotleja jaoks (kellel on vdimalik
taasisikustada), ent mitte kolmanda osapoole jaoks, kellel sellised
vahendid puuduvad ja kelle jaoks tuvastamine ei oleks mdistlikult
teostatav. Euroopa Kohtu seisukoht piirdus olukorraga, kus
kolmandal isikul puuduvad reaalsed voi mdistlikult kasutatavad
vahendid konkreetsete andmete taasisikustamiseks. Komisjoni
toodokumendi punktis 1.2.2.1 on pdhjendatud muudatuste tegemist
asjaoluga, et huvigruppide arvates on kaudse tuvastamise timber
selgusetust. Edasi on selgitatud, et kuigi Euroopa Kohus on teinud
lahendi pseudoniiimimise kohta, mis on olemuselt kaudne
tuvastamine, votab Komisjon pseudoniilimimise kohta tehtud kohtu
lahendi arvesse kogu kaudse tuvastamise motestamise kontekstis.
AKI on seisukohal, et pseudoniitimimise kontekstis tehtud lahendi
laiendamine koikidele kaudse tuvastamise juhtumitele on
meelevaldne ning ndrgestab oluliselt isikuandmete kaitse taset.
Komisjon laiendab seda loogikat juhtumitele, kus andmete saaja
voib olla sellises oOkostlisteemis, kus teistel osapooltel on
tuvastamisvahendid olemas, kuid teave e1 kvalifitseeru konkreetse
iksuse jaoks isikuandmeteks. Lisaks ei arvesta Komisjon
potentsiaalse jargmise saaja tuvastamisvoimet, ehkki Euroopa
Kohtu varasemas praktikas (nt C-582/14) on tuvastatavust hinnatud
laiemalt, vottes arvesse koiki mdislikult kasutatavaid vahendeid ja
viise, sealjuures on Euroopa Kohus viidatud lahendi punktis 46
sedastanud, et vahendi puudumise kriteerium on véga korge:
identifitseerimise oht peab olema olematu v0i ebaoluline.
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Komisjon ei ole ettepanekus viidanud vahendi puudumise
kriteeriumi hindamise kohustusele.

Naiteks harvikhaiguste kontekstis loetakse pracguse isikuandmete
mdiste jirgi liks diagnoos aastas isikuga seotud teabeks, kuna see
voimaldab tuvastada konkreetse fiilisilise isiku. Seega
kvalifitseerub selline teave isikuandmeteks igale andmesubjekti
identifitseerida piitidvale osapoolele. Uue mdiste kohaselt ei ole
meie tdnase arusaama kohaselt see info isikuandmed nende jaoks,
kes ei saa konkreetset isikut moistlikult tuvastada, vottes arvesse
nende kidsutuses olevad vahendid ja voimalused. See tdhendab, et
kuigi Ttksikdiagnoosi puhul voib olemasoleva teabe podhjal
teoreetiliselt isiku tuvastada, ei muutu see automaatselt
isikuandmeteks iiksusele, kellel puuduvad realistlikud vahendid
tuvastamiseks.

Teise nditena voib tuua isiku defineerimise teatud asjaolude kaudu,
nditeks kui viidata isikule kui punase peaga poisile Ruhnust.
Praeguse mdiste  jiargi  kvalifitseerub  selline  kirjeldus
isikuandmeteks, kuna see viitab tuvastatavale flitisilisele isikule.
Uue mdiste kohaselt ei ole info siiski isikuandmed nende jaoks, kes
ei suuda poissi maistlikult tuvastada, nditeks kolmandate osapoolte
jaoks, kellel puudub lisateave. Isikuandmeteks muutub teave ainult
nende jaoks, kellel on praktiliselt kasutatavad vahendid ja
voimalused konkreetse poisi tuvastamiseks.

Kaudse tuvastamise kontekstis toob uus definitsioon kaasa sisulise
nihke. Kehtiva IKUMi jérgi tuleb hinnata, kas fiiiisiline isik on
tuvastatav kolmandate isikute kéasutuses olevate maoistlikult
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kasutatavate vahendite abil, mis tdhendab, et kaudne tuvastamine
toimib objektiivse standardi alusel. Komisjoni ettepanek muudab
kriteeriumi subjektiivseks: kui konkreetse andmetdotleja kdsutuses
ei ole vahendeid tuvastamiseks, ei ole teave tema jaoks
isikuandmed, isegi juhul, kui teised isikud suudaksid fiiiisilise isiku
holpsasti tuvastada. Praktikas tdhendab see, et kaudselt
tuvastatavad andmed vdivad langeda IKUMi kohaldamisalast
vilja, mis vihendab andmesubjektide kaitset ja killustab vastutust.
See tekitab {ihtlasi timberpodratud tdendamiskoormise, kus AKI
vOi andmesubjekt on kohustatud tdendama, kas andmetodotlejal olid
vahendid isikute tuvastamiseks vOi kas tal oleks mdistlikult
toendoliselt olnud vdimalik selliseid vahendeid kasutada. AKI toob
vilja, et mdiste muutmisel voiks Komisjon votta arvesse ka
kolmandate isikute mdistliku vdimaluse isikuid tuvastada.

Tapsemalt tuleks isiku tuvastamise puhul arvesse votta, kas mdnel
moistlikult ettendhtaval kolmandal isikul vdivad olla vahendid
isiku tuvastamiseks. Juhul, kui analiiiisi tulemusel selgub, et
sellised kolmandad isikud vdivad olemas olla (nditeks internetti
pilte voi1 videoid iiles laadides tuleb peaaegu alati seda voimalust
moodnda), on tegemist isikuandmetega.

Lisaks eelmainitud murekohtadele tekitab  véljapakutud
isikuandmete mdiste riske ka rahvusvaheliste andmeedastuste
kontekstis. Nimelt voivad andmetootlejad asuda seisukohale, et
isikuandmete kolmandatesse riikidesse edastamisel ei ole vajalik
IKUM 5. peatiikis toodud kaitsemeetmete kohaldamine, kuivdrd
isikuandmete importijal ei pruugi olla vahendeid andmesubjektide
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tuvastamiseks. Alternatiivselt vdivad andmetdotlejad asuda ka
seisukohale, et IKUM 5. peatiikk ei ole iildse kohaldatav.

[1.1.] Pohidiguste hartaga tagatud 6iguste seos ettepanekuga

Isikuandmete moiste kitsendamine ja abstraktsemaks muutumine ei
puuduta ainult kaitseala kitsenemist, vaid Oigusselguse ja
ettendhtavuse norgenemist. Euroopa Liidu Pohidiguste Harta
(edaspidi Harta) artikkel 8 sdtestab igaiilhe oOiguse oma
isikuandmete kaitsele. Harta artikkel 8 ei taga isikuandmete kaitset
abstraktselt, vaid kui reaalselt kasutatavat digust.

Liidetud kohtuasjades C-468/10 ja C-469/10 on selgitatud, et Harta
artiklitega 7 ja 8 tunnustatud digus eraelu austamisele isikuandmete
tootlemisel puudutab igasugust teavet tuvastatud voi tuvastatava
fuitisilise isiku kohta. Kui isikuandmete mdiste ja sellele
lihenemine on abstraktne v3i ebaméddrane, ei ole andmesubjektil
enam voOimalik mdistlikult ette ndha, kas ja millisel alusel tema
oigused rakenduvad. Selline l&henemine voib vihendada usaldust,
mis ei pruugi hdlmata mitte ainult segadust andmete kasutamise
osas, vaid norgestada andmesubjekti oOiguste mahtu oma
isikuandmete iile. Kirjeldatu aga omab otsest moju andmesubjekti
Oiguste joustamisele.

IKUM-ga tagatud digused nagu isikuandmetele juurdepiis, nende
parandamine, kustutamine ja tootlemisele vastuvididete esitamine
voivad muutuda juhuslikuks, sest andmesubjektil vdib puududa
kindel veendumus, kas tema isikuandmetele konkreetses olukorras
IKUM kohaldub. Kui puudub arusaam kaitsemehhanismide
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kohaldatavusest, on andmesubjektidel omakorda keeruline
rakendada oma digusi.

Harta artikliga 8 on ldhedalt pdimunud Harta artikkel 7, mis
sdtestab eraelu puutumatuse kaitse. Isikuandmete mdiste
muutmisega kaasneb eraelu piiride higustumine, kuivord
ettendgematu ja ebaselge andmete tootlemisega voib kaasneda
eraecllu sekkumine. Harta artikkel 7 eeldab, et sekkumine eraellu
oleks selgelt médratletud, ettendhtav ja piiratud. Olukorras, kus
teabe isikuandmeteks kvalifitseerumise otsustab teabe valdaja, voib
esineda oluline risk eraelu riiveks. Riive voib olla ulatuslik, sest
isikuandmete to6tlemine on osa eraelust ning isikuandmete
maidratlus on ettepaneku kohaselt abstraktne, mistottu vdivad
subjektiivse hinnangu pinnalt leida aset pidevad eraelulised
sekkumised, sest isikuandmete maératlus eraclu osana on kitsas ja
vaieldav.

Jarelevalveasutus peab kindlaks tegema, millised andmed
kvalifitseeruvad isikuandmeteks ja kas neid t66deldi diguspéraselt
vO1 mitte. Ebaméérane subjektiivne hinnang isikuandmetele ei taga
tohusat ja efektiivset menetlust, sest jérelevalveasutusel tuleb
selgitada ebamiiraseid puutepunkte, mistdttu voOib Oiguste
joustamine viibida. Harta artikkel 41 sdtestab Oiguse heale
haldusele ja eeldab tohusat digeaegset ja ldbipaistvat haldust. Kui
isikuandmetele ldhenemine on sisuliselt ebaselge, kannatab diguste
tegelik kaitse. Kiisimus vaidluse eseme iile, mida voib kutsuda esile
isikuandmete ebaselge médratlus voib omada moju Harta artiklile
47, mis tagab oiguse efektiivsele diguskaitsele. Kdigi eelduste jargi

76



Seletuskirja lisa 1. Kaasamistabel

74.

kutsub isikuandmete ebaselge maératlus esile vaidlused andmete
kvalifitseerimise iile, kuivord esmalt tuleb vélja selgitada, kas
vaidluse esemeks on isikuandmed voi mitte.

Kuigi eesmirk voib olla legitiimne, kaasneb abstraktse,
subjektiivsel hinnangul pdhineva isikuandmete mdistega diguste
ndrgenemine ning digusselguse kadu, mida on Euroopa Kohus
pidanud korduvalt oma lahendites pohidiguste tdhusa kaitse
eelduseks. Selle tagajdrjel voivad andmesubjektide oOigused
muutuda formaalseks ja raskendatuks nii haldus-, kui
kohtumenetluses.

2. Teadusuuringud

Kokkuvéte: Kuigi teadusuuringu moiste mddratlemine on
tervitatav, on ettepanekus pakutud definitsioon ddrmiselt lai ja
osaliselt vastuoluline, holmates mistahes uurimistoo, ilma et oleks
selgelt noutav teaduslik metoodika voi uue iildistatava teadmise
loomine. Samuti jddvad ebaselgeks viited eetikanormidele, mis
vihendab praktilist selgust ning voib viia selleni, et viga erinevad,
sh puhtalt rakenduslikud voi drilised tegevused kvalifitseeritakse
teadusuuringutena. Ettepanekus on selgitatud, et teadusuuringu
eesmdrgil andmete tootlemisel voib oiguslikuks aluseks olla
oigustatud huvi. Selline sonastus voib tekitada riski, et eesmdrgi
olemasolu hakatakse vordsustama oigusliku aluse olemasoluga.
Kui seadusandja soov on tolgendada pohjendust selliselt, et
eesmdrgi kooskola tihendab ka oigusliku aluse olemasolu, tuleks
AKI hinnangul muuta IKUM artikli 5 I6ike 1 punkti a. Ettepanek
pakub vilja tdaiendava erandi andmesubjekti
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teavitamiskohustusest, mis koos laia teadusuuringu definitsiooniga
voimaldab ulatuslikku teisesel eesmdrgil téotlemist andmesubjekti
teadmiseta.  Selline  ldhenemine norgestab ldbipaistvuse,
eesmdrgipdrasuse ja minimaalsuse pohimotteid, raskendab
andmesubjekti oiguste, sh vastuvdidete esitamise oiguse tegelikku
kasutamist ning tekitab kahtlusi ettepanekute kooskolas Hartaga,
eriti proportsionaalsuse, ettendhtavuse ja tohusa oiguskaitse
nouetega, nihutades tasakaalu andmesubjekti oiguste kahjuks.

Teadusuuringutega seoses on Euroopa Komisjon oma ettepanekus
pakkunud vélja mitmeid tdiendusi. Kéesolevaga esitab
Andmekaitse Inspektsioon oma arvamuse véljapakutud muudatuste
kaupa.

75.

[2.1.] Teadusuuringu méiste (IKUM artikkel 4 punkt 38)

Euroopa Komisjon on ettepanekus defineerinud teadusuuringu kui
igasuguse uurimistdd, mis voib toetada ka innovatsiooni. Need
tegevused peavad panustama olemasolevatesse teaduslikesse
teadmistesse vOi rakendama olemasolevaid teadmisi uudsel viisil,
neid tuleb ldbi viia eesmirgiga aidata kaasa iihiskonna tildise
teadmise ja heaolu kasvule ning need peavad jirgima asjakohase
uurimisvaldkonna eetikanorme. See ei vilista, et uurimistoo
eesmirk voib olla ka drihuvide edendamine.

AKI véljendab oma poolehoidu teadusuuringu defineerimiseks,
arvestades et IKUM mainib teadusuuringuid erinevates
kontekstides ka ise, mistdttu suurem digusselgus teadusuuringute
mdiste iimber on vajalik. IKUMi pdhjenduspunktides 33
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(ndusoleku kontekstis) ja 159 (Gigusliku aluse kontekstis) on
selgitatud  teadusuuringuga seotud Oigusi ja  kohustusi.
Ettepanekuga soovitakse lisada tdiendavad pohjenduspunktid,
milledes viidatud metodoloogiline ldhenemine, teadustoo kvaliteet,
eetikanormide jargimine ja avaliku huvi voi statistika eesmargil
tdiendav toStlemine on reguleeritud juba kehtivas IKUMis,
mistottu nende lisamine méédrusesse ei anna selgust ega tipsusta
teadusuuringute méératlust. Tegelik moju véimalikele ettepaneku
eesmirkidele (andmesubjektide kaitse vOi teadusvabaduse
tagamise) jadb seega piiratuks ning lisatavad pohjenduspunktid ei
suurenda diguslikku selgust.

Ettepanekus esitatud kujul mdiste on sisustatud vastuoluliselt.
Esmalt iitleb termin, et teaduslikuks uuringuks on mistahes
uurimistod. AKI on seisukohal, et mistahes uurimist6o
defineerimine  teadustdoks devalveerib  teaduse  ning
teadusuuringute viirtust. Selline ldhenemine ei arvesta asjaoluga,
et teadusuuring eeldab enamat kui pelgalt uurimusliku tegevuse
labiviimist. Teaduslik uurimistdd peab tuginema teaduslikule
metoodikale, olema teooriapdhine ning suunatud uue, iildistatava
teadmise loomisele. Kui teadusliku uuringu moiste alla hlmatakse
ka kirjeldavad, rakenduslikud voi halduslikud analiilisid, ahmastub
piir teadusliku ja muu uurimistdd vahel. Selle tulemusel kaob
teadusuuringu eriline staatus kui siistemaatilise ja kontrollitava
teadmise loomise viis. Seetdttu on AKI hinnangul pdhjendatud
lahenemine, mille kohaselt ei saa iga uurimistood késitada
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teadusliku uuringuna, vaid teadusuuringuks kvalifitseerumine
eeldab kindlate sisuliste ja metodoloogiliste kriteeriumide tditmist.

Jargmiseks lisab ettepanek kriteeriumi ,,v0ib toetada ka
innovatsiooni®, sh kéib selle mdiste alla ka tehnoloogiaarendus ja
demonstratsioon. See tihendab, et tootearendus, prototiilipimine ja
muud rakenduslikud tegevused, mis tavaliselt ei kvalifitseeru
akadeemiliseks teaduslikuks uurimiseks, voivad niitid formaalselt
olla teadusuuringud. Senine praktika piirdub pigem teadusliku
uurimistooga, mis jargib akadeemilist voi teaduslikku metoodikat
ning mille eesmirk on genereerida iildist teaduslikku
teadmistepagasit.

Ettepanekus toodud méératluse kohaselt vdib pidada teadusuuringu
eesmirgiks ka drihuvide edendamist, mis erineb akadeemilisest
tavapdrasest teadusuuringu késitlusest.

Kokkuvottes on tegemist laia, kuid samas osaliselt vastuolulise
médratlusega, mis suurendab ettevotetele voimalust vormistada
véga erinevaid tegevusi teadusuuringutena, kuid ei taga tdielikku
oigusselgust ega kooskdla teadusvabaduse pohimotetega.

Teisalt, teadusliku uurimisto6 moiste kitsalt piiritlemine
isikuandmete  kontekstis voib olla  vastuolus vdimaliku
teadusuuringute regulatsiooniga muudes valdkondades. Uldiselt
ongi teadusuuringute moiste lildjuhul konkreetselt defineerimata
eelkoige teadusliku ja akadeemilise vabaduse tagamiseks.

Teadusuuringu enda eesmaérk ja uuringu ldbiviimine peab olema
kooskdlas eetikanduetega. Seejuures el selgitata
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pohjenduspunktides ega séttes “vastava uurimisvaldkonna eetiliste
standardite” tdhendust. Teadustodde puhul on normiks iildjuhul
teadustod  valdkonnast, uuringu metoodikast ning heast
teadustavast tulenevate pdhimdtete jirgimise kohustus. Ka IKUM
voiks sarnast ldhenemist kasutada ning konkreetse mdiste
sOnastamise asemel rohutada, et lisaks isikuandmete
korgetasemelise kaitse tagamisele tuleb isikuandmetega tehtavates
teadusuuringutes jargida head teadustava (nditeks Euroopa teaduse
eetikakoodeks).

76.

[2.2.] Eesmérgipiirangu muutmine teadusuuringute kontekstis
(IKUM artikkel 5 16ige 1 punkt b)

Seoses eesmirgipdrasusega on digitaalses omnibusis ettepanek
muuta IKUM artikli 5 18ike 1 punkti b selliselt, et andmed
kogutakse tdpselt ja selgelt kindlaksméératud ning diguspérastel
eesmdrkidel ning neid ei toodelda edasi viisil, mis on nende
eesmdrkidega vastuolus; edasist tootlemist avalikes huvides
arhiveerimise eesmargil, teadus- voi1 ajaloouuringute eesmirgil vo1
statistilisel eesmairgil loetakse vastavalt artikli 89 l1oikele 1
esialgsete eesmérkidega kooskdlas olevaks, olenemata kdesoleva
maééruse artikli 6 16ike 4 tingimustest.

Esmapilgult v3ib tunduda, nagu véljapakutud tdiendus looks uue ja
laiemalt kohaldatava aluse andmete edasiseks tootlemiseks. Siiski
ei ole see tdlgendus ainuvdimalik, kuivord kehtivat sétet lugedes on
ka praegu vdimalik samale jdreldusele jouda. Praktikas on
kujunenud erinevad ldhenemised, kus osa andmetdotlejaid ja
jarelevalveasutusi peavad vajalikuks rakendada tidiendavalt artikli
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6 1doike 4 analiilisi, seega saab viljapakutud muudatust moista
seadusandja algset soovi selgitava ja tdpsustavana, mis ei loo uut
erandit, vaid kdrvaldab senise tdlgendusliku ebakindluse.

Kombineerituna ettepanekus toodud darmiselt laia teadusuuringu
méiratlusega, voib aga antud site ddonestada IKUMiga tagatavat
kaitsetaset. Mistahes eesmairgil kogutud isikuandmeid oleks antud
sitetele tuginedes hiljem voimalik kasutada nditeks mone
tehisintellektil pohineva keelemudeli arendamiseks, pidades
silmas, et innovatsiooni toetamise kriteerium on valikuline ning ka
uute teadmiste loomine ei ole ndutav, kuivord piisab ka
olemasolevate teadmiste uudsel viisil rakendamisest. Eriti
probleemne on vdimalus sdtet tdlgendada viisil, mis lubab
jareldada, et edasise tootlemise korral teadusuuringu eesmargil ei
ole vajalik digusliku aluse sobivuse hindamine, st ka diguslikule
alusele laieneks kooskdla eeldus. AKI maérgib, et sellise
tolgendusega ndustuda ei saaks, sest muudatused rddgivad endiselt
eesmarkide, mitte diguslike aluste kooskdla eeldusest ning nagu
nihtub IKUM artiklist 5 Ig 1 p-dest a ja b on need eraldiseisvad
pOhimotted.

77.

[2.3.] Teadusuuringute libi viimise oiguslik alus (Ettepaneku
pohjenduspunkt 32)

Ettepaneku selgituses ja pdhjenduses 32 on deldud, et kui liidu ega
litkkmesriigi digusega ei ole vastuolus, siis on teadusuuringu
eesmargil isikuandmete todtlemise diguslikuks aluseks digustatud
huvi (IKUM artikkel 6 1dige 1 punkt f). PShjendus 32 nendib kiill,
et vastutava tootleja kohustus tagada punkti f tingimuste tditmine
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ei ole piiratud. Siiski tekib kiisimus, et kas juhul kui isikuandmete
tootlemine vastab mairuses toodud teadusuuringu definitsioonile ja
tootlemine on juba eelduslikult eesmérgiga kooskodlas ilma, et seda
peaks eraldi hindama, siis on ka digustatud huvi olemasolu juba
pohimotteliselt eeldatav. Muudatuse tulemusel voib digustatud
huvi hindamine muutuda tarbetuks formaalsuseks.

Kui seadusandja soov on tdlgendada pdhjendust selliselt, et
eesmirgi kooskola tdhendab ka digusliku aluse olemasolu, tuleks
AKI hinnangul muuta IKUM artikli 5 15ike 1 punkti a. Vastasel
juhul oleks selline tdlgendus IKUMi (ja mdnel juhul
teaduseetikaga) vastuolus.

78.

[2.4.] Andmesubjekti oigused teadusuuringute Libiviimisel
(IKUM artikkel 13 15ige 5)

Lisaks IKUMi artiklite 5 ja 6 muudatusele puudutab isikuandmete
kaitset teadusuuringute kontekstis ka artikli 13 15ike 5 lisamine
IKUMi. Nimetatud 15ike kohaselt kui tddtlemine toimub
teadusuuringute eesmargil ning /.../ teabe esitamine osutub
voimatuks voi nduaks ebaproportsionaalselt suuri pingutusi /.../ voi
kui kéesoleva artikli 10ikes 1 osutatud kohustus tdendoliselt
muudaks tootlemise eesmérkide saavutamise voOimatuks voi
kahjustaks seda oluliselt, ei pea vastutav todtleja esitama ldigetes
1, 2 ja 3 osutatud teavet. Sellistel juhtudel votab vastutav tootleja
andmesubjekti diguste, vabaduste ja digustatud huvide kaitsmiseks
asjakohaseid meetmeid, sealhulgas teeb teabe avalikult
kittesaadavaks. Lisaks on ettepaneku pdhjenduspunktis 37
selgitatud, et teabe esitamine nduaks ebaproportsionaalselt suuri
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pingutusi eelkdige juhul, kui vastutav todtleja isikuandmete
kogumise ajal ei teadnud ega nédinud ette, et ta to6tleb isikuandmeid
hiljem teadusliku uurimistd6 eesmérgil.

Pakutud artikli 13 1dike 5 lisamine koos ettepanekus toodud
teadusuuringu viga laia madratlusega loob praktikas ulatusliku
voimaluse toddelda isikuandmeid teisesel eesmirgil andmesubjekti
teavitamiseta. Teadusuuringu definitsioon annab vdimaluse teha
teadusuuringuid ka sellistel andmetodtlejatel, kes koguvad
isikuandmeid otse andmesubjektilt néiteks teenuse osutamisel. Kui
sellised andmetdotlejad soovivad isikuandmeid teisesel eesmérgil
kasutada teadusuuringu ldbiviimiseks, ei ole nad kohustatud isikut
sellest teavitama. Seega puuduks andmesubjektil sisuliselt
ilevaade, kas ja kuidas andmetootleja tema andmeid kasutab. See
ndrgestab ldbipaistvuse pohimdtet ning muudab andmesubjekti
oiguste kasutamise suurel mééral teoreetiliseks.

Lisaks on teabe esitamata jatmise eelduste hindamine jdetud suures
osas vastutava tootleja enda otsustada, kuna mdisted nagu
,voimatus“ ja ,.ebaproportsionaalselt suured pingutused* ei ole
selgelt piiritletud. See suurendab diguskindlusetust ja loob riski, et
erandit hakatakse kasutama laialdaselt ka olukordades, kus
individuaalne teavitamine oleks tegelikult voimalik. Ettepanekus
viidatud vdimalus piirduda teabe avalikult kéattesaadavaks
tegemisega eeldab, et andmesubjekt ise aktiivselt otsib infot tema
andmete to6tlemise kohta.

Viljapakutud muudatuste koosmdju kahjustab ka
eesmdrgipdrasuse ja andmete minimaalsuse pohimdtteid, kuna
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79.

teadusuuringu eesmérgile viitamine vOib muutuda {ldiseks
oigustuseks ulatuslikule teisesel eesmairgil tootlemisele. See
vihendab survet hinnata, kas konkreetsete isikuandmete to6tlemine
on teadusuuringu eesmérgi saavutamiseks tegelikult vajalik, ning
suurendab riski, et teadusuuringu eesmaérk sonastatakse tagantjérele
juba kogutud andmete digustamiseks.

Lisaks eelnevale tekib kiisimus, kuidas saab andmesubjekt
kasutada digust esitada vastuviiteid IKUM artikkel 21 1dike 6
alusel (kui isikuandmeid té6deldakse teadus- voi ajaloouuringute
vOi statistilisel eesmérgil), kui tal puudub teave, kas tema andmeid
teadusuuringu raames toodeldakse.

Ettepanek nihutab tasakaalu andmesubjekti diguste kahjuks ning
voib pikemas perspektiivis kahjustada usaldust nii andmetootlejate
kui ka teadusuuringute vastu. Arvestades, et IKUMi muudatuste
eesmidrk on regulatiivne lihtsustamine ja VKE-de koormuse
vihendamine, ei ole selge, kas ldbipaistvuse oluline ndrgenemine
ja Oiguskindluse vihenemine on selle eesmirgi saavutamiseks
pohjendatud.

[2.5.] Pohidiguste hartaga tagatud diguste seos ettepanekuga

Ettepanek laiendab teadusuuringute moistet viisil, mis tekitab
kahtlusi selle kooskdlas Hartas sidtestatud proportsionaalsuse ja
eesmirgipOhisuse pdohimotetega. Liialt avar teadusuuringute
moiste vOib vOimaldada selliste tegevuste kvalifitseerimist
teadusuuringutena, mis ei ole sisuliselt seotud ei avaliku huvi,
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teadusliku metoodika ega uue teadmise loomisega, ning seeldbi
piirata andmesubjekti digusi ulatuslikumalt, kui see on vajalik.

PGhidiguste harta artikli 52 10ike 1 kohaselt on pdhidiguste
piiramine lubatav iiksnes juhul, kui piirang on selgelt méératletud,
teenib legitiimset eesmirki ning on proportsionaalne. Kui
teadusuuringute mdiste on ebaméirane, muutub keerukaks hinnata
nii piirangu vajalikkust kui ka seda, kas eesmirgi saavutamiseks
oleks voimalik kasutada vdhem piiravaid meetmeid. Samuti
kannatab ldbipaistvus, kuna andmesubjektil vdib puududa piisav
iilevaade tema andmete tegelikest kasutusviisidest.

Kuigi pohidiguste harta artikkel 13 tagab teadusuuringute ja
akadeemilise vabaduse kaitse, ei saa seda tdlgendada iildise
Oigustusena isikuandmete kasutamiseks véljaspool selgelt
piiritletud  teaduslikku  konteksti. Akadeemilise = vabaduse
austamine eeldab, et tegemist on tegeliku teadustegevusega, millel
on selge metodoloogiline raamistik ja teadmiste loomise eesmérk.
Seetottu on teadusuuringute mdiste tdpsem normatiivne
madratlemine vajalik selleks, et tagada tasakaal teadusuuringute
vabaduse ning andmesubjekti pdhidiguste tohusa kaitse vahel.

3. Isikuandmete eriliikide tootlemine tehisintellekti | Osaliselt arvestatud ja teadmiseks
arendamisel ja toimimisel (IKUM artikkel 9 15ige 2 punkt k; | voetud.
TIKUM artikkel 9 16ige 5)

Kokkuvote:

Ettepaneku  eesmdrk  vdltida  tehisintellekti  arendamise

ebaproportsionaalset takistamist on moistetav. Kiill aga on
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kavandatav erand korraga liiga lai ja samas pohjendamatult kitsas.
Erand voib holmata sisuliselt igasugust tehisintellekti arendamist
ja kasutamist soltumata eesmdrgist, seades ohtu eriliiki
isikuandmete kaitse, kuid samal ajal seob nn kogemata
isikuandmete toétlemise kontseptsiooni iiksnes tehisintellekti ja
eriliiki isikuandmetega, jdttes vilja muud tehnoloogiad ja tavalised
isikuandmed. Lisaks nihutab ettepanek rohu téotlemise tegelikult
toimumiselt vastutava toétleja kavatsusele, mis ei ole kooskolas
IKUMi artikli 9 ega andmete minimaalse kogumise pohimottega
ning tekitab paradoksaalse olukorra, kus eriliiki isikuandmed
voivad olla norgemalt kaitstud kui muud isikuandmed.

Kavandatav — artikli 9 loige 5 tugineb ebarealistlikele
tehnoloogilistele eeldustele, eelkoige seoses eriliiki isikuandmete
eemaldamise voimalikkusega juba treenitud tehisintellekti
mudelitest. Selline ldhenemine normaliseerib eriliiki isikuandmete
olemasolu tehisintellekti siisteemides ja on vastuolus IKUMi artikli
9 loike 2 erandliku iseloomuga.

AKI réhutab, et erandi olemasolu ei vabasta andmetéotlejat IKUMi
artikli 6 kohase oigusliku aluse noudest ning konkreetne
tehnoloogia ei saa asendada eesmdrgipohist ja proportsionaalset
andmetoétluse analiitisi.

Arvestades ka pohioiguste hartast tulenevaid eraelu, isikuandmete
kaitse, inimvddrikuse ja tohusa oiguskaitse noudeid, peab AKI
pohjendatumaks kdsitleda tehisintellekti arendamisega seotud
erandeid ja kohustusi tehisintellekti mddruse raames, kus laiemad
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oigused oleksid tasakaalustatud selgemate ja rangemate
kohustuste ning nende tditmise jdrelevalvega.

Digitaalne omnibus sisaldab ettepanekud tdiendada eriliigiliste
isikuandmete tootlemise erandeid IKUM artikli 9 punktiga k, mille
kohaselt on andmetdotlejal digus toddelda eriliiki isikuandmeid,
kui andmetootleja tegeleb tehisintellekti siisteemi voi mudeli
arendamise vdi toimimisega. Ettepanek tipsustab hiljem IKUM
artikli 9 uues 1dikes 5, et isikuandmete eriliikide kogumise ja muul
viisil ~ tootlemise  véltimiseks  rakendatakse asjakohaseid
korralduslikke ja tehnilisi meetmeid. Kui vastutav todtleja tuvastab
vaatamata selliste meetmete rakendamisele treenimiseks,
testimiseks voi valideerimiseks kasutatavates andmekogumites voi
tehisintellekti siisteemis voi mudelis isikuandmete eriliikidesse
kuuluvaid andmeid, eemaldab vastutav to6tleja need andmed.

Kui nende andmete eemaldamine nduab ebaproportsionaalselt
suuri pingutusi, kaitseb vastutav tootleja neid andmeid igal juhul
tohusalt ja pohjendamatu viivituseta viljundite tootmiseks
kasutamise, avalikustamise voi muul viisil kolmandatele isikutele
kittesaadavaks tegemise eest.

Selle tdiendava erandi eesmdrk on viltida tehisintellekti
arendamise ja kasutamise ebaproportsionaalset takistamist, vottes
arvesse tootleja vOimekust tuvastada ja eemaldada tundlikke
isikuandmeid, nagu on selgitatud ettepaneku pdhjenduspunktis 33.
Erand kehtib olukordades, kus todtleja ei kavatse teadlikult
toodelda eriliiki isikuandmeid, kuid sellised andmed on juhuslikult
siisteemi sattunud. Andmetodtleja peab rakendama asjakohaseid
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tehnilisi ja korralduslikke meetmeid, et viltida eriliiki
isikuandmete t66tlemist kogu tehisintellekti slisteemi voi mudeli
elutsiikli jooksul. Komisjoni hinnangul selgitab ettepanek olukordi,
kus varem on olnud ebaselge, kas selline to6tlemine on kooskdlas
IKUMi artikli 9 18ike 2 nduetega, ning aitab seeliibi otseselt toetada
innovatsiooni ja tehisintellekti arendamist, mis on usaldusvéérne,
diskrimineerimisvaba ja séilitab korge andmekaitsetaseme.

AKI on seisukohal, et uus erand on viga lai ja ndib potentsiaalselt
holmavat mis tahes tehisintellektimudeli voi -slisteemi arendamist
ja toimimist, sealhulgas mis tahes eesmirgil. Sellega kaasneb
mirkimisvdirne oht eriliiki ehk kdige suuremat kaitset vajavatele
isikuandmetele. Teisalt on uus erand kitsas, kuivord holmab
koikvdimalike tehnoloogiliste voimaluste seast vaid tehisintellekti
arendamist ja toimimist, arvestamata naiteks klassikalisi algoritme
ja muid automatiseeritud stisteeme. AKI toob lisaks vilja, et erand
hélmab wvaid eriliiki isikuandmete too6tlemist, samas muude
isikuandmete puhul selline erand puudub, mis justkui tekitab
olukorra, kus eriliiki isikuandmed on vidhem kaitstud kui tavalised
isikuandmed.

Ettepaneku artikli 9 16ike 2 punktis k sétestatud uus erand koos uue
16ikega 5 viitavad sellele, et erand holmab eriliiki isikuandmete
tootlemist vaid juhul, kui vastutav todtleja ei kavatsenud selliseid
andmeid toodelda. Seega fakt, kas konkreetne isikuandmete
tootlemine kuulub punktis k sdtestatud erandi alla, néib tuginevat
hinnangule, kas vastutav tootleja kavatseb toodelda eriliiki
isikuandmeid, samas kui artikli 9 loikes 1 sétestatud keelud
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soltuvad sellest, kas eriliiki isikuandmeid tegelikult toodeldakse
voi mitte. Eeltoodu on vastuolus ka andmete minimaalse kogumise
pdhimdttega, mis on kirjas IKUM artikli 5 18ike 1 punktis b.

Tuleb rdhutada, et selline kogemata isikuandmete tootlemise
kontseptsioon ei saa olemuslikult olla seotud iiksnes
tehisintellektiga ega eriliiki isikuandmetega. Kui sellist 1dhenemist
peetakse vajalikuks, peaks see kehtima horisontaalselt koikides
sektorites ja kdigi isikuandmete puhul, mitte looma erandi iiksnes
konkreetsele tehnoloogiale. Vastasel juhul tekib pdhjendamatu
ebavordsus erinevate todtlemisviiside ning majandussektorite
vahel ning risk, et tehnoloogia ise muutub isikuandmete kaitse
ndrgendamise aluseks.

Probleemseks saab pidada ka lisatava artikli 9 16ike 5 sOnastust, et
juhul kui tehisintellektislisteemis tuvastatakse isikuandmete
eriliigid, siis vastutav tootleja need eemaldab vilja arvatud juhul,
kui nende eemaldamine osutub ebaproportsionaalselt suureks
joupingutuseks.  Tegelikkuses on levinud seisukoht, et
tehisintellektist isikuandmete eemaldamine on vdOimalik kiill
teoorias, kuid mitte praktikas. Vdimalik on kasutada isikuandmete
maskeerimise voi blokeerimise meetmeid, et mudel enam nendega
ei arvestaks, kuid tdielik eemaldamine pole vdimalik.

Kui tehisintellekti mudelid on juba treenitud, on praeguse
tehnoloogilise taseme juures (tdna on ebaselge, mis ajaraamis nt
masindppe tehnoloogia areneb, mis vdimaldaks andmeid pariselt
kustutada) peaaegu vdimatu sellest mudelist teatud meelde jaetud
isikuandmeid eemaldada, vilja arvatud juhul, kui seda mudelit
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teadlikult selliselt iimber treenitakse. Nii rajaneb kavandatav site
juba valedele eeldustele. On selge, et eriliiki isikuandmete
eemaldamine tehisintellekti siisteemist vOoi mudelist osutub
ebaproportsionaalselt suureks joupingutuseks, mis juba vaikimisi
loob eelduse, et need vdivad seal olla. Samas IKUM artikli 9 15ike
2 jéargi peaks eriliiki andmete to6tlemine olema erand ja eriliiki
isikuandmed peaksid olema erilise kaitse all, mis tdhendab, et
vaikimisi lubatud andmet66tlus artikli 9 16ikes 5 ei ole loikega 2
kooskdlas.

Eriliiki isikuandmete t66tlemise erandi olemasolu ei tdhenda, et
IKUMi artikli 6 kohane diguslik alus muutub eeldatavaks. Ka
tehisintellekti arendamise kontekstis peab isikuandmete t66tlemisel
alati eksisteerima selge ja sobiv diguslik alus IKUM artiklist 6 ning
selle olemasolu ei saa asendada viitega tehnoloogilisele
paratamatusele vo1 juhuslikule andmete sattumisele slisteemi.

Oluline on maérkida, et ettepanek keskendub eelkdige
tehnoloogiale, mitte tootlemise eesmirkidele. IKUMi loogika
lahtub aga eesmérgipdhisest andmetddtlusest ning tehnoloogia on
seejuures vahend, mitte iseseisev digustav alus. Kui tehisintellekti
arendajatele soovitakse anda laiemad Oigused, peab sellega
paratamatult kaasnema ka tdpsem ja rangem kohustuste raamistik.
Sellest tulenevalt oleks siisteemselt pohjendatum kisitleda selliseid
erandeid ja kohustusi tehisintellekti méidruses, kus on piiritletum
kohaldumisala, maéératud riskitasemed ning riskitasemetele
vastavad teatud oOigused ja kohustused ning on loodud reeglistik
jarelevalveks nende tditmise iile. Laiemad digused tehisintellekti
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81.

arendamisel peavad olema  tasakaalustatud  selgemate,
konkreetsemate ja rangemate andmekaitseliste kohustustega, mitte
iildise ja tehnoloogiapdhise erandiga IKUM is.

3.1. Pohidiguste hartaga tagatud diguste seos ettepanekuga

Ettepanek voimaldab tehisintellekti siisteemide arendamisel ja
kasutuselevotul ulatuslikku isikuandmete, sealhulgas eriliiki
isikuandmete tootlemist iiksnes pohjendusel, et
tehisintellektisiisteemid vajavad suuri andmemahtusid voi
keerukaid andmestikke. Selline ldhenemine ei sisalda ndutavat
vajaduse ega proportsionaalsuse analiilisi ning ei arvesta
pohidiguste hartas sétestatud pohimottega, mille kohaselt peab
erilitki isikuandmete to6tlemine olema erandlik, rangelt
pohjendatud ja selgelt tasakaalus taotletava eesmirgi ning
pohidigustele avalduva mdjuga.

Harta artiklite 7 ja 8 valguses kujutab massiline andmekogumine,
profileerimine ja andmete tuletuslik to6tlemine endast siligavat
sekkumist eraellu ja isikuandmete kaitse digusesse. Tehisintellekti
siisteemid ei piirdu iliksnes olemasolevate andmete tootlemisega,
vaid voOimaldavad tuletada uusi andmeid, sealhulgas tervisliku
seisundi, seksuaalse sdttumuse voO1 poliitiliste vaadete kohta.
Arvestades, et eriliiki andmed on nii Harta artikli 8 kui ka IKUM
artikli 9 alusel erilise kaitse all, toob sellise tO6tlemise
normaliseerimine kaasa olulise kaitsetaseme ndrgenemise.

Lisaks voib tehisintellekti pdhine andmetootlus riivata Harta
artiklis 1 satestatud inimvéddrikuse pohimdtet, kuivord isikuid

Arvestatud.
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kasitletakse pelgalt andmepunktide ja riskiprofiilidena, kaotades
kontrolli oma identiteedi ja haavatavuste iile. Siisteemid, mis
Opivad inimeste kditumisest ja ,haavatavustest™, voivad sekkuda
inimvairikuse olemusse viisil, mis ei ole kooskdlas pdhidiguste
kaitse eesmargiga.

Harta artikli 47 seisukohalt on problemaatiline ka tehisintellekti
otsuste piiratud lébipaistvus ja vaidlustatavus. Kui otsused
pohinevad eriliiki andmete tootlemisel voi nendest tuletatud
jéreldustel, ei pruugi isikul olla vdimalik mdista, miks tema suhtes
konkreetne tulemus kujunes, mis omakorda pérsib tohusat
diguskaitset.

Kodnealune ldhenemine tostatab Harta artikli 52 16ike 1 valguses
riski, et eriliiki andmete to6tlemisest saab tehisintellekti arenduses
tavapdrane praktika ning pohidiguste kaitse taandub formaalseks.
Lisaks ei saa vilistada voimalikke riiveid Harta artiklite 20 ja 21
(vordne kohtlemine ja diskrimineerimiskeeld) osas, samuti Harta
artiklite 10 ja 11 osas, kuna maailmavaadete ja hoiakute
kaardistamine vOib kaasa tuua enesetsensuuri ning piirata motte- ja
sonavabaduse tegelikku kasutamist.

4. Isikuandmete eriliikide tootlemine biomeetriliste andmete
puhul (IKUM artikkel 9 16ige 2 punkt 1)

Ettepanek sisaldab uut eriliiki isikuandmete to6tlemise erandit
artikli 9 161ke 2 punktis 1. Punkti 1 kohaselt on eriliiki isikuandmete
tootlemine lubatud, kui biomeetriliste andmete t66tlemine on
vajalik andmesubjekti isikusamasuse kinnitamiseks

Arvestatud.

93



Seletuskirja lisa 1. Kaasamistabel

&83.

(kontrollimine),  kusjuures  biomeetrilised  andmed  voi
kontrollimiseks vajalikud vahendid on andmesubjekti ainukontrolli
all.

Ettepaneku pdhjenduspunktis 34 on selgitatud, et sdilitades
biomeetrilisi andmeid turvaliselt ainult andmesubjekti juures voi
vastutava tootleja juures tipptasemel kriipteeritud kujul ning
kriipteerimisvotit voi  samavéirset vahendit valdab ainult
andmesubjekt, ei tekita selline to6tlemine tdendoliselt olulisi ohte
tema pohidigustele ja -vabadustele. Vastutav todtleja ei saa
biomeetrilistest andmetest teada voi saab neid teada ainult viga
piiratud aja jooksul kontrolliprotsessi kdigus.

AKI tervitab biomeetriliste andmete to6tlemiste diguslikku alust
ning nodustub pdhjenduspunktis toodud nditega. Tiiendus, et
isikusamasuse kinnitamine biomeetria abil on lubatud vaid juhul,
kui kontrollimiseks vajalikud vahendid on andmesubjekti
ainukontrolli all, on oluline tingimus isikuandmete Kkaitse
kontekstis.

5. Andmesubjekti juurdepiis andmetele (IKUM artikkel 12
1oige 5)

Digitaalse omnibusi ettepanekus on IKUM artikkel 12 1diget 5
tdiendatud ning vélja on pakutud, et artiklite 13 ja 14 kohaselt
esitatav teave ning artiklite 15-22 ja 34 alusel tehtavad teated ja
voetud meetmed esitatakse tasuta. Kui andmesubjekti taotlused on
ilmselgelt alusetud voi lilemiédrased, eelkdige nende korduva
iseloomu tottu voi ka artikli 15 alusel esitatud taotluste puhul

Arvestatud.
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seetdttu, et andmesubjekt kuritarvitab kdesoleva méérusega antud
oigusi muul eesmirgil kui oma andmete kaitse, voib vastutav
tootleja kas: (a) nduda mdistlikku tasu, vottes arvesse teabe voi
teate edastamise voi taotletud toimingu tegemise halduskulusid; voi
(b) keelduda taotluse alusel tegutsemast. Vastutav tootleja kannab
kohustust tdendada, et taotlus on ilmselgelt alusetu voi et on
moistlik alus arvata, et see on ilileméaarane.

Seega, ettepanek lisab andmetddtlejale voimaluse keelduda
andmete véljastamisest artikli 15 kohaste taotluste puhul, kui
andmesubjekt kuritarvitab IKUM-iga antud digusi muul eesmirgil
kui oma andmete kaitsmine. Juurdepddsu andmisest keeldumise
vdimalus on andmetdotlejatel IKUM artikkel 12 15ikes 5 olemas
juba praecgu. Kavandatud muudatus pdorab  sisuliselt
toendamiskoormise andmetootlejatelt andmesubjektidele:  kui
kdesoleval hetkel on andmetdotlejal kohustus oma keeldumist
pohjendada, siis edaspidi on esmalt andmesubjektil vaja tdendada,
et tal on andmetele juurdepddsu vaja andmete kaitsmiseks ning
andmeto6dtlejal on madal 1dvend oma keeldumist pdhjendada.

AKI moonab, et andmesubjektide taotlused oma andmetele
juurdepadsuks vdivad teinekord olla {ileméddrased Vo1
pahatahtlikud, niiteks naabrikaamerate vaidlused vdivad alata
sellest, et naaber soovib kaamera paigaldanud naabrilt saada enda
litkkumist sisaldavat kaamerapilti eelneva kuu 15ikes. Ehkki naaber
kasutab sellises olukorras oma IKUM artikkel 15 digust, vdib olla
tema tegelikuks eesmirgiks koormata kaamera paigaldanud naabrit
tillika jarelevalvemenetlusega. Sellest hoolimata on AKI
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arvamusel, et kiesoleva ettepaneku sOnastus on moneti
ebadnnestunud, kuivord jatab mulje, et andmetodtlejal on
laiaulatuslikud digused jétta taotlused lahendamata tileméérasuse
pohjendusel. Selged juhised, kuidas iilem&édrasust voi Oiguse
kuritarvitamist hinnata, puuduvad. Selliste juhiste puudumine
tekitab toendoliselt vaidlusi hindamise oOiguspérasuse iile nii
jarelevalveasutuste vaates kui ka kohtumenetluses. See tdhendab,
et andmesubjektid tdendoliselt jitavad selle diguse kasutamata, kui
on oht, et andmetele juurdepédidsule vdib eelneda aastatepikkune
jérelevalve- ja kohtumenetlus.

Ettepanek piirab andmesubjektide diguste kasutamist juhtudele, kui
andmesubjekt soovib andmeid oma andmete kaitsmiseks. Tegemist
on véga kitsa kisitlusega, millal andmesubjekt voib soovida oma
andmetele ligipddsu. Andmesubjekt vOib soovida andmeid
mitmetel teistel eesmairkidel, niiteks toOosuhete kontekstis voib
andmesubjekt soovida virbamisprotsessis kogutud andmetele
ligipddsu, et hinnata, kas otsus pohines ebadigetel hinnangutel voi
kindlustusvaidluse ettevalmistamisel voib andmesubjekt taotleda
kindlustusandjalt andmeid, mis on seotud kahjukésitlusega.
Sellistel eesmérkidel andmete viljastamine ettepaneku kohaselt
kohustuslik ei ole, kuivord andmete taotlemise eesmirgiks ei ole
andmete kaitsmine.

IKUM artikli 12 1dike 5 sdnastuse viimase lause muutmine “on
moistlik alus arvata” paneb rohu taaskord subjektiivsele
hinnangule. Ettepanekus toodud sOnastuse kohaselt on
andmetootlejal digus périda pohjendust andmesubjekti andmete
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saamiseks. Vaid juhul, kui andmesubjekti eesmérk on oma andmete
kaitsmine, on andmetdotleja kohustatud andmed véiljastama.
Ettepaneku pdhjenduspunkt 35 tdiendab, et andmetdotlejal on
tilemédirasest taotlusest keeldumisel madal tdendamiskohustus ning
tdpsustab, et igal juhul peaks andmesubjekt IKUM artikli 15 alusel
juurdepddsu taotlemisel olema voimalikult tdpne ehk liiga
laiaulatuslikke ja eristamata taotlusi tuleks samuti pidada liigseks.
Tuleb arvestada, et teinekord tuleb pidada pdohjendatuks
andmesubjekti taotlust kiisida vidlja koik andmed, mis
andmetdotlejal tema kohta olemas on selleks, et hinnata, kas
andmete to6tlemine konkreetse andmet6dtleja poolt on seaduslik ja
Oiguspdrane. Ettepaneku kohaselt on iga selline taotlus edaspidi
tilemédrane ning andmetootleja ei pea pohjendama sellisest
taotlusest keeldumist. Ettepaneku pdhjenduspunktide kohaselt
peaks andmesubjekt teadma, mis andmed andmetdotlejal tema
kohta on, kuid praktikas tekitavad vaidlusi just need andmed, mida
andmetodtlejal olla ei tohiks.

Ehkki ettepanek tdpsustab, et lilemédédraseks voib pidada taotlusi,
mille eesmirk ei ole andmete kaitsmine, tuleb markida, et
andmesubjekt voib taotluses kiill tuua pdhjenduseks andmete
kaitsmise, kuid andmetdotlejal on digus hinnata andmesubjekti
pohjendust subjektiivselt, kas taotluse eesmirk on tdesti see, mida
andmesubjekt vdidab. See tekitab tulevikus vaidluskohti, mida tédna
olnud ei ole, ning jirelevalveasutuste halduskoormus voib kasvada.

Euroopa Kohtu otsus kohtuasjas FT, C-307/22 punktides 38 ja 43
on selgitatud, et andmesubjekt ei pea vastutavale todtlejale esitama
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andmetele juurdepdisu taotluse pdhjuseid. Kohtu sdnul on vastutav
tootleja  kohustatud andma andmesubjektile tasuta tema
toodeldavate isikuandmete esimese koopia, isegi kui taotluse
pohjus ei ole tootlemise seaduslikkusest teadasaamine ja selle
kontrollimine. Samal seisukohal on Kohus olnud ka mitmetes
hilisemates lahendites. Antud muudatus paistab olevat kantud
pooleliolevast Euroopa Kohtu menetlusest C-526/24, kuid iiksnes
iiks menetlus ei peaks laskma mdjutada senist praktikat, eriti kui
see menetlus pole joudnud Euroopa Kohtu 16pliku lahendini.

Ettepanek toob kaasa digusliku ebakindluse nii andmesubjektide
kui ka wvastutavate tootlejate jaoks, tuues kaasa keerulisi
daarmuslikke juhtumeid ja ettendhtavaid edasi-tagasi suhtlusi.
Vastutavate tootlejate jaoks vOib muutuda juurdepdisutaotluste
hindamine keeruliseks. Selleks, et hinnata, kas andmesubjekt
soovib juurdepddsu andmete kaitsmiseks, peab andmetdotleja
tdendoliselt edaspidi rohkem andmeid tootlema. Seetdttu on viga
kiisitav, kas see kavandatav muudatus tegelikult védhendaks

vastutavate tootlejate administratiivset koormust.

Andmesubjekti vaatest tekitab olukord teadmatust, kuivdrd
hindamine oleks ettepaneku kohaselt iga andmetddtleja
subjektiivsetel alustel, mistdttu sama pohjendus erinevate
andmetodtlejate juures voib viia erineva lahenduseni. Seega
asjaolu, kas andmetootleja saab oma Oigust kasutada voi mitte,
soltub andmetdotleja diskretsioonist ja heast tahtest.

5.1. Pohidiguste hartaga tagatud seos ettepanekuga
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&4.

Harta artikkel 8 lg 2 kétkeb endas digust tutvuda enda kohta
kogutud andmetega ja nduda nende parandamist. Harta tasandil on
tegemist fundamentaalse digusega ja Harta ei tépsusta, et sellise
oiguse rakendamine eeldab teatud tingimustele vastamist. See
tdhendab, et andmesubjekt, kelle andmeid on kogutud, vdib tutvuda
oma andmetega ilma igasuguse pdhjenduseta, eesmirgiga tagada
inimvéarikus ja autonoomia, kuid {ihtlasi praktiliselt omada
kontrolli oma andmete iile. Soltumine andmetddtleja Oigusest
kiisida pohjendusi on vastuolus Harta artikkel 8 1dikega 2, kuivord
seab andmesubjekti enda andmete {ile kontrolli teostamise
tingimuslikuks.

6. FErandi tipsustamine, kui andmed on saadud
andmesubjektilt IKUM artikkel 13 16ige 4)

Ettepanekuga tipsustatakse IKUM artikli 13 1dike 4 teksti.
Ettepaneku eesmirk on muuta erandit, mis lubab andmetdotlejatel
mitte anda andmesubjektidele teavet juhul, kui isikuandmeid
kogutakse otse andmesubjektilt. Kuigi kehtiv méiirus loob artikli
13 kohase labipaistvuskohustuse erandi juhuks, kui andmesubjektil
on kogu teave juba olemas, soovitab ettepanek teha teabe
esitamisest erandi juhul, kui vastutav to6tleja maistlikult eeldab, et
andmesubjektil on juba teatav teave olemas (nditeks vastutava
tootleja identiteet ning tootlemise eesmérk ja diguslik alus). See
tdiendav erand kehtiks teatud tingimustel: 1) isikuandmed on
kogutud andmesubjektide ja vastutava todtleja vahelise selge ja
piiritletud suhte kontekstis ning i1) vastutav tdotleja tegutseb viisil,
mis ei ole andmemahukas.

Teadmiseks voetud.
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IKUM artikkel 13 15ige 4 erand kehtib vaid juhul, kui ei kohaldu
iikski vilistustest. Nditeks on iiheks vilistuseks, et andmeid ei tohi
edastada teistele vastuvdtjatele, seega néiteks
raamatupidamisteenuse  osutajale, makseteenuse osutajale,
veebiserveri teenusepakkujale, e-mailiteenuse pakkujale jms, kes
on vastuvdtjateks IKUM artikkel 4 punkti 9 alusel. Vilistuseks on
ka andmete edastamine kolmandasse riiki, kuid mitmeid
veebiserveri teenusepakkujad on just selliselt iiles ehitatud,
mistdttu oleks juba mitu alust erandi mittekohaldamiseks.

Kiesoleva sdnastusega muudab ettepanek IKUM artikkel 13 15iget
4 drastiliselt, kuivord hetkel on andmet6dtlejal voimalik toetuda
erandile, et andmesubjektil on teave juba olemas. Ettepaneku jérgi
muutuvad erandi kasutamise tingimused aga nii kitsaks, et enamik
andmetdotlejatest ei saa seda enam rakendada. Pohimotteliselt
kohalduks muudatus vaid monele ihemeheettevottele voi kéisitoo
tegijale, kes sularaha eest oma kaupu kuskil laadal miiiib.
Arvestades, et kdikide IKUMi muudatuste eesmirk on vihendada
VKE-de kohustusi ja halduskoormust, vitab kédesolev muudatus
vdimaluse toetuda kehtivas IKUMis olevale teabe teatavaks
tegemise erandile.

85.

7. Automatiseeritud otsuste tegemine (IKUM artikkel 22 15ige
)

Digitaalse omnibussi ettepanekuga soovitakse muuta IKUMi artikli
22 loikeid 1 ja 2 selliselt, et olemasolev sonastus eemaldatakse,
pannakse kokku 16iked 1 ja 2 ning uue sdnastuse kohaselt otsus,
millel on andmesubjektile Siguslikud tagajdrjed voi mis teda

Teadmiseks voetud.
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sarnasel viisil oluliselt mdjutab, vdoib pdhineda iiksnes
automatiseeritud tootlusel, sealhulgas profiilianaliiiisil, ainult
juhul, kui see otsus vastab ldike 1 tingimustele.

IKUM artikli 22 1dike 1 punkti a (kehtiva sdnastus artikli 22 1dike
2 punktis a) lisatakse allajoonitud tekst: on vajalik andmesubjekti
ja andmetodtleja vahelise lepingu sdlmimiseks voi tditmiseks,
olenemata sellest, kas otsuse saaks teha muul viisil kui iiksnes

automatiseeritud vahenditega.

Muudatuse kohta on ettepaneku pohjenduspunktis 38 selgitatud, et
asjaolu, et otsuse voiks langetada ka inimene, ei takista vastutaval
tootlejal langetamast otsust iliksnes automatiseeritud tootlemise
teel. Kui eksisteerib mitu vordselt tdhusat automatiseeritud
tootlemise lahendust, peaks vastutav tootleja kasutama vihem
ritvavat.

Uus sOnastus nédib alandavat automatiseeritud otsuste kasutamise
kiinnist ning kuigi otsuse voiks langetada ka inimene, ei takista see
enam automatiseeritud otsuse tegemise vdimalust. Kehtiva IKUM-
1 kohaselt piirab vajalikkuse kriteertum automatiseerimist ainult
juhtudele, kui teistmoodi ei ole voOimalik lepingut tdita. Ka
olemasolev kohtupraktika tdlgendab vajalikkuse kriteeriumit
selliselt, néiteks lahendites C-252/21 (Meta vs Bundeskartellamt),
C-634/21 (SCHUFA Holding AG) ja C-817/19 (Ligue des droits
humans/PNR).

Artikli imbersdnastamine toob kaasa olulise digusliku muudatuse,
vottes fookuse iiksikisiku oOiguselt keelduda automatiseeritud
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otsusest ning pannes selle vastutava tootleja tegevusdiguse
midramisele. Sealjuures tuleks panna tihele, et artikkel 22 on
IKUM 1I peatiikis, mis on pealkirjastatud kui “Andmesubjekti
digused”. IKUM artikkel 12 1dige 2 viitab samuti, et vastutav
tootleja aitab kaasa artiklite 15-22 kohaste andmesubjekti diguste
kasutamisele. IKUM artikli 22 viljapakutud sdnastus ei tugevda
andmesubjekti 0Oigust mitte alluda iiksnes automatiseeritud
otsustele, vaid nihutab regulatiivse tasakaalu selgelt andmetdotleja
huvide kasuks. Kui automatiseeritud otsuse lubatavus seotakse
tiksnes lepingulise vajalikkusega, soltumata sellest, kas otsus oleks
voimalik teha ka muul, vihem riivaval viisil, kaotab artikkel 22
oma kaitsefunktsiooni ning erand muutub sisuliselt reegliks. Selle
tulemusel kaotab andmesubjekti Oigus oma sisu ning artikli
paiknemine IKUMi andmesubjekti digusi kisitlevas peatiikis
muutub normatiivses plaanis formaalseks, mitte tegelikku
oiguskaitset tagavaks.

Komisjon on ettepaneku pdhjenduspunktis 38 selgitanud, et
suurema Oiguskindluse tagamiseks tuleks selgitada, et otsuseid, mis
pohinevad iiksnes automatiseeritud tootlemisel, on lubatud teha
siis, kui on tdidetud eritingimused. AKI toob vilja, et juba téna
seisavad  andmesubjektid sageli  silmitsi  l&bipaistmatute
(automatiseeritud) otsustega néditeks toole kandideerimisel voi
krediidilimiitide kasutamisel. Kui automatiseeritud andmetdotlus
muutub lepingute puhul vaikimisi pohivalikuks, muutuvad artikli
22 ldikes 3 sisalduvad kaitsemeetmed veelgi olulisemaks, kuid
ettepanek ei tugevda kaitsemeetmeid. Vastupidiselt annab
ettepanek  vOimaluse  vihendada kontrolli, kas sellise
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86.

automatiseeritud otsuse kasutamine oli tegelikult vajalik. Ehkki
Komisjon on ettepanekuga soovinud tagada suuremat
oiguskindlust, ei tdida muudetud sdnastus eesmarki.

Andmekaitse Inspektsioon juhib tdhelepanu ka tehnilisele
sonastusveale. Kuigi ettepanek {ihendab 16iked 1 ja 2, ei kajastu
ettepanekus loigete 3 ja 4 ristviidete tipsustamine.

8. Rikkumisteated ja iihtne teavituspunkt (IKUM artikkel 33)
Kokkuvaote:

Digitaalne omnibus muudab IKUM artikli 33 rikkumisteadete
reegleid, tostes teavitamise ldvendi suure ohu realiseerimisele,
sdtestades teavitamise iihtse teavituspunkti kaudu ning pikendades
Jjadrelevalveasutuse teavitamise tihtaega 72 tunnilt 96 tunnile. AKI
hinnangul aitab livendi tostmine vihendada halduskoormust ja
vihendab liigsete teavituste survet andmetootlejatele, kuid samas
kaob jdrelevalveasutuste voimalus jdlgida nn keskmise ohuga
rikkumisi ning kaotatakse oluline varajase sekkumise mehhanism.

Uhtne  teavituspunkt véimaldab —andmetiitlejatel  edastada
rikkumisteated korraga mitmele jdrelevalveasutusele, toetades
haldusprotsesside koordineerimist. Samas tuleb arvestada, et
erinevad oigusaktid sdtestavad rikkumisest teavitamisele erinevad
tdhtajad ja kiinnised: ettepaneku kohaselt tuleb andmekaitsega
seotud suure ohuga rikkumistest teavitada 96 tunni jooksul, samas
kui NIS2 direktiiv ja Komisjoni mddrus 611/2013 ndevad ette
liihemaid tdhtaegu ja teisi ldvendeid, mis voivad samale
intsidendile kehtida. Kuna ettepanek ei tipsusta nende tihtaegade

Arvestatud ja selgitame: Eesti ei
toeta ohu ldvendi tdstmist
teavitamisel, kuna see raskendab
jarelevalveasutusel oma kohustuste
taitmist.

Vormide osas leiab Eesti, et EAKN
padevusi ei tuleks anda Euroopa
Komisjonile.

Eesti toetab erinevates digusaktides
olevate teavituste tdihtacgade
tihtlustamist. Komisjoni méérus
611/2013 on iiks nédidetest, mille

osas tuleb samuti selgus saada.
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ja ldvendite kooskola, voib see tekitada oiguslikku ebaselgust
rikkumisteadete esitamisel ning vajab tdiendavat selgitamist ja
koordineerimist.

Digitaalse omnibusi ettepanek lisab IKUMi artiklile 33 1dike 6,
mille kohaselt koostab ja edastab Euroopa Andmekaitsendukogu
(EAKN) Komisjonile ettepaneku iihtse vormi kohta, mille alusel
teavitatakse 10ikes 1 osutatud pddevat jirelevalveasutust
isikuandmetega seotud rikkumisest, ning loetelu asjaolude kohta,
millal isikuandmetega seotud rikkumine vib tdendoliselt kujutada
endast suurt ohtu fiilisilise isiku digustele ja vabadustele. AKI
toetab motet anda iihiste vormide viljatdGtamise juhtimine
EAKNile. Kiill aga on AKI on seisukohal, et EAKN viéljatodtatud
vormide vastuvotmise autonoomsus peab jidma EAKNile kui
iseseisvale Euroopa institutsioonile. Andes vormide muutmise
oiguse ja rakendusaktina vastuvotmise Oiguse Euroopa
Komisjonile, on kiisimuse all esmalt EAKN1 kui organi sdltumatus
ning teisalt ei ole kindel, kas rakendusaktiga vastu voetu viljendab
EAKNI soovitusi ja praktikaid. Seetottu tuleks teha artikli 33 16ikes
6 tidpsustus, et EAKNi viljatootatud vormid tuleb Euroopa
Komisjonil rakendusaktina vastu votta muutmata kujul.

Peamine muudatus seoses rikkumisteadetega sisaldub artikli 33
16ikes 1 (allajoonitud tekst), mille kohaselt teavitab vastutav
tootleja isikuandmetega seotud rikkumise korral, mis tdenéoliselt
kujutab endast suurt ohtu fiiiisiliste isikute digustele ja vabadustele
pohjendamatu viivituseta ja voimaluse korral hiljemalt 96 tunni
jooksul pérast rikkumisest teadasaamist direktiivi (EL) 2022/2555
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artikli 23a kohaselt loodud iihtse teavituspunkti (single entry point)
kaudu artiklite 55 ja 56 kohaselt piddevat jarelevalveasutust.

Allajoonitud  tekst  viitab  kolmele = muudatusele: 1)
rikkumisteavitused tuleb teha vaid suure ohu tdendolisel
ilmnemisel (praeguse ohu ilmnemise asemel); 2) rikkumisteated
tuleb esitada 96 tunni jooksul (varasema 72 tunni asemel) ning 3)
rikkumisteade tuleb esitada iihtse teavituspunkti (single entry
point) kaudu. AKI esitab analiiiisi iga muudatuse kohta eraldi.

Rikkumisteadete esitamine suure ohu toeniolisel ilmnemise

Kehtiv IKUM sitestab kaheastmelise rikkumise hindamise loogika.
Esmalt teavitavad vastutavad todtlejad IKUM artikli 33 1ike 1
kohaselt andmekaitse jarelevalveasutusi alati, kui rikkumine on
seotud riskiga isikuandmete kaitsele ning teiseks teavitavad
vastutavad to6tlejad IKUM artikli 34 kohaselt rikkumisega seotud
andmesubjekte juhul, kui oht® on suur.

Selline kaheastmeline loogika vdimaldab tdna jarelevalveasutustel
sdilitada {ilevaade erinevatest rikkumistest ja annab vdimaluse
otsustada sekkumise vajaduse ning ulatuse voi hinnata, kas on
tdiendavalt vaja teavitada andmesubjekte. Eeldus on, et juhul kui
rikkumine on suur ning on vajalik teavitada andmesubjekte, peab
sellele eelnema alati jérelevalveasutuse teavitamine.

5 Andmekaitse Inspektsioon méonab, et inglise keeles kasutatakse sdna “risk”, samas eesti keeles “oht”. Kiesoleva arvamuse kirjutamisel Iahtub Andmekaitse Inspektsioon

ametlikust eestikeelsest t6lkest.
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Ettepanekus tdstetakse IKUM artikli 33 kiinnis kdrge ohutasemeni
ja artiklite 33 ning 34 ohutasemed {ihtlustuvad. Sellega kaotatakse
justkui jirelevalveasutuste vaatest vajalik esmane filter ja jdetakse
alles ainult olulisematest korvalekalletest teavitamine. Sellest
tulenevalt kaotavad jirelevalveasutused teadmise enamikest
intsidentidest, mis ei ole tavapiraselt suure ohuga, kuid annavad
olulist teavet turvalisuse suundumuste ja vastutavate tootlejate
nouete tditmise kohta. AKI ndustub, et tinase praktika kohaselt on
andmetdotlejatel suundumus pigem teatada ka viga viikestest
rikkumistest ning halduskoormust arvestades on tervitatav, et
praegust sonastust soovitakse muuta. Kiill aga tundub, et kuigi
muudatus on kasulik andmetoodtlejatele (puudub enamasti
teavitamiskohustus), kaob jérelevalveasutustel oluline vdimalus
seirata andmekaitsealaste nduete tiitmise kohustusi.

Praegu on IKUM artikli 34 1dikega 4 antud andmekaitse
jarelevalveasutustele digus vastutava tootleja hinnang riski kohta
timber hinnata. Kui vastutav todtleja véidab, et rikkumine ei ole
suure riskiga, kuid jirelevalveasutus ei ndustu, vodivad
jarelevalveasutused siiski anda vastutavale todtlejale korralduse
andmesubjekte teavitada.

Ettepaneku kohaselt ei pea vastutav tootleja vihem kui suure ohu
puhul jirelevalveasutust teavitama. Jarelevalveasutus ei saa sellisel
juhul vajalikku esialgset teavitust, mis on vajalik teisese hindamise
(kas tegemist vOiks olla suure riskiga juhtumiga) 1dbiviimiseks. See
muudab artikli 34 10ike 4 sisuliselt kehtetuks, jittes ainsa
kontrollidiguse vastutavale tootlejale. Kuigi vastutaval tootlejal
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jaab alles rikkumise dokumenteerimise kohustus, peaks
jarelevalveasutus neid edaspidi eraldi igalt andmetodtlejalt
hakkama vilja kiisima, mis loob halduskoormust juurde.

AKI teeb ettepaneku tdsta teavitamise ldvend ohtudele, mida ei saa
pidada véikeseks. Selliselt jadks alles kohustus teavitada ka nn
keskmistest ohtudest, mille realiseerumise korral oleks
jirelevalveasutustel vajadusel vdimalik kasutada oma IKUM artikli
34 10ikes 4 ettendhtud Gigust.

Tihtaja pikendamine 72 tunnilt 96 tunnile

Kehtiva 0diguse kohaselt tuleb andmetdotlejal andmekaitse
jarelevalveasutust teavitada rikkumisest 72 tunni jooksul.
Ettepanek pikendab teavitamiskohustust 96 tunnile. See annab
vastutavatele tootlejatele piisavalt aega pohjalikuma uurimise
tegemiseks, mis vOib parandada esitatud teabe kvaliteeti. Teisalt
jatab  ettepanek alles andmetddtleja  voimaluse  hiljem
rikkumisteadet ~ tdpsustada,  mistottu  jddb  ebaselgeks
teavitamiskohustuse aja pikendamise vajadus ja kuidas see teenib
lihtsustamise eesmérki.

Uhtse teavituspunkti kaudu pidevate jirelevalveasutuste
teavitamine

Ettepaneku kohaselt luuakse {ihtne teavituspunkt direktiivi
2022/2555 (NIS2) artikli 23a alusel. Pérast teavituspunkti loomist
on andmetootlejatel kohustus jdrelevalveasutusi (sh andmekaitse
kui ka kiiberturvalisuse) rikkumistest teavitada wvaid {ihtse
teavituspunkti kaudu iihel korral. Tédpsemalt on ettepanekus NIS2
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artikli 23a 16ike 3 punktis f kohta toodud, et liksuse poolt iihtse
teavituspunkti kaudu esitatud teabe iihekordset teavitust saab
kasutada aruandluskohustuste tditmiseks, mis on sdtestatud mis
tahes muus liidu digusaktis, mis néeb ette intsidentide teatamise
iihtse teavituspunkti kaudu. AKI maérgib, et intsidentidest
teavitamise kohustus tiihtse teavituspunkti kaudu on ettepanekus
toodud vilja IKUM-i, direktiivi 2022/2557 (elutiihtsa teenuse
osutajate direktiiv), NIS2, médruse 910/2014 (EIDAS) ning
madruse 2022/2554 (tegevuskerksuse méddrus ehk DORA) puhul.

Eeltoodud digusaktidest voib olla rikkumiste korral {ihisosa nditeks
IKUMi ja NIS2 rikkumiste puhul. NIS2 rikkumistest teavitamise
aeg on NIS2 artikli 23 kohaselt vastavalt kas 24 voi 72 tundi. Kuigi
rikkumistest teavitamine kéib ettepaneku kohaselt {ihtse
teavituspunkti kaudu, on andmetootlejal kaks erinevat téhtacga
rikkumisest teavitamiseks. See voib tekitada diguslikku ebaselgust,
kuivord ettepaneku kohaselt on andmetodtlejal tarvis esitada
rikkumise kohta teade iihtse teavituspunkti kaudu korraga koikidele
jarelevalveasutustele vaid tihel korral.

Veelgi enam, NIS2 rikkumistel ei ole teavitamiskiinnist kdrge
ohutasemega  rikkumistel, seega  tuleb  andmetodtlejal
kiiberrikkumiste korral rikkumisteade teha isegi siis, kui seda
teadet ei esitata IKUMi jirelevalveasutusele. Sellest tulenevalt ei
ole AKI-le arusaadav seadusandja eesmirk 1d0dvendada
rikkumisteadete esitamise kohustuse piire, kui seda tehakse vaid
andmekaitsega seotud rikkumiste puhul.
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Eeltoodust hoolimata pooldab AKI initsiatiivi luua iihtne
teavituspunkt, mille kaudu on vdimalik andmetootlejal esitada
rikkumisteateid korraga mitmetele jérelevalveasutustele, mis
omakorda toetab digitaalse omnibusi eesmérki véihendada
andmetootlejate  halduskoormust. AKI mairgib, et {htse
teavituspunkti iilesehituse tehniline ja organisatoorne pool vajab
tdpsustamist.

8.1. Isikuandmetega seotud rikkumistest teavitamine muude
oigusaktide alusel

Ettepanek nieb ette, et direktiivi 2002/58/EU artikkel 4 tuleks
kehtetuks tunnistada. Selle pohjenduseks tuuakse, et isikuandmete
tootlemise turvalisuse osas, vastavalt e-privaatsuse direktiivi artikli
4 1digetele 1 ja la, ning isikuandmete rikkumistest teatamise osas,
vastavalt artikli 4 Idigetele 35, on IKUM-is juba sitestatud
pohjalikud ja ajakohased reeglid. Seetottu peaksid need tingimused
kehtima nii elektrooniliste sideteenuste osutajate kui ka
sidevorkude pakkujate suhtes, tagades iihtsed nouded vastutavatele
ja volitatud tootlejatele.

Uhtlustamise pdhimdttega vdib AKI pdhimdtteliselt ndustuda, kuid
samas margib, et kehtib ka Komisjoni médrus 611/2013, mille
kohaselt on iildkasutatava elektroonilise sideteenuse osutajal
kohustus teatada isikuandmetega seotud rikkumistest. Madruse
kohaselt tuleb rikkumisest teavitada andmekaitse
jarelevalveasutust hiljemalt 24 tunni jooksul pédrast rikkumise
tuvastamist. Ettepanekus ei ole selgitatud, kuidas Komisjoni
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87.

midrus 611/2013 edaspidi ettepaneku muudatustega kooskdlas
oleks, iihtlasi ei ole ettepanekus viidet selle méiéruse tithistamisele.

9. Andmekaitsealane mdjuhinnang (IKUM artikkel 35)

Seoses andmekaitsealase mdjuhinnangu tegemise kohustusega
muudab ja tiiendab digitaalse omnibussi ettepanek IKUM artikli
35 10ikeid 4-6. Viidatud 1digete kohaselt koostab ja edastab EAKN
Komisjonile ettepaneku loetelu kohta to6tlemistoimingute liikidest
mille suhtes kohaldatakse vo0i ei kohaldata andmekaitsealase
mdjuhinnangu nduet. Lisaks koostab ja edastab EAKN
Komisjonile ettepaneku mojuhinnangu tegemise iihise vormi ja
metoodika kohta.

AKI toetab ettepanekut tootada vélja lihtsed nduded, millal on
mojuhinnangu tegemine kohustuslik ning millal ei ole, sest see
teenib nende ettevotjate, kes siseturul tegutsevad, halduskoormuse
vihendamist. Samuti toetab AKI ettepaneku osa, et EAKNile
antakse iilesandeks vilja tootada andmekaitsealase mdjuhinnangu
koostamiseks iihtne vorm ja metoodika.

Jarelevalveasutuste ja EAKNi autonoomsuse siilitamiseks peab
AKI siiski vajalikuks jitta nduete ja vormide koostamise volitused
vaid EAKNile. Andes nduete ja vormi koostamise muutmise diguse
ja rakendusaktina vastuvotmise diguse Komisjonile, on kiisimuse
all esmalt EAKNi kui organi soltumatus ning teisalt ei ole kindel,
kas rakendusaktiga vastu voetu véljendab EAKNi soovitusi ja
jarelevalveasutuste tegelikke praktikaid. Seetottu tuleks teha

Eesti ei toeta Euroopa Komisjonile
rakendusmaééruste andmist, vaid
juhised peaks koostama EAKN.
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88.

artiklis 35 tipsustus, et EAKNi viljatootatud nduded ja vormid
tuleb Komisjonil rakendusaktina vastu votta muutmata kujul.

89.

10. Pseudoniiiimimine (IKUM artikkel 41a)

Ettepanek lisab IKUMi uue artikli 41a, mille kohaselt vdib
Komisjon vastu votta rakendusakte, et tdpsustada vahendeid ja
kriteeriume, mille alusel teha kindlaks, kas pseudoniilimimise teel
saadud andmed ei ole enam teatud tiksuste jaoks isikuandmed.

Selline ldhenemine annab Komisjonile rakendusaktide kaudu
justkui vdimaluse muuta IKUMi kohaldamisala isikuandmete
tolgendamisele, mis vOib omakorda tekitada odiguslikku
ebakindlust. Oigusaktide tdlgendamise digus peaks jdima
jarelevalveasutustele, Euroopa Kohtule ning EAKNile. AKI ei
toeta vOimalust, et Komisjon vOiks ldbi rakendusaktide sisuliselt
muuta olulisi pohidigustega seotud definitsioon.

Eesti ei toeta Euroopa Komisjonile
rakendusmaééruste andmist, vaid
juhised peaks koostama EAKN.

11. Terminaliseadmed ja néusolek (IKUM artikkel 88a)

AKI tervitab Komisjoni eesmadrki lihtsustada andmesubjektide
digitaalset kogemust ja lahendada laialt levinud ,,cookie fatigue”,
mis on tingitud e-privaatsuse direktiivi praegustest tdlgendustest.
Erandite kehtestamine auditooriumi mdotmiseks ja kohustusliku
,»uhe kldpsuga” ndusoleku kasutuselevdtt on positiivsed sammud
kasutajasobralikuma interneti suunas.

Ettepanek loob digusliku lahknevuse. Seadmes olevaid
isikuandmeid reguleerib edaspidi IKUM artikkel 88a, kuid
ettepaneku pohjenduspunkt 47 selgitab, et isikustamata andmeid

Arvestatud.
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reguleerib endiselt e-privaatsuse direktiivi artikkel 5 1dige 3.
Praktikas tekitab see kiisimuse, kuidas andmetdotleja, néiteks
veebipood, saab kindlaks teha, kas 10ppseade kuulub fiitisilisele
isikule ning kas kogutud teave toob kaasa isikuandmete to6tlemise.

E-privaatsuse direktiivi artikkel 5 1dige 3 nduab selget ja
arusaadavat teavet andmete toStlemise eesmirgi kohta. IKUM
artikli 88a I1dike 1 sdnastuse kohaselt on isikuandmete salvestamine
fitisilise isiku 10ppseadmesse vai juba salvestatud isikuandmetele
juurdepddsu saamine lubatud ainult juhul, kui see isik on andnud
oma ndusoleku vastavalt kidesolevale maiidrusele. Seega e-
privaatsuse direktiivile sarnast teabe esitamise kohustust lisatav
artikkel 88a otsesOnu ei née ette. Tekib kiisimus, kas eeldatakse, et
kuna kohalduvad IKUMi iildised ndusoleku reeglid, ei ole eraldi
kohustust teavet selgelt esitada.

Ettepanekuga soovitakse lisada artikli 88a 1dige 3, mille kohaselt
on isikuandmete salvestamine fiilisilise isiku 10ppseadmesse voi1
juba salvestatud isikuandmetele juurdepddsu saamine ilma
nousolekuta ja hilisem to6tlemine seaduslik ulatuses, mis on vajalik
punktide a-d eesmirkidel. AKI modnab, et punktid a-b on iile
voetud e-privaatsuse direktiivist, punktide c-d puhul tutvustab
Komisjon aga tdiendavaid erandeid.

Nousolek IKUMi mdistes tihendab vabatahtlikku tahteavaldust.
Loike 3 tekst viitab olukordadele, kus ndusoleku andmine ei ole
vajalik. Samas jaib selgusetuks, kas seadusandja on tahtnud selles
16ikes kehtestada kohustusliku ndusoleku olukorra voi hoopis
viidata artikli 6 1d6ike 1 punkti c aluse tekkimisele. Need kaks
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oiguslikku alust kannavad erinevaid tagajérgi, nditeks ndusoleku
puhul peab andmesubjektil alati olema vdimalus seda tagasi votta.
Kui seadusandja on tahtnud ldikest 3 teha artikli 6 16ike 1 punkt ¢
kohase Oigusliku aluse, tekitab viide ndusoleku puudumisele
segadust. AKI rohutab, et artikli 6 16ike 1 nimetatud diguslikel
alustel puudub hierarhia ning ndusolek ei ole teiste aluste seas iilim.

Artikli 88a 1dike 3 rakendamisel on vajalik tdpsustada, millistes
olukordades punktid c ja d, kohalduvad. Niiteks punkt c lubab
andmetdotlejal koondada teavet veebiteenuse kasutamise kohta
ainult omaenda tarbeks. Pohimotteliselt on tegemist statistikaga,
mis nditab veebilehe pidajale, niditeks kui palju kliente, mis
vanuses, mis soost ning mis riigist tema veebilehel kidis. AKI
ndustub, et praktikas ei saa veebilehe pidaja sellisele teabele ligi,
mis voimaldaks isikuid tuvastada, mistottu on erandi tegemine
Oigustatud.

Oluline on selgitada, et koik tegevused, mis véljenduvad viljaspool
,koondamise* moistet, peaksid toimuma vaid tdiendava digusliku
aluse olemasolul. Samuti tuleb selgitada, kui kaugele voib
tootlemine ulatuda eesmarkide saavutamiseks, ilma et see iiletaks
artiklis sdtestatud lubatu piire.

AKI leiab, et ettepanekus IKUM artikli 88a 1dike 3 punktis d
sisalduv ulatuslik turvalisuse erand d&igustab pealetiikkivaid
skaneerimistehnikaid ilma vajalike proportsionaalsuse
kontrollideta. See kaotab IKUMist tuleneva tasakaalustamistesti
ning muudab vastutava todtleja juurdepéddsu terminaliseadmetele
vaikimisi lubatavaks. Kehtiva diguse kohaselt eeldab selline
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juurdepdds Oigustatud huvi olemasolu ning huvide kaalumist
andmesubjekti digustega. Kavandatav sdnastus annab vastutavatele
tootlejatele sisuliselt piiramatu tegevusruumi, ilma et sekkumise
ulatust ja intensiivsust tuleks hinnata.

Ilma sonaselge proportsionaalsuse ja rangelt vajaliku ulatuse
ndudeta voib erand digustada skaneerimise praktikaid, sealhulgas
kogu kovaketta skaneerimist, kriipteeritud sdnumite analiitisimist
enne edastamist ning kohalike failide kaugotsingut, mis kujutavad
endast siigavat sekkumist eraellu.

Tépsustamist vajab ka artikli 88a ldige 4, mis reguleerib
nousolekut. Selle asemel, et suunata fookus konkreetsete
kasutajaliidese elementide sitestamisele, tuleks veenduda, et
ndusolekuga seotu oleks kooskdlas artikli 7 ldikega 4. Sellest
tulenevalt tuleb pidada ettepanekus védlja pakutud teksti
kohmakaks, sest “ndusolekutaotlusest keeldumise” (in k to refuse
requests for consent) asemel voiks olla kirjas, et nodusoleku
andmine ning tagasi votmine peaks olema voimalik iihe klikiga.

AKI on arvamusel, et IKUM artikli 88a lisamine on vajalik samm,
et reguleerida isikuandmete to6tlemist 1oppseadmetes. Samas vajab
artikli  sOnastus tdpsustamist, et tagada Oigusselgus ja
andmesubjekti diguste tegelik kaitse.

[12.] Andmesubjekti automatiseeritud ja masinloetavad
valikud seoses isikuandmete tootlemisega fiiiisilise isiku
16ppseadmes (IKUM artikkel 88b)

Voetud teadmiseks.
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Digitaalse omnibussi IKUM artikkel 88b koosmdjus artikliga 88a
loob raamistiku, mille kaudu andmesubjekt saab véljendada oma
ndusolekut voi keelduda sellest automatiseeritud ja masinloetava
vahendi kaudu, néditeks brauseri tasandil. See tdhendab, et
andmetootlejad peavad austama andmesubjekti antud valikuid ning
Euroopa Komisjoni iilesanne on tagada standardite loomine
masinloetavate signaalide tolgendamiseks.

Kisimusi tekitab ka ndusoleku andmise viis, mis on sétestatud
artikli 88b 10igetes 1 ja 2. Andes ndusolek brauseri tasandil on
tegemist tulevikku vaatava ndusolekuga. Kui andmesubjekt annab
ndusoleku kdikide voimalike kiipsiste paigaldamiseks, ei tea ta
ndusoleku andmise hetkel, milliseid kiipsiseid milline veebileht
kasutada voib. Selliselt antud ndusolekut ei saa pidada teadlikuks.
Teisalt tekitab kiisimusi ka ndusoleku kehtimise aeg. Kui artikli 88a
16ike 4 punkti ¢ kohaselt on ndusoleku andmisest keeldutud,
kiisitakse ndusolekut kuue kuu pirast uuesti. Sarnast ldhenemist
voiks kasutada ka ndusoleku andmise korral, kus iga kuue kuu
tagant on andmesubjektil voimalus oma kiipsiste sdtted iile vaadata
ja vajadusel korrigeerida. PGhjenduseks ei saa olla asjaolu, et
andmesubjektil on voimalus oma ndusolek igal ajal tagasi votta,
sest ndusolekut anda vOib samuti igal ajal ka kuuekuulise
teavituseta.

Meediateenusepakkujate erand artikli 88b Idikes 3 voib viia
olukorrani, kus automatiseeritud nousolek ei kehti koigi
veebiteenuste puhul, vdhendades standardiseerimise ja kasutaja
kontrolli  tegelikku  ulatust. Uhtlasi on  seadusandja
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meediateenusepakkujate puhul ilmselt soovinud teha sarnast
erandit nagu kehtivas IKUMis on tehtud artikkel 85 1dikes 2
(andmetootlus ajakirjanduslikel eesmérkidel). Kui seadusandja
tahe selline oli, tuleks sdnastus kooskdlastada artikli 85 1dikega 2,
kuivord meedia ja ajakirjandus ei ole slinoniitimid.

[13.] Tehisintellekti arendamine ja juurutamine (IKUM
artikkel 88c¢) Digitaalse omnibussi ettepanek lisab IKUMi artikli
88c. Artikli 88c kohaselt kui isikuandmete todtlemine on vajalik
vastutava tootleja huvides tehisintellekti madaruse artikli 3 punktis
1 madratletud tehisintellekti siisteemi voi tehisintellekti mudeli
arendamise ja kditamise kontekstis, v3ib sellist tootlemist teostada
digustatud huvi alusel IKUM artikli 6 1dike 1 punkti f tihenduses,
kui see on asjakohane, vélja arvatud juhul, kui muud liidu voi
siseriiklikud digusaktid nduavad sonaselgelt nousolekut ja kui
andmesubjekti huvid voi pohidigused ja -vabadused, mis nduavad
isikuandmete Kkaitset, on selliste huvide suhtes iilimuslikud,
eelkdige juhul, kui andmesubjekt on laps. Sellise to6tlemise suhtes
kohaldatakse asjakohaseid korralduslikke, tehnilisi meetmeid ja
kaitsemeetmeid andmesubjekti diguste ja vabaduste jaoks, nditeks
andmete minimeerimise pShimdtte jargimise tagamiseks allikate
valiku etapis ning tehisintellekti vO1 -siisteemi voi -mudeli
koolitamisel ja testimisel, et kaitsta tehisintellekti siisteemis voi -
mudelis sdilitatud jddkandmete avalikustamata jdtmise eest, et
tagada andmesubjektidele suurem ldbipaistvus ja anda
andmesubjektidele tingimusteta digus oma isikuandmete
tootlemisele vastuviiteid esitada.

Eesti toetab seisukohta, et

regulatsioonis tuleb selgelt eristada

arendamise ja rakendamise etappe.
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Euroopa Kohtu praegune kohtupraktika (nt C-131/12 Google
Spain) sétestab, et pelgalt drihuvi ei ole automaatselt pohidigustest
tilimuslik ning ,,vajalikkust* tuleb tdlgendada kitsalt. Artikkel 88c
piitiab sellest modda minna, kehtestades eelduse, et tehisintellekti
arendamine on artikli 6 1dike 1 punkti f kohaselt digustatud huvi
alusel teostatav.

Ka olemasoleva regulatsiooni alusel ei ole vilistatud, et
tehisintellekti arendamiseks isikuandmete to6tlemine digustatud
huvi alusel voib teatud juhtudel olla diguspérane, vottes arvesse
isikuandmete tootlemise pohimotteid. Selline nn digustatud huvi
eriregulatsioon iihe tehnoloogialiigi jaoks jitab petliku mulje
justkui lihtsustatud korras on digustatud huvi juba ette diguspérane
ning vilistab EAKNi poolt digustatud huvi aluse puhul suunistes
toodud kolmeastmelise huvi hindamise, sh andmetodtleja ja
andmesubjekti huvide tasakaalustamise, mille ndue tuleneb IKUM
art 6 Ig 1 p f enda sonastusest. AKI pdorab tdhelepanu ettepaneku
sonastusele, mis kasutab viljendeid ,,vajadusel” ja ,,v0ib taotleda”.
Selliste véljendite kasutamine suure riskiga andmete to6tlemiseks
ei paku vajalikku odiguskindlust. Vastupidiselt jitab see
seaduslikkuse kindlaksméddramise sisuliselt vastutava tootleja
subjektiivse hinnangu hooleks, mida jarelevalveasutustel on ilma
selgete seadusjéargsete kriteeriumideta raske vaidlustada.

Tekst hdlmab lisaks tehisintellekti treenimisele ka tehisintellekti
opereerimist. See viib ebaloogilise tulemuseni: standardse SQL-
andmebaasi kaudu andmeid tootlev vastutav tootleja peab oma
oiguslikku alust rangelt pdhjendama, samas kui vastutav todtleja,
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kes tootleb tépselt samu andmeid samal eesmargil tehisintellekti
stisteemi kaudu, saab viidata artikli 88c digustatud huvi eeldusele.

Ettepanek keskendub treenimisele ja opereerimisele kuid
ignoreerib  tehisintellekti  véljundit. Tehisintellekti mudelid
tekitavad sageli ,hallutsinatsioone* ehk valeandmeid (nt isiku
valestitidistused kuriteos). Vastutavad tootlejad vdidavad praegu
parandamise v0i kustutamise taotluste esitamisel, et nende taotluste
lahendamine on tehniliselt voimatu. Artikkel 88c tugevdab seda
seisukohta, muutes andmesubjektide  diguskaitsevahendid
praktiliselt olematuks. Parandamise ja kustutamise taotluse
esitamine on aga vaid hiipoteetiline vdimalus. Ettepaneku
pohjenduspunktis 31 viidatakse andmesubjekti modistlikele
ootustele, lébipaistvusele ja vastuvidite esitamise vdimalusele.
Praktikas ei saa andmesubjekt teadagi, et tema kraabitud
isikuandmeid kasutatakse tehisintellekti treenimiseks ning
labipaistvuse tagamine on problemaatiline. Samuti on
andmesubjektil voimatu esitada andmete tootlemisele vastuviidet,
kuna ta isegi ei tea oma andmete toStlemisest.

[14.]  Pohidiguste  hartaga  tagatud  Oiguste  seos
jarelevalveasutuste tooga

Ettepanek vihendab sellisel kujul litkmesriikide
jarelevalveasutuste tegelikku voimalust kohaldada isikuandmete
kaitse iildméddrust, mis on vastuolus Euroopa Liidu pohidiguste
harta artiklis 47 sdtestatud tohusa Oiguskaitse pdohimdttega.
Ettepanekus sisalduvad normid on vdrreldes kehtiva IKUMiga
oluliselt subjektiivsemad ja tehniliselt keerukamad, muutes nende

Arvestatud.
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iihtse ja jarjepideva joustamise praktikas oluliselt raskemaks ning
ressursimahukamaks olukorras, kus ressursse juurde leida, eriti
viikestel riikidel, on keeruline.

Selline regulatiivne nihe suurendab riski, et andmesubjekti diguste
kaitse muutub  ebajirjekindlaks ning jérelevalvepraktika
litkkmesriikide vahel killustub. Selle tulemusel voib andmesubjektil
rikkumise korral puududa reaalne ja tdhus vdimalus oma digusi
maksma panna, isegi kui need on formaalselt oOigusaktides
sdtestatud. Euroopa Kohtu praktika, sealhulgas kohtuasi C-333/22,
rohutab, et pohidiguste kaitse peab olema praktiline ja tdhus, mitte
iksnes teoreetiline vai néiline.

Selline olukord on problemaatiline ka harta artikli 52 Idike 1
tdhenduses, kuna diguste sisuline ndrgenemine joustamise tasandil
kujutab endast kaudset, kuid tegelikku pohidiguste piiramist. Kui
normatiivne raamistik ei taga tOhusat jirelevalvet ega reaalselt
toimivat diguskaitset, kahjustab see pohidiguste olemust ning ei ole
kooskdlas proportsionaalsuse ega diguskindluse pohimdtetega.

[15.] Teiste digusaktidega suhestumine

Digital Omnibusi ettepaneku pdhjenduspunktis 44 on vilja toodud,
et maédrus (EL) 2018/1725 (EUDPR) ja direktiiv (EL) 2016/680
(LED) tuleks viia kooskolla kdesoleva méairusega midrusesse (EL)
2016/679 tehtud muudatustega. Digital Omnibusi ettepanekute
valguses tdihendab LEDi ning sellele tuginevate siseriiklike
digusaktide kooskdlla viimine IKUM-iga seda, et Eesti diguses

Arvestatud.
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tuleb vajadusel tdiendada voi tépsustada juba kehtivaid LED-i
rakendusakte, st isikuandmete kaitse seadust.

EUDPR muudatused on ettepanekusse sisse toodud (ettepaneku 1k
85 jj), kuid LED direktiivi muudatusi ei ole. Oiguskaitseasutuste
jaoks muutub olukord keeruliseks, kui nad peavad erinevates
olukordades juhinduma erinevatest sétetest (mis puudutab niiteks
isikuandmete madistet voi rikkumisest teavitamise tdhtacgu).

Andmemairus

[16.] Andmete viljastamisest keeldumine (Andmeméiirus
artikkel 4 10ige 8)

Kehtiva andmeméiiruse artikkel 4 10ike 8 kohaselt on
andmevaldajal, kes on iihtlasi é&risaladuse omaja, voimalik
andmetele juurdepididsu taotlus rahuldamata jétta, kui on véga
tdendoline, et drisaladuse avalikustamine pohjustab talle suurt
majanduslikku kahju. Digitaalse omnibussi ettepaneku kohaselt
lisatakse drisaladuste kaitsmiseks juurde lisaalus andmete
véljastamisest keeldumiseks. Nimelt on andmevaldajal vdimalik
andmete viljastamisest keelduda, kui ta tdendab, et on olemas suur
risk, et drisaladus voib jouda kolmandate riikidega seotud
tiksusteni, kus drisaladuse kaitse ei ole piisav.

Praktikas voib tekkida olukord, kus érisaladust puudutavad andmed
sisaldavad ka isikuandmeid. IKUM artikli 15 alusel on
andmesubjektil Oigus isikuandmetega tutvuda. Andmesubjekti
digust andmetega tutvuda saab piirata mh IKUM artikli 23 kohaselt
liidu Oiguses sétestatud seadusandliku meetmega. Kehtiva

Arvestatud.
Eraldi drisaladuse seisukohta pole,
kuid pohidiguste kaitse sees.
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andmemaééruse pdhjenduspunkti 31 kohaselt ei tohiks mééruses
satestatud erandid andmetele juurdepddsu Sigusest mingil juhul
piirata IKUM-i kohast andmesubjektide juurdepédsudigust.

Ettepanekus ja pdhjenduspunktides ei ole eraldi vilja toodud,
kuidas drisaladuse kaitsega seotud lisaalus andmete véljastamisest
keeldumiseks IKUM-st tuleneva andmesubjekti
juurdepadsudigusega suhestub. Kehtiva madruse
pohjenduspunktidele tuginedes ei ole siiski tegemist eraldiseisva
alusega, mis lubaks andmevaldajal isikuandmete véljastamisest
keelduda. Seega ei peaks andmete véljastamisest keeldumiseks
loodav lisaalus isikuandmete véljastamisest keeldumisele
kohalduma ja andmevaldaja peab isikuandmete véljastamisest
keeldumisel tuginema IKUM-st tulenevale alusele nagu ka pracgu
kehtiv regulatsioon ette néeb.

[17.] Erasektorilt iildises hidaolukorras andmete taotlemine
(Andmemaéirus artikkel 14)

Kehtiva andmemaédruse artikli 14 kohaselt on andmevaldajatel
kohustus teha avalikule sektorile andmed kattesaadavaks
erakorralise vajaduse tottu. Erakorralist vajadust e1 ole mééruses
otseselt defineeritud, kuid artiklis 15 on tipsustatud, et erakorralise
vajadusena tuleks késitleda néditeks olukorda, kus andmed on
vajalikud iildisele hidaolukorrale reageerimiseks. Uldine
hiddaolukord on defineeritud kehtiva andmemaéiruse artikli 2
punktis 29, mille kohaselt on iildine hiddaolukord ajaliselt piiratud
erakorraline olukord (nagu rahvatervise, loodusdnnetusest tingitud
hiadaolukord voi inimtegevusest tingitud suurdnnetus, sh ulatuslik

Arvestatud.
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kiiberturvalisuse intsident), mis modjutab negatiivselt liidu,
litkkmesriigi voi selle osa elanikkonda ning millega kaasneb oht, et
see vOib tdsiselt ja pisivalt kahjustada elamistingimusi voi
majanduslikku voi finantsstabiilsust voi oluliselt ja vahetult
halvendada majanduslikke varasid liidus vO0i asjaomases
litkkmesriigis, ja mis tehakse kindlaks voi kuulutatakse ametlikult
vilja vastavalt liidu voi riigisisese diguse kohastele asjakohastele
menetlustele.

Kehtiva andmemaédruse artikli 15 16ike 1 punkti b alusel ja
pohjenduspunkti 72 kohaselt ei saa avalik sektor taotleda
isikuandmete viljastamist, kui avaliku sektori taotlused pdhinevad
erakorralisel vajadusel, mis ei ole seotud tildise hddaolukorraga.

Digitaalse omnibusi ettepaneku kohaselt lisatakse midrusesse
artikkel 15a, millega eemaldatakse andmevaldajate kohustus
viljastada andmeid avalikule sektorile erakorralise vajaduse tottu
ja andmete véljastamise kohustus kehtib iiksnes iildises
hiadaolukorras voi vahetult pérast iildist hddaolukorda olukorra
leevendamiseks vOi taastumise toetamiseks. Ettepaneku kohaselt
on avaliku sektori asutusel digus esitada andmevaldajale taotlus
eelkdige isikustamata andmete véljastamiseks. Andmemdiérusele
lisatava artikli 15a 10ike 2 kohaselt peaks isikuandmete
véljastamine toimuma olukorras, kus isikustamata andmed ei ole
iildise hddaolukorraga tegelemiseks piisavad ja kus vdimalik,
pseudontiiimitakse isikuandmed enne viljastamist.

Tegemist on kehtiva andmemaééruse artikkel 17 1dike 2 punkti e
(ettepaneku kohaselt eemaldatakse sidte andmemadrusest) sarnase
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sittega, kuid mirgata on olulist erinevust. Kehtiva sétte kohaselt
vOib  isikuandmeid avalikule sektorile véljastada  vaid
pseudontiiiimitud kujul, kuid ettepanekus toodud artikkel 15a 1dike
2 kohaselt on pseudoniiiimimine vdimalus, mitte kohustus.

Kuigi ettepanekuga eemaldatakse méérusest erakorralise vajaduse
tottu andmete véljastamise alus, eristab ettepanek siiski iildist
hiddaolukorda ja olukorda, kui avaliku sektori asutus taotleb
andmeid iildise hidaolukorra leevendamiseks vOi taastumise
toetamiseks (in k the recovery from a public emergency). Viimase
korral on lubatud viljastada ainult isikustamata andmeid
(ettepanekuga lisatav art 15a 10ige 3). Oluline on, et
hiadaolukorraga seotud piiride tdmbamine oleks liidus iihtne ning
jalgiks sama praktikat kdikides liikmesriikides.

96.

[18.] Andmehalduse miiruse lisamine andmemiirusesse
(Andmemairus peatiikk VIIa)

Kehtiva andmehalduse mééruse artikkel 11 16ike 1 jérgi pidid koik
andmevahendusteenuse osutajad, kes kavatsevad osutada artiklis
10  osutatud andmevahendusteenuseid, esitama  teatise
andmevahenduse pddevale asutusele.

Digitaalse omnibusi ettepanekuga andmemaidrusesse lisatav
peatikk VIla jdtab lisatavas artikli 32 1dikes 2 edaspidi
andmevahendusteenuse osutajatele teatise esitamise
vabatahtlikuks. Digitaalse omnibusi ettepaneku pdhjenduspunktis
8 on selgitatud, et turu praeguses arenguetapis néib olevat piisav
vabatahtlik kord, mis vdimaldab neutraalsetel osalejatel teistest

Mitte arvestada.

Eesti on toetanud seda, et teatist ei
peaks esitama. Muu regulatsioon ja
jdrelevalve jadvad alles.
Isikuandmete osas IKUM kohaldub.
Seda ei ole muudetud.

123



Seletuskirja lisa 1. Kaasamistabel

osalejatest eristada. Jéatkusuutlike &rimudelite vdimaldamiseks
tuleks korda muuta vihem rangeks, kaotades
andmevahendusteenuste ja muude lisavddrtusteenuste oigusliku
eraldamise ndude, mida teenusel peaks olema lubatud pakkuda,
asendades selle funktsioonipdhise eraldamisega, sdilitades samal
ajal teatavad kaitsemeetmed.

Kavandatavat Vlla peatiikki soovitakse kohaldada isikuandmete ja
isikustamata andmete suhtes. Jarelevalveasutused on valmistunud,
et olla valmis andmevahendusteenuse osutajate teatiste
vastuvotmiseks. Kehtiv raamistik oleks loonud
jérelevalveasutustele voimaluse olla sellistest teenuseosutajatest ja
nende tegevusest teadlik. Andmevahendusteenuse osutajatele
nende tegevusest teatamise vabatahtlikuks jidtmine voib luua
olukorra, kus teenuseosutajate iile puudub igasugune teadmine ja
kontroll. Kui teatiste esitamine jadb vabatahtlikuks, tekib risk, et
jarelevalveasutustel puudub iilevaade teenuseosutajatest, kes
vahendavad isikuandmeid. See omakorda vdhendab vdimalust
hinnata, kas andmete tdotlemine toimub kooskdlas IKUMi
nduetega, nditeks seoses todtlemise digusliku aluse, turvameetmete
ja andmesubjektide Oiguste tagamisega. Selline olukord vdib
suurendada ohtu, et andmeid vahendatakse piisava kontrollita, mis
vOib viia ebapiisava turvalisuse vOi andmesubjektide Oiguste
rikkumiseni.

Isikuandmete kaitse korge taseme tagamise kiisitavustele viitab
ettepaneku andmemaiiruse artikli 32c¢ punkt c, mille kohaselt
voivad andmevahendusteenuse osutajad pakkuda lisateenuseid,
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nditeks andmete sdilitamine, hooldamine, teisendamine,
kriipteerimine, anoniilimimine ja pseudoniilimimine. Punktis on
nimetatud, et seda vdib teha ainult andmevaldaja voi andmesubjekti
selgesonalisel taotlusel voi ndusolekul.

Voib eeldada, et planeeritavas muudatuses peetakse silmas, et
lisateenuste osutamine on lubatav kas andmevaldaja selgesonalisel
taotlusel voi andmesubjekti ndusolekul. Konkreetne sdnastus aga
voimaldab tdlgendada seda ka viisil, et sobivaks voib osutuda
andmesubjekti selgesonaline taotlus. Isikuandmete puhul on vaja
to6tlemiseks IKUM artikkel 6 18ikest 1 tulenevat diguslikku alust.
Seega ei loo muudatus selgesonalist ega iihtselt tolgendatavat
regulatsiooni. Andmemaéruse artikli 32c punkti ¢ tasuks vorrelda
ettepanekus andmemadruse artikkel 32f 16ikega 3, mille sOnastuses
on andmesubjekti ndusolekut ja andmevaldaja luba selgelt
eristatud.

[19.] Avaandmetega seotud pohimodtete muudatused
(Andmemairus peatiikk VIIc)

Andmemaéidruse muudatustega soovitakse iihildada avaandmete
ning piiranguga avaliku sektori andmete taaskasutamise
regulatsioonid. Kéiesoleval hetkel on avaandmete direktiiv ning
andmehalduse méirus oma olemuselt erinevad osas, mis puudutab
regulatsioonide piire, kuivord kui avaandmete direktiiv kohaldub
nii andmetele kui ka dokumenditele, siis kehtiv andmemaéérus
piiranguga andmete puhul kohaldub vaid andmetele.

Arvestatud.
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Andmemééruse ettepaneku kohaselt on andmemééruse eesmirk
tthildada avaandmete direktiiv 2019/1024 ja andmehalduse méiéirus
2022/868. AKI ndustub, et iihtne digusakt on positiivne suund
tihtlustamaks andmete taaskasutamise reegleid ja definitsioone.
Kéesoleval hetkel on avaandmete direktiivi erinevalt {ilevotmine
toonud kaasa piiranguta andmete taaskasutamise piiride erinevad
tolgendused.

Praktikas tekitab probleeme, kui avaldatud isikuandmeid
taasavalikustatakse mujal, nditeks infoportaalides, ja neid
kombineeritakse veel omakorda muude avalikest allikatest leitud
isikuandmetega. Ettepaneku pohjenduspunkti 24 kohaselt ei
tdhenda isikuandmete sisaldus teabes seda, et neid ei tohi anda
taaskasutamiseks, vaid nende kasutamist tuleb vajadusel piirata ja
anda kasutamiseks kaitstud andmetena. Seega, kui isikuandmed on
osa avalikust teabest, peab teabevaldaja enne nende
taaskasutamiseks andmist hindama, kas avaldamine voOib

kahjustada andmesubjekti digusi ja huve ning vajadusel anda see
teave taaskasutamiseks kaitsemeetmetega. Ettepanekus on
andmemaddruse artikli 17 10ike 1 punktis g tdpsustatud, et
isikuandmete taaskasutamiseks andmisel peab enne andmete
kasutamiseks andmist votma kasutusele kaitsemeetmeid. Selline
lahenemine néitab, et isikuandmeid ei tohi avaandmetena
taaskasutamiseks kaitsemeetmeteta anda.

Ettepaneku pohjenduspunktis 7 on selgitatud, et andmeméérus ei
loo diguslikku alust isikuandmete toGtlemiseks. Selline kisitlus
niitab, et isikuandmete to6tlemise puhul peab lihtuma IKUM-st.
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See aitab tdsta teadlikkust, et isikuandmete taaskasutamine (ka juba
avalikustatud isikuandmete) eeldab IKUM artiklist 6 tuleneva
oigusliku aluse olemasolu. Seda kinnitab ka ettepaneku kavandatav
andmemadruse artikkel 32w lg 2 punkt c.

Ettepanekus andmemaédruse artikli 32w 10iked 3 ja 4 sdtestavad
konkreetsed viisid, kuidas isikuandmeid saab taaskasutamiseks
anda. Eelkdige ndevad sidtted ette vOimaluse isikuandmete
anoniiimimiseks voi muul viisil ettevalmistamiseks; samuti voib
kehtestada kohustuse toddelda andmeid iiksnes turvalises
tootlemiskeskkonnas voi  flilisilises ruumis. Lisaks voib
taaskasutajale méairata konfidentsiaalsuskohustuse. Oluline on, et
teabevaldajal sdilib Gigus kontrollida taaskasutaja teostatud
andmete vOi dokumentide tootlemise protsessi, vahendeid ja
tulemusi, et tagada andmete vdi dokumentide kaitse terviklikkus.
Ettepanekus andmemaéiiruse artikli 32w 13ige 5 sitestab selgelt, et
juhul kui eelnevate tingimuste kohaselt ei ole vdimalik
isikuandmeid sisaldavaid andmeid avaandmeteks anda, on nende
taaskasutamine lubatud iiksnes andmesubjekti ndusolekul. AKI
hinnangul on tegemist tasakaalustatud ja asjakohase, aga eelkodige
selgust loova lahendusega.

Ettepanekus andmemééruse artikli 32x 10ike 1 kohaselt on
taaskasutaja kohustatud teavitama avaliku sektori asutust
kavatsusest edastada teatavat liiki kaitstud andmeid, mis ei ole
isikuandmed, kolmandasse riiki, ning teavitama edastamise
eesmdrgist andmete taaskasutamise taotlemise ajal. Kiisitav on,
mida tuleb selles kontekstis edastamisena kéasitada, néiteks kas see
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hélmab ka andmete iileslaadimist teenustesse, kus andmed
liiguvad, nditeks pilveteenused vdi analiilitikakeskkonnad, mis
paiknevad voi mille alltodvatjad paiknevad kolmandates riikides.
Ettepanek eeldab teavitamist taotluse esitamise ajal, kuid praktikas
puudub avaliku sektori asutustel iilevaade, kes avaandmete
portaalist andmeid alla laadib voi mida taaskasutajad teabendude
tulemusena saadud andmetega hiljem teevad. Seetdttu voib
teavitamiskohustus tunduda taaskasutajate vaatest biirokraatlik ja
raskesti rakendatav, teisalt puudub ka teavitamise iile
jérelevalvevoimalus.

AKI on arvamusel, et avaandmete regulatsioon ettepanekus on
selgem kui kehtiv avaandmete direktiiv ning kaitsemeetmete
rakendamise kohustus tagab nii isikustatud kui ka isikustamata
andmete taaskasutamise turvalisuse ja usalduse. Avaandmete
avaldamisel ja taaskasutamisel on oluline leida tasakaal avatud
juurdepiisu ja isikuandmete kaitse vahel, seda eelkdige juhul, kui
avaandmed vodivad sisaldada isikuandmeid.

Tehisintellekti méérus

[20.] Isikuandmete eriliikide tootlemine Kkallutatuse
tuvastamiseks ja leevendamiseks (Tehisintellekti miéruse
artikkel 4a)

Tehisintellekti omnibusi ettepanekuga lisatakse tehisintellekti
madrusesse artikli 4a kujul Siguslik alus isikuandmete eriliikide
tootlemiseks kdigi tehisintellektisiisteemide ja -mudelite pakkujate
ja juurutajate poolt, kui see on vajalik kallutatuse avastamiseks ja

Arvestatud.
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korvaldamiseks, tingimusel et kohaldatakse asjakohaseid
kaitsemeetmeid. Tehisintellekti omnibusi pdhjenduspunkti 6
kohaselt kehtestatakse see alus kooskdlas IKUM artikli 9 18ike 2
punktiga g.

Kallutatuse tuvastamine ja selle korrigeerimine on selgelt iga
tehisintellektimudeli voi -siisteemi pakkuja ja juurutaja selge huvi.
Seega vOib arvata, tehisintellektimudelite ja -siisteemide pakkujad
ja juurutajad peavad alati vajalikuks eriliiki isikuandmete
tootlemist ja tegelikkuses ei teki ilmselt olukorda, kus vajalikkuse
puudumist jaatada saaks. Nii luuakse ka tehisintellekti médruse
artikliga 4a vaikimisi eeldus, et eriliiki isikuandmete to6tlemine on
alati aktsepteeritav. Samas arvestades IKUM artikkel 9 1diget 2 ei
tohiks eriliiki isikuandmete toGtlemist kisitleda kui vaikimisi
lubatud tegevust. Vastupidiselt peab see olema rangelt piiratud,
labipaistvalt pohjendatud ja tehniliselt kontrollitud, et véltida nii
oiguslikke rikkumisi kui ka tihiskondlikku kahju.

Kiisitavusi tekitab selle sédtte loomisel ka oOiguslike alustega
seonduv. Digitaalse omnibusi ettepaneku kohaselt soovitakse
IKUMi lisada artikkel 88c, kehtestades sellega eelduse, et
tehisintellekti arendamine on artikli 6 10ike 1 punkti f kohaselt
oigustatud huvi alusel teostatav. Teisalt, mis puudutab
isikuandmete eriliikide tootlemist kallutatuse tuvastamiseks ja
leevendamiseks, siis tehisintellekti omnibusi ettepanekus
tehisintellekti médruse artikkel 4a soovitakse kehtestada IKUM
artikkel 9 16ike 2 punkti g alusel. Viimane neist iitleb, et eriliiki
isikuandmete to6tlemine on lubatud, kui see on vajalik olulise
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avaliku huviga seotud pohjustel liidu voi litkkmesriigi diguse alusel
ning on proportsionaalne saavutatava eesmirgiga, austab
isikuandmete kaitse Oiguse olemust ja tagatud on sobivad ja
konkreetsed meetmed andmesubjekti pohidiguste ja huvide
kaitseks. Nii ei ole kallutatuse tuvastamine ja selle leevendamine
enam tehisintellektimudeli voi -siisteemi pakkuja vOi juurutaja
huvi, vaid avalikkuse huvi. See viitab moningasele ebakdlale, sest
tegelikult on ka ilmselt tehisintellektimudeli vai -siisteemi pakkujal
vOi juurutajal é&riline huvi, et loodud tehisintellekt oleks
usaldusvairne, mis omakorda vdimaldaks saada enam kasutajaid.
Seejuures voOib kallutatuse tuvastamine ja selle leevendamine
toimuda juba arendamise etapis, mille puhul tdstatub kiisimus, kas
sellisel juhul toddeldakse eriliiki isikuandmeid korraga mitmele
erinevale diguslikule alusele tuginedes.

Kavandatava artikkel 4a 16ige 1 punkt e ndeb ette tingimuse, et
isikuandmete  eriliigid  kustutatakse  pérast  erapoolikuse
parandamist voi isikuandmete sdilitamisperioodi 16ppu, olenevalt
sellest, kumb saabub varem. Kéesoleva arvamuse peatiikis 4 on
AKI juba tostatanud kiisimuse, kas isikuandmete kustutamine juba
stisteemi sattunud andmete puhul on ikka voimalik.

[21.] Registreerimiskohustusest loobumine (Tehisintellekti
mairuse artikkel 49 16ige 2)

Kehtiva tehisintellekti méédruse artikkel 49 ldike 2 kohaselt
registreerib pakkuja voi kohaldataval juhul volitatud esindaja enne
sellise suure riskiga tehisintellektisiisteemi turule laskmist voi
kasutusele votmist, mille kohta pakkuja on vastavalt artikli 6
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16ikele 3 teinud otsuse, et tegemist ei ole suure riskiga siisteemiga,
selle siisteemi artiklis 71 osutatud ELi andmebaasis. See ndue
kavatsetakse tehisintellekti omnibusi eelndu punkti 14 kohaselt
kaotada, seega edaspidi jaéb tehisintellekti madruse artikkel 6 1oike
3 kohane hindamine ja dokumenteerimiskohustus pakkuja
vastutada (nii nagu see seni on olnudki), kuid muudatuse kohaselt
el pea pakkuja enam sellisest siisteemist teada andma. Kuigi
tehisintellekti omnibusi pdhjenduspunkti 9 jargi voivad riiklikud
padevad asutused nduda pakkujatelt dokumendid vilja, ei pruugi
padeval asutusel olla iildse teadmistki tehisintellekti pakkuja
olemasolust. Dokumentide véljandudmise eeldus on selliste
dokumentide olemasolust teadmine. Nii v3ib turule sattuda ja seal
monda aega tegutseda tehisintellektististeem, mille pakkuja on
kvalifitseerinud tehisintellekti madruse artikkel 6 16ike 3 kohase
siisteemina, kuid mille Oigeaegse registreerimise korral oleks
riiklikul padeval asutusel tekkinud selle olemasolu kohta teadmine,
et vajadusel jirelevalvemeetmetega sekkuda.

[22.] Tehisintellekti regulatiivliivakastid (Tehisintellekti
méirus artikkel 57)

Kehtiv tehisintellekti méadrus seab litkmesriikide pédevatele
asutustele kohustuse luua riiklikul tasandil vdhemalt iiks
tehisintellekti  regulatiivliivakast. Ettepanekuga sétestatakse
Euroopa tehisintellektiametile (tehisintellektiamet) véimalus luua
selline regulatiivliivakast ka liidu tasandil. AKI on seisukohal, et
EL-1 tasandil regulatiivliivakasti loomine voiks aidata toetada
innovatsiooni, eelkdige VKE-de ja start-upide kontekstis ning

Osaliselt arvestatud.

Seisukohad leiame, et ei litvakastid
ei tohi tiksteist dubleerida. Lisaks
selgitame, et regulatiivliivakastidel
oma rakendusmaérus ka tulemas,
milleks volitusnorm kehtivast Al
méidrusest (art 58). Volitusnormis ka
jarelevalve, digiomnibussiga
lisajdrelevalve raamistikku ei toetata.
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viltida ,,forum shoppingut“ ning killustunud ldhenemist
liikmesriikide loikes. Samas tOstatuvad ettepanekuga ka
potentsiaalsed ohukohad. Tegelikes tingimustes testimine ei tohiks
viia kontrollimatu andmetoo6tluseni. Vajalik on  kindlate
protseduuride paika seadmine liivakastist viljumiseks ning
andmete kustutamiseks kui testimine on 1dppenud. Ettepanek
tekitab kiisimusi riiklike padevate asutuste rolli kohta EL-i tasandi
litvakastide disainimisel ja jdrelevalves. Nimelt mainitakse
ettepanekus, et tehisintellektiamet peaks EL-i tehisintellekti
regulatiivliivakaste rakendama koostods pédevate riiklike
asutustega, seejuures aga ei selgitata vastava koost0d tegemise
kriteeriumeid ega erinevate asutuste rollide ja pddevuste jaotust.
Kehtiva tehisintellekti méaruse artikli 57 15ige 10 néeb riiklike
tehisintellekti regulatiivliivakastide suhtes ette riikide péddevate
asutuste kohustuse tagada, et niivord kui tehisintellektisiisteemid
on seotud isikuandmete  toGtlemisega, on  riiklikud
andmekaitseasutused ja konealused muud riiklikud voi padevad
asutused seotud tehisintellekti regulatiivliivakasti toimimisega ning
osalevad oma asjakohaste ililesannete ja volituste ulatuses nende
aspektide jarelevalves.

AKI leiab, et liiduiilese tehisintellekti regulatiivliivakasti loomisel
on sarnaselt eeltoodud sittega vajalik kindla jérelevalveraamistiku
kehtestamine seoses isikuandmete todtlemisega (néiteks juhul kui
leiab aset isikuandmete to6tlemisega seotud rikkumine).

[23.] Uldotstarbelise tehisintellektisiisteemi jirelevalve ja
kontroll (Tehisintellekti maiiruse artikkel 75)

Arvestatud.
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Tehisintellekti omnibusi raames tapsustatakse tehisintellekti
madruse artiklit 75, millega tugevdatakse tehisintellektiameti rolli
tildotstarbeliste  tehisintellektislisteemide  jdrelevalves  ja
koordineerimises. Artikli eesmidrk on tagada iildotstarbeliste
tehisintellektisiisteemide lihtne kisitlus liidu tasandil ning viltida
killustunud jarelevalvet, arvestades nende silisteemide laia
kasutusulatust ja piiritilest moju. Tehisintellektiametile antakse
pddevus  koguda ja  hinnata  teavet iildotstarbeliste
tehisintellektisiisteemide kohta, toetada litkmesriikide
jarelevalveasutusi ning teha koostodd FEuroopa tasandi
struktuuridega, et tagada miéruse jarjepidev kohaldamine.

Tehisintellekti omnibusi ettepanekust jadb selgusetuks, kuidas
jagunevad vastutus ja padevus tehisintellektiameti ning riiklike
andmekaitse  jarelevalveasutuste vahel olukordades, kus
iildotstarbelisel tehisintellektisiisteemil pohinev lahendus toob
kaasa IKUMi rikkumise. Ilma selge rollijaotuseta vdib tekkida
regulatiivne liink, kus tehniline jirelevalve tehisintellekti alusel ja
isikuandmete kaitse jirelevalve IKUMi alusel ei moodusta sidusat
tervikut, vaid eksisteerivad paralleelselt, vihendades isikuandmete
kaitse tegelikku tShusust.

[24.] Liikmesriigi jarelevalveasutuste padevuse piirid
(Tehisintellekti méiruse artikkel 77)

AKI tdlgenduse kohaselt on pohidigusi kaitsvatel asutustel kehtiva
tehisintellekti méiédruse artikli 77 alusel volitus dokumentatsiooni
kiisimiseks otse tehisintellektisiisteemide juurutajatelt ja
pakkujatelt. Ettepaneku jérgi peaksid pohidigusi kaitsvad asutused

Osaliselt arvestatud, kajastub
seletuskirja punktis 6.5.6.
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vastavat dokumentatsiooni hakkama taotlema
turujirelevalveasutuste kaudu. Selline muudatus suurendab
toendoliselt halduskoormust ja voib tekitada

turujirelevalveasutuste juurde nn ,,pudelikaela“ kui neile lisandub
kohustus lisaks olemasolevatele kohustustele igakordselt asuda
pohidigusi kaitsvatele asutustele dokumentatsiooni vahendava
asutuse rolli. AKI on seisukohal, et kehtiv tehisintellekti méaruse
artikkel 77 tuleks jitta muutmata, kuivord see ei aita tdita
ettepaneku lihtsustavat eesmirki. Selle asemel muutub protsess
keerulisemaks, kuivord sama eesmérgi tditmiseks on vajalik ldbida
tdiendavaid samme. Uhtlasi kitsendatakse selliselt pohidigus
kaitsvate asutuste padevusi.

Kiisimused Euroopa Komisjonile

Kéesolevaga esitab Andmekaitse Inspektsioon oma tekkinud
kiisimused.

1. Kuidas tuleks mdista isikuandmete mdiste juures ,,mdistlikult
toendoliselt kasutatavad vahendeid* ning kuidas haakub sellega EK
lahendi C-582/14 p 46 sitestatu, et vahendite kasutamisel peab
identifitseerimise oht olema olematu voi ebaoluline?

2. Miks ei ole Komisjon votnud isikuandmete moiste kontekstis
arvesse kolmandate isikute moistlikku voimalust isikuid tuvastada
olukorras, kus teabevaldajal selline teave puudub?

Teadmiseks voetud: tegemist on
kiisimustega, mida on vdimalik
edastada komisjonile.
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3. Kas seadusandja soov on tdlgendada IKUM artikkel 5 15ike 1
punkti b pdhjendust selliselt, et eesmirgi kooskdla tdhendab ka
oigusliku aluse olemasolu?

4. Miks ei ole tehisintellektiga seonduvaid sitteid lisatud
tehisintellekti méadrusesse, vaid tehnoloogiliselt neutraalsesse
IKUMi?

5. Kuidas hinnata andmetodtleja kavatsust isikuandmete
tootlemisel IKUM artikkel 9 15ike 5 kohaselt?

6. IKUM artikli 12 1dike 5 kohaselt vdib pidada iileméiraseks neid
andmesubjekti taotlusi, mille eesméirk ei ole andmete kaitsmine.
Mida tdhendab viidatud ,,andmete kaitsmine ning milliste
kriteeriumite alusel tuleks hinnata andmesubjekti eesmérki?

7. IKUM artikli 13 1dike 4 vilistusi arvesse vottes kellel on
vOimalik antud artiklis viidatud erandit kasutada?

8. Uhtse teavituspunkti loomisel jéib arusaamatuks ENISA roll
andmete saamisel. Kas ENISA-l1 on andmete nédgemise 0igus?
Kuidas hakkab andmete litkkumine andmetootlejalt
jarelevalveasutusele tépselt toimuma?

9. Kuidas suhestuvad omavahel iihtse teavituspunkti kaudu
erinevatele jarelevalveasutustele edastatavate teadete tihtajad? Kas
moistlik ei oleks kehtestada {ihtne tdhtaeg ning jarelevalveasutuse
teavitamise ldvend?
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10. Kas saame OQigesti aru, et kui {lihtse teavituspunkti kaudu
esitatakse teavitus NIS2 alusel RIAle tdhtajaga 24 tundi ja AKlle
tahtajaga 96 tundi sama intsidendi osas, siis kas need teavitused
tulevad AKlle RIAga samaaegselt ning sellisel juhul on
teavitustidhtaeg lithem?

11. Rikkumisteate esitamise kiinnise tOstmise kasuks rddgib
asjaolu, et jdrelevalveasutused saavad suurel hulgal
rikkumisteateid. Kui eesmirgiks on vidhendada véheoluliste
rikkumisteadete esitamist, kas kiinnis ei peaks olema madalam kui
praegu viljapakutud ,,suur oht*?

12. Milline on ettepaneku suhe Komisjoni méérusega 611/2013?

13. Kas IKUM artikli 88a 15ike 4 ndusolekutaotlusest keeldumine
ei ole vastuolus IKUM artikli 7 1dikega 4?

14. Kas IKUM artikli 88b raamistik on brauseripidajale
vabatahtlik?

15. Milline on andmemaéruses reguleeritud viirtuslike andmestike
ja isikuandmete suhe?

16. Millised on Euroopa tehisintellektiameti ja riiklike padevate
asutuste koostoo tegemise kriteeriumid ning milline on vastavate
asutuste rollide ning péddevuste jaotus EL-i tehisintellekti
regulatiivliivakasti kontekstis?

104

Statistikaamet

Meie esialgsel hinnangul jadb riiklikku statistikat puudutav
oiguslik regulatsioon ja eristaatus sarnaseks praegu kehtivaga, kuid

Teadmiseks voetud.
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mitmete Oigusaktide itheaegse muutmise kumulatiivset tulevast
moju on hetkel raske hinnata.

Meie seisukoht on, et digitaalne omnibuss peab vdimaldama
riiklikel statistikaasutustel andmete saamist avaliku ja erasektori
andmevaldajatelt ning turvalist andmejagamist. Lisaks on oluline,
et uuendatud digusraamistik toetaks riikliku statistika koostamise
lihtsustatud viise, sealhulgas uute tehnoloogiliste lahenduste
(nditeks tehisaru ja privaatsust sdilitav tehnoloogia) eetilist ja
labipaistvat kasutamist.

105

Tarbijakaitse ja Tehnilise
Jarelevalve Amet

Tarbijakaitse ja Tehnilise Jarelevalve Amet (TTJA) toetab Euroopa
Komisjoni Digital Omnibus paketi iildist eesmirki vdhendada
Euroopa Liidu digivaldkonna regulatiivset killustatust, parandada
Oigusraamistiku sidusust ning vdhendada nii ettevdtjate kui ka
jarelevalveasutuste halduskoormust. Kehtiv digiregulatsioonide
raamistik on viimastel aastatel kiiresti ja paralleelselt laienenud
ning hdlmab mitmeid osaliselt kattuvaid Oigusakte, mille
kohaldamine on praktikas osutunud keerukaks nii turuosalistele kui
ka pidevatele asutustele. Uhtlustamise ja konsolideerimise
eesmirk on seetdottu pdhjendatud ning pdohimotteliselt toetatav.
Samas mérgime, et regulatiivne lihtsustamine ei tohi toimuda
tarbijate pdhidiguste arvelt. Eelkdige peab sdilima kdorge
isikuandmete kaitse, ldbipaistvuse ja tdhusa diguskaitse tase ning
tarbijate huvid ei tohi jdida tehniliste voi majanduslike kaalutluste
varju. Digiteenuste usaldusvairsus ja turvalisus on tarbijate jaoks
keskse tdhtsusega ning nende ndrgenemine mdjutaks otseselt ka
digitaalse iihtse turu toimimist.

Vaetud teadmiseks
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TTJA toetab eelndus ette ndhtud erinevate intsidentidest
teavitamise kohustuste koondamist iihtsesse teavituskanalisse
(single-entry point). Praktikas seisavad ettevotjad téna sageli
silmitsi olukorraga, kus iiks ja sama intsident — néiteks digiteenuse
turvarike, millega kaasneb isikuandmete leke ja teenuse katkemine
— toob kaasa mitmeid paralleelseid teavitamiskohustusi erinevate
digusaktide ja asutuste ees. Uhtne teavituskanal vdimaldab
vihendada dubleerimist, parandada teabe kvaliteeti ning
soodustada tohusamat piirililest koostodd. Samas peab olema
selgelt reguleeritud, kuidas ja millise ajaraamistiku jooksul liigub
teave lhtsest kanalist edasi riiklike pddevate asutusteni ning
millisel hetkel loetakse ettevdtja teavitamiskohustus tdidetuks.
Oluline on véltida olukorda, kus vastutus hajub vdi teave ei joua
oigel ajal tegeliku menetlejani.

Arvestatud ja selgitame: Eesti leiab,
et erinevates EL digusaktides
olevaid teavitamise tdhtaegu tuleks
ithtlustada.

TTJA hindab positiivselt avaandmete direktiivi  sdtete
konsolideerimist andmemiédruse raamistikku ning avaandmete
reeglite muutumist vahetult kohaldatavaks Euroopa Liidu
madruseks. Avaandmete parem kéttesaadavus ja taaskasutamine
toetab tarbijatele suunatud teenuste arengut, sealhulgas
hinnavdrdlust, ldbipaistvust ning teadlikumaid tarbimisotsuseid.
Samas toob direktiivilt médrusele iileminek kaasa ka riske, kuna
litkkmesriikide senine paindlikkus oma andmekorralduse eripirade
arvestamisel viheneb. Eesti kontekstis, kus avaandmete ja e-riigi
lahendused on juba korgel tasemel, on oluline tagada, et uued ELi
nduded ei eeldaks toimivate siisteemide limberkujundamist ilma
selge lisandvéartuseta.

Teadmiseks voetud.
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Vairtuslike andmestike osas peab TTJA vajalikuks séilitada iihtne
ELi raamistik, kuid samas vodimaldada liikmesriikidel vajaduse
korral paindlikumalt tdiendada nimekirju, arvestades riiklikke
prioriteete ja tarbijakaitsealaseid vajadusi. Digitaalsete turgude ja
teenuste kiire areng eeldab, et véirtuslikeks andmeteks voivad
kujuneda ka uued andmekategooriad, mis tdna ei pruugi veel
kehtivates loeteludes kajastuda.

Teadmiseks voetud.
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Samas leiame, et Digital Omnibus paketis on ebapiisavalt
késitletud B2G  andmevahetuse rolli  tarbijakaitses ja
turujdrelevalves. Kuigi eelndu keskendub andmete
kittesaadavusele ja taaskasutamisele iildiselt, ei ole piisavalt
analtuisitud, kuidas B2G andmevahetuse ulatuse kitsendamine
mojutab riigiasutuste, sealhulgas jérelevalveasutuste, vOimet
tuvastada rikkumisi ja kaitsta tarbijate huve. TTJA hinnangul on
oluline selgelt méératleda, millistel tingimustel ja eesmérkidel peab
avalik sektor saama ligipddsu erasektori andmetele, eriti
olukordades, kus see on vajalik tarbijate kaitsmiseks,
turukuritarvituste ~ avastamiseks vOi  silisteemsete  riskide
hindamiseks.

TTJA néeb riski, et B2G andmevahetuse ulatuse viahendamine voib
ndrgestada turujérelevalvet, eelkdige digiplatvormide, diinaamilise
hinnastamise ning tehisintellektil pohinevate teenuste puhul, kus
rikkumised ei pruugi olla tiksikjuhtumid, vaid ilmnevad mustrite ja
suurandmete analiilisi  kaudu. Sellistes valdkondades on
jarelevalveasutuste ligipdds asjakohastele andmetele eelduseks
tohusale ja ennetavale tarbijakaitsele.

Mitte arvestada.

Digiomnibussi muudatused on
seotud iildregulatsiooniga.
Erivaldkondade jarelevalve sitted ei
ole omnibussi kohaldumisala
kiisimus. Need tulevad vastava
valdkonna eriregulatsioonist.
Pohidiguste kaitse seisukohad
olemas. Ettepanekus B2G sitted
puudutavad hiddaolukorda ja on
selgemaks kirjutatud.
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Tasude kiisimise osas andmete taaskasutamise eest leiab TTJA, et
eelndus vajab see teema tiiendavat selgitamist. Kuigi rhutatakse
avaandmete kittesaadavust, ei ole piisavalt kisitletud, millistel
juhtudel ja millistel tingimustel on andmete taaskasutamise eest
tasu kiisimine pdhjendatud ning kuidas tagada, et tasud ei
kahjustaks tarbijate huve ega piiraks konkurentsi. Eriti oluline on
hinnata riski, et tasuline andmete taaskasutus voib torjuda turult
viiksemaid teenusepakkujaid, sealhulgas iduettevotteid ja VKE-
sid, kelle teenused vdivad pakkuda tarbijatele olulist lisandvéértust.

Votta teadmiseks.

Juhime tdhelepanu, et kehtivas

andmehaldusméaéruses on tasu sétted

ja kiisimise alused juba olemas (vt
art 6).
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Seoses isikuandmete kaitse lildmééruse ja kiipsiste regulatsiooni
muudatustega suhtub TTJA eelndusse ettevaatlikult. Kuigi eesmark
vihendada nn ndusolekuvésimust ja suurendada digusselgust on
moistetav, on oht, et liiga laialt sOnastatud erandid isikuandmete
tootlemisele vOi terminaliseadmetele juurdepdisule vdivad
praktikas vdhendada tarbijate tegelikku kontrolli oma andmete iile.
Eriti oluline on tagada, et nn madala riskiga vO0i teenuse
osutamiseks vajalike to6tlemiste erandid ei laieneks profiilimisele,
kditumuslikule jédlgimisele ega tarbijate mdjutamisele. TTJA
hinnangul  peab ndusoleku  pdhimdte  sdilima  keskse
kaitsemehhanismina ning erandid peavad olema selgelt ja kitsalt
piiritletud.

Teadmiseks voetud.
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Tehisintellekti midrusega seotud digiomnibusi muudatused on
TTJA hinnangul osaliselt toetatavad, eriti osas, mis puudutab VKE-
de ja viikeste keskmise turukapitalisatsiooniga ettevdtjate
koormuse vihendamist, regulatiivsete liivakastide arendamist ning
Oigusselguse suurendamist kallutatuse tuvastamiseks vajalike

Teadmiseks voetud.
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andmete t60tlemisel. Samas leiame, et SMC-dele kavandatavate
leevenduste moju tarbijakaitsele ja jérelevalvele vajab tdiendavat
hindamist. Oluline on viltida olukorda, kus tarbijate kaitsetase
sOltub ettevotja suurusest ning kus vidiksematele voi keskmise
turukapitalisatsiooniga ettevotjatele antavad erandid vdivad
praktikas védhendada tarbijate Oiguste kaitset voOi1 jérelevalve
tohusust.

Samas tekitab muret korge riskiga tehisintellektislisteemide
kohustuste rakendamise edasiliikkamine standardite valmimiseni.
Kuigi praktilised rakendusraskused on arusaadavad, ei tohi see viia
olukorrani, kus tarbijad jddvad ajutiselt ilma piisavast kaitsest.
Leiame, et ka {ileminekuperioodil peavad kehtima
miinimumkohustused, sealhulgas riskide hindamine, ldbipaistvus
ning vOimalus tarbijatel oma digusi tGhusalt teostada.

Eesti jaoks on Digital Omnibus paketil mitmeid spetsiifilisi
mojusid, arvestades riigi korget digiteenuste taset ja
andmevahetusmudelit. Eesti e-riigi lahendused, sealhulgas X-tee ja
avaandmete portaalid, toimivad juba tdna histi ning uued ELi
nduded peaksid neid tdiendama, mitte asendama vdi dubleerima.
Lisaks tdidab TTJA digiteenuste mdadruse alusel digiteenuste
koordinaatori rolli, mistdttu on oluline, et uued koordineerimis- ja
teavitusskeemid oleksid kooskdlas olemasolevate
jarelevalvepraktikatega ning ei tekitaks tdiendavat ebaselgust
padevuste ja vastutuse jaotuses.

Teadmiseks voetud.
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Kokkuvottes toetab TTJA Digital Omnibus paketi eesmirki
vihendada ELi digiregulatsiooni killustatust ja halduskoormust
ning mitmeid pakutud lahendusi. Samas rdhutab TTIJA, et
regulatiivne lihtsustamine ei tohi ndrgendada tarbijate Oiguste
kaitset, isikuandmete kaitset, ldbipaistvust ega jdrelevalve ja
oOiguskaitse tdhusust. Eelnou edukas rakendamine eeldab selgeid
rakendussitteid, {ihtseid tolgendusi ning piisavat paindlikkust
litkkmesriikide eripdrade arvestamiseks, et sdilitada digitaalsete
turgude toimimiseks vajalik korge usaldustase. Eelndu edasine
kujundamine eeldab selgeid rakendussitteid, tdpselt piiritletud
erandeid ning kindlust, et jirelevalveasutuste tegelik suutlikkus
tarbijaid kaitsta séilib ka konsolideeritud regulatiivses raamistikus.

Teadmiseks voetud.

Selgete rakendussitete osas
seisukoht olemas.
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Eesti Interneti Sihtasutus

Kas toetame eelnoudes toodud eesmiirke ja pakutud lahendusi?
Toetame digivaldkonna lihtsustamispaketi {ldist eesméirki ja
pakutud lahenduste suunda, milleks on Euroopa Liidu
digivaldkonna digusaktide lihtsustamine, regulatiivse killustatuse
vihendamine  ning  dubleerivate  kohustuste  véltimine.
Domeeninduse vaates peame eriti positiivseks:

Andmealaste regulatsioonide koondamist andmeméérusesse
Toetame andmealaste regulatsioonide (andmete vaba litkumise
madrus, andmehalduse médrus ja avaandmete regulatsioon)
koondamist andmeméérusesse, mis suurendab oOigusselgust ja
viahendab olukordi, kus domeenindusega seotud teenuseosutajad
peavad samade andmete puhul eraldi analiilisima, kas ja millistel
tingimustel kohaldub moni nimetatud oOigusakt. Samuti seda,
millised piirangud voi kohustused nendest tulenevad. Praktikas

Teadmiseks voetud
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tdhendab see, et domeenindusega seotud registripidaja ei pea
tegema mitut paralleelset digusanaliiiisi eri regulatsioonide alusel.
Andmemaéérus loob soovitud iihtse raamistiku, mis selgitab, millal
ja millistel tingimustel andmeid vo0ib jagada, millised ndouded
kehtivad ning millised erandid kohalduvad, vihendades seeldbi
oigusselgusetust ja halduskoormust. Terviklik ldhenemine aitab
siisteemi tiihtlustada ja tagab Gigusselguse ka teenusepakkujatele,
kes igapdevaselt juriidikaga ei tegele.

Intsidentide raporteerimise lihtse teavituskanali (single-entry point)
loomist

Peame oluliseks intsidentide raporteerimise iihtse teavituskanali
loomist, mis on asjakohane nii .ee domeeniregistri kui ka
domeenindusega seotud registripidajate vaatest, kelle suhtes vdivad
samaaegselt kohalduda NIS2, isikuandmete kaitse iildméaéirus ning
muud teavituskohustused. Uhtne teavituskanal aitab viihendada
halduskoormust olukordades, kus sama tehniline intsident voib
kvalifitseeruda mitme digusakti alusel ning suurendab digusselgust
nii teenuseosutajatele kui ka jarelevalveasutustele.

116 Avaandmete direktiivi muutumine méiruseks. PGhimotteliselt | Teadmiseks voetud.
toetame avaandmete direktiivi muutumist Euroopa Liidu
madruseks, kuna madrus tagab iihtlasema ja selgema rakenduse
kogu ELis ning vdhendab litkmesriikidevahelisi erinevusi, mis on
oluline ka piiriiileselt toimiva digitaristu ja teenuste seisukohalt, sh
domeeninduse puhul. Selgitame siiski, et .ee domeeniregister ei ole
avaliku sektori asutus avaandmete regulatsiooni tihenduses ja .ee
domeeniregister ei halda meie hinnangul avaliku sektori andmeid
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selle regulatsiooni mdttes. Seega nt domeeninimede otsingumootos
WHOISi andmed ei ole automaatselt avaandmed. Kaudne moju
vOib avaandmete méiidruses aga tekkida nt olukordades, kus
riigiasutused  kasutavad  domeeni-, DNS- vd6i  muud
domeenindusega seotud statistikat poliitikakujunduses voi1 kus
arutatakse teatud koondandmete voimalikku taaskasutamist. Siin
on oluline EISI jaoks rohutada, et ka muul voimalikul juhul (kui nt
leitakse, et avaandmed voiks kohalduda ka riigi poolt asutatud
eradiguslikele SA-dele vms olukorras) domeenindusega seotud
tehnilised ja turvalisust mojutavad andmed (nt terviklik tsoonifail
voi DNS-logid véi muu domeenindusega seotud statistika) ei
kvalifitseeruks avaandmeteks. Samuti juhime tihelepanu, et
igasuguseks avandmeteks muutmise puhul tuleb riigil kindlasti
kaaluda turvalisust ja andmekaitse temaatikat, mis peavad jidma
tilimuslikuks.

Millised aspektid vajavad tipsustamist vo0i lisaselgitusi?
Praktilise rakendatavuse huvides vajavad mitmed paketis
sisalduvad ettepanekud tdpsustamist.
Tépsustamist vajab intsidentide raporteerimise iihtse teavituskanali
praktiline toimimine, sealhulgas see, kuidas on tagatud, et iihe
teavituse esitamine tdidab tegelikult mitme digusakti moju. Néiteks
NIS2 ja isikuandmete kaitse iildmééruse teavituskohustused ehk
kuidas need iihtlustatakse - kuna tegemist on véga erineva
eesmirgiga  Oigusaktid, on nende iihtse  pidepunkti
teavituskohustuse selgitamine oluline. Samuti see, kuidas jaotub
vastutus riiklike asutuste vahel ja kuidas aitab see viltida olukorda,
kus ettevotjalt oodatakse hiljem tdiendavat eraldi teavitamist.

Teadmiseks voetud.

Uhtse teavitusakna, tipsemalt

sellega seotud teavituste tdhtaecgade

ja teavituste sisu osas on koostatud
seisukoht.
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Samuti see, kuidas toimub hilisem aruandluskohustus.
Kaéesolevas paketis kavandatakse ka muudatusi elektroonilise side
ja isikuandmete kaitse regulatsioonis, eelkdige seoses kiipsiste ja
sarnaste tehnoloogiate kasutamist késitlevate ndusolekunduetega,
mille eesmidrk on vidhendada veebilehtedel kuvatavate
ndusolekukiisimuste hulka. Samuti on eesmirk viia ndusoleku
andmine rohkem kasutaja seadme voi brauseri tasemele ehk mitte
enam kasutajalt enda ndusoleku kiisimine. EISi hinnangul vajab
selle raames selgitamist machine-readable
ndusolekumehhanismide rakendamine, mis tdhendab kasutaja
ndusoleku edastamist ja arvestamist standardiseeritud tehnilise
signaalina, niiteks brauseri voi seadme seadistuste kaudu, mitte
tiksnes veebilehel kuvatava ndusolekukiisimuse kaudu. Oluline on
tdpsustada, millised tehnilised standardid selleks kasutusele
voetakse ning millised iileminekuperioodid on ette néhtud,
eelkdige vidiksematele teenuseosutajatele, samuti kuidas toimida
olukordades, kus selline tehniline ndusolekusignaal puudub voi on
vastuoluline, et véltida digusselgusetust ja ebaiihtlast rakendamist.
Kéesoleva muudatuse eesmérk peaks olema ka tagada, et kasutajale
el jadks teadmata, milliseid kiipsiseid tema brauseris kasutatakse ja
eesmirk peaks olema jatkuvalt kaitsta kasutajaid Oigustamatute
kiipsiste kasutamise eest. Antud juhul jadb mulje, et kuna see liigub
brauseri v0i seadme seadistusse, siis ebateadlikuma kasutaja jaoks
touseb risk, et tema taustal kasutatakse kiipsiseid, millele ta
teadliku kasutajana poleks ndusolekut andnud.

Taiendav markus:

Teadmiseks voetud.
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Al-middrus ja  isikuandmete  toOtlemise kaudne  moju
Kuigi Al-ga seotud digiomnibusi muudatused ei mdjuta
domeenindust otseselt, on neil kaudne ja silisteemne moju
isikuandmete toGtlemise iildisele raamistikule. Eriti tuleb esile
isikuandmete to6tlemise lubatavuse laienemine Al arendamise osas
oigustatud huvi moiste sisuline leevenemine. EISi hinnangul voib
see leevendus pikemas vaates mojutada ka digitaristu ja
domeeninduse valdkonda, kus andmete t66tlemine ja jagamine on
seni tuginenud pigem kitsalt tdlgendatud digustatud huvile. Nt seni
on EIS viljastanud isikuandmeid kolmandale osapoolele viga
piiritletud juhul GDPRi tdlgendades (valdkonna tava) ehk
véljastatakse iiksnes domeeninimi.ee registreerija isikuandmed
(pohjendatud alusel). Samas voOib digustatud huvi aluse
laiendamine tehisintellekti madruse kontekstis tuua kaasa olukorra,
kus domeenidega seotud isikuandmeid hakatakse ndudma ka
laiemates ja senisest erinevates kasutusjuhtudes, mis iiletavad
domeeninimi.ee Oigustatud ulatuse ja eesmirgi. Kuigi iga
konkreetset juhtumit tuleb ka edaspidi analiitisida eraldi, peab EIS
oluliseks rohutada, et digustatud huvi madiste iildine olemus peaks
jaama kitsalt tdlgendatavaks ning selgelt piiritletuks, et viltida selle
kontrollimatut ja laienevat rakendamist.
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Eesti Linnade ja Valdade
Liit

Kas toetate eelnoudes toodud eesmérke ja pakutud lahendusi?
Palun tooge vilja, milliseid toetate ja miks? Milliseid
ettepanekuid Teie ei toeta ja miks?

Eesti Linnade ja Valdade Liit tunnustab Euroopa Komisjon
puidlusi ldbi digivaldkonna digusaktide lihtsustamispaketi

Teadmiseks voetud.

Andmediguse vaatest selgust on
silmas peetud.
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"digiomnibus" muuta selgemaks andmehalduse ning andmete
kasutamise regulatsioone. Peame oluliseks, et reeglid oleksid
arusaadavad ning toetaksid kaasaegsete ja kasutajasobralike
avalike teenuste arendamist. See ei ole iiksnes vajalik Euroopa
riitkide konkurentsivoime tugevdamiseks, vaid eelkdige elanike
heaolu tostmiseks vajalike lahenduste viljatootamiseks ning
kasutuselevotmiseks. Regulatsioonide taasmotestamine peaks
aitama puhastada Oigusaktid iileliigsest jittes alles vaid
hiddavajaliku ja muuta otsustus- ning valitsemisprotsessi
labipaistavamaks. Prioriteediks peaks olema inimene koos oma
Oiguste ja vajadustega. Silmas tuleks eelkdige pidada voimalusi,
mida andmed otsustusprotsessis loovad ja piiiielda eelkdige just
vOimaluste avardamise suunas.

Kokkuvdtval ndhti  kaasatud kohalike omavalitsuste poolt
positiivsena:

e andmevaldkonna Oigusaktide koondamist, mis teeb
omavalitsuse kohustused selgemaks;

e {ihtse kanali loomine viahendaks dubleerimist ja lihtsustaks
omavalitsuste t00d (praegu tuleb sama intsidendi kohta
teavitada mitut asutust, nditeks Riigi Infosiisteemi Ametit
(RIA/CERT-EE) ja Andmekaitse Inspektsiooni (AKI),
sageli eri vormides ja erinevate tihtaegadega, samas, seda
annaks ehk parandada ka siseriiklikult, mitte toetudes EL
regulatsioonile);

o tehisintellekti lahenduste testimise ja kasutamise selgemat
raamistikku.

Uhtse teavitusakna osas ei piisa
ainult siseriikliku diguse muutmisest
— konkreetsemad téhtajad ja
teavituse sisud nieb ette EL digus.
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Palun tooge viilja muud teemad, mis on nimetatud akti puhul
Teile murekohaks.

Digivaldkonna arengul on voimaluste korval mitmeid ohte, mida
peab libi regulatsioonide ennetama. Oiguslike ohtude korval tuleks
enam arvestada andmekasutuse piirangutega  kaasneva
Ladremaastumise® eest. Avalike teenuste osutamine tiheasustatud
aladel erineb sageli pohimotteliselt vorreldes horedalt asustatud
maapiirkondadega (n. pole vaja linnades iihistransporti limber
korraldada kui elama saabub uus perekond, kuid maapiirkonnas
voib uue perekonna elama asumine tuua kaasa vajaduse koolibussi
teekond ilimber teha, kuid selleks on vaja digust andmete
tootlemiseks). Oigusaktid ei tohiks vdimendada erinevusi, vaid
luua olukorra, kus digitaalsed lahendused annaksid vdimaluse
osutada teenuseid vastavalt piirkondlikele erisustele ja séilitada
kohalikku autonoomiat. Enamik avalikke teenuseid, mida inimesed
tarbivad, on seotud otseselt kohalike omavalitsustega ja nende
poolt pakutavaga. Tédnane ,,digiomnibusi‘ regulatsioon ei arvestada
piirkondlikke isedrasusi piisaval maiédral soovides {ihtlustada
pohimdtteid, mida voiks otsustada kohalikul tasandil.

Oigusaktiga kaasneva mdju ulatuse analiiiis niib liialt abstraktne.
Kohalike omavalitsuste ja nende esindusorganisatsioonide
kaasamine ei ole olnud piisav. Seda on tehtud kiirustades, mojusid
piisaval méddral arvestamata. Mojuanaliilisid ei arvesta piisaval
madral kohalikke otsuseid ning seadusakti rakendamisega
kohalikul tasandil. Eelkdige otsuste puhul, kus andmete
kasutamisega kaasnevate otsustega oleks vdimalik ressursse

Teadmiseks voetud.

Tegemist on iildregulatsiooniga,
sdtestades lihtsed alused ja
voimalused koigile, sh
omavalitsustele.
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otstarbekamalt kasutada. Praegusel kujul on Euroopa Komisjon
digivaldkonna oigusaktide lihtsustamispaketi "digiomnibus"
vormilt koondav ja sisult diguslik, kuid kohalikul tasandil praktikas
realiseeritavus ebamddrane. See omakorda siivendab hirme
tdiendavate kohustuste ja sellega kaasnevate kulude osas.

Omavalitsuste tagasisides toodi vélja peamiste murekohtadena:

e Uute andmenduete rakendamine tdhendab sageli vajadust
muuta infostisteeme voi tooprotsesse, milleks ei ole alati
ette ndhtud eraldi rahastust. Uute nduetega voivad kaasneda
lisakulud ja personalivajadus.

e Linna ametnikud vajavad praktilisi juhendeid ja koolitusi,
et moista, kuidas uusi reegleid teenuste arendamisel
rakendada.

e Ebapiisava selguse korral voib linn jdtta kasutamata
innovaatilisi lahendusi, nditeks Al-pohiseid
analiilisitooriistu, kuigi need aitaksid parandada teenuste
kvaliteeti.

Teadmiseks voetud.

122

Eesti Keele Instituut

Viidatud kirjas tuuakse mitmeid néiteid, kus kavandatakse sitted
kirjutada erinevates Oigusaktides — olgu siis Euroopa Liidu
direktiivis vO1 middruses — selgemaks, ldhtudes parimatest
praktikatest. Instituut, tegeledes keeleandmete ja -tehnoloogiaga,
tootleb andmeid teadusuuringute eesmairgil, milles sisalduvad nii
isikuandmed kui tihti keeleandmestikena ka autoridigustega
kaitstud teosed. Seetdttu tuleks hinnata, kuivord on need kaks
maailma omavahel teaduseesmérkideks tegelikult {ihildatavad.
Isikuandmete kasutus teadusuuringute eesmirgil on lubatud
lahtuvalt eesmérgist, kus teadusuuring peab toimuma mingi laiema

Osaliselt arvestatud ja teadmiseks
voetud.
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hiive eesmidrgil (uus ravim, uus meetod, uus teadmus).
Isikuandmete kaitse seadus vdimaldab seega andmekasutust viisil,
kus teavet ise ei omata, kuid teadust soovitakse teha, seejuures on
voimalik taotleda isikuandmeid ka kolmandatelt isikutelt — kui
tootlemiseks on diguslik alus, on voimalik andmeid saada (IKS §
6). Seevastu autoridigustega kaitstud teoste puhul on teadusuuringu
labiviimine komplitseeritum ning mitmed nliansid normis
piiritlemata ja sisustamata ka kohtupraktikas. Jdddes viimast
ootama, on seni teadusuuringute 1dbiviimine praktikas keeruline (vt
AutOS § 191). Niiteks seab andmekaitse iildméirus esikohale just
riikklikud registrid ja seega avaliku sektori kdes oleva teabe
kittesaadavuse teadusuuringuteks, ndhes neis erilist viairtust
(IKUM pp 157). Samuti rdhutab iildmiirus, et teadusuuringu
mdiste on lai, hdlmates seejuures ka tehnoloogiaarendust (IKUM
pp 159). Isikuandmete kaitse seadus ei keela kaasata teisi
kaasvastutavaid tootlejaid voi volitatud tootlejaid sellesse protsessi.
Autoridiguse seaduse aluseks oleva direktiivi pdhjendused
sarnaseid selgeid selgitusi ei anna (nn DSM direktiivi). Selles on
toodud, et autori ndusolekuta ja autoritasu maksmiseta on teadus-
ja kultuuripirandiasutusel digus reprodutseerida teadusuuringutes
teksti- ja andmekaeve eesmaérkidel teost, millele tal on seaduslik
juurdepdds (AutOS § 191 lg 1). Sitte tdlgenduste jirgi saab
teadusuuringut teha teadusasutus teise teabevaldaja teabega vaid
siis kui tal on sellele juurdepédds. Enamasti on see 14bi avaandmete.
Muul juhul ldhenetakse 14bi fiiiisilise isiku tolgenduse, kes on nt
raamatukogu kasutajaks, tekitades keerukaid konstruktsioone ja
lepinguid teadusuuringu ldbiviimisel ja alusmaterjali to6tlemisel.
Seegi tdlgendus ei kehti alati ja kdigi suhtes. Siin ldhtutakse autori
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algsest litsentsist, kus nt teaduspublikatsiooni autor annab litsentsi
teose sdilitamiseks elektroonilises repositooriumis ning teose
avaldamiseks tildsusele. Kui eraldi litsentsi publikatsioonist koopia
tegemiseks ja teadusasutusele viljastamiseks ei kiisitud, ei olegi see
otse asutuselt asutusele sellisel viisil koopia tegemine voimalik,
kuigi seda palub teadusasutus ja teadusuuringu eesmérgil (nagu
erand ette ndeb). Seega ei ole iihelt poolt avalik teave kéttesaadav
mugavamal viisil, eeldades sisuliselt avaandmete kraapimist ning
teisalt, kdik teosed ei pruugi otsejuurdepédisetavad olla, mistdttu
tekib kiisimus nende Kkittesaadavusest teaduseesmairkidel.
Seejuures voib teabe korje sellisel viisil, isegi kui see on avalik,
votta eraldi ressursse ja aega kui samas voiks selle véljastada
teabevaldaja, nagu seda isikuandmete puhul tehakse. Riive
autoridiguste kontekstis ei muutu ning kiisimus on teadusuuringuks
teabe kittesaadavuse kiiruses ja ressursides (kraapides oleks
avalikustatud teost digus teadusuuringus kasutada nii ehk nii).
Peale teabe saamise eeldavad oigusselgust ka mitmed teised
aspektid. Naiteks kuivord on autoridiguste kontekstis lubatud
koostdo erasektoriga, kes omab tihti ainulaadset padevust vo1
tehnikat, et teatud andmeid sellises mahus tildse toodelda voi
mustreid leida, rddkimata kus erasektor teatud valdkonda voibki
eest vedada. Kuigi direktiivi pdhjenduspunkt koostdole viitab, on
oiguskirjanduses selle tdlgendused selle ulatuse osas ettevaatlikud
(vt DMS direktiiv pp 11). Instituut austab autorite digusi ning on
selge, et autorite diguste kaitseks tuli sdtestada selge erand, et teoste
kasutust piiritleda. K&esoleva kirja mote on aga rdhutada, et
andmete kéttesaadavus on problemaatiline isegi teadus- ja
arendusasutustel, kelle tarvis erand loodi. Kui andmete
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kéttesaadavus on takistatud seatakse eesti keele uurimine
olemuslikult kahtluse alla (nditeks kasvdi uue OS-i tegemine,
sonaveebid vms). Lopetuseks rohutame, et keeleuurimisel voi
keeletehnoloogiate arendamisel on mdlema valdkonna normiselgus
vaga tdhtis, nii nagu andmete kéttesaadavus. Seetottu loodame, et
kdesolevast diskussioonist on abi sétete selgemaks muutmisel voi
vihemalt eesmdirgidraste tolgenduste andmisel). Loodame, et
kiivitatud tegevused loovad selgust ning voimalusel panustaksime
omalt poolt ka teema edasistes aruteludes.

123

124

Eesti Vee-ettevotjate Liit

Eesti Vee-ettevotete
tehisintellektisiisteemidele

Liit toetab korge riskiga
kehtestatud kohustuste joustumise
edasiliikkamist, kuna ilma FEuroopa Komisjoni juhiste ja
standarditeta ei ole praktikas vdimalik nduetele vastavust tagada.
Samas on oluline, et edasiliikkamise korral oleks esitatud vihemalt
indikatiivne ajakava juhiste ja standardite valmimise kohta, sest
vastasel juhul puudub oOigusselgus selle osas, millal vastavad
kohustused joustuvad. Uhtlasi palume Euroopa Komisjonilt
konkreetseid suuniseid ja niiteid, millised veesektoriga seotud
tehisintellekti siisteemid voivad kuuluda korge riskiga siisteemide
regulatsiooni alla. Naiteks, kas ja millistel tingimustel voivad
joogi- ja reovee puhastusprotsesside optimeerimiseks kasutatavad
Al-siisteemid olla potentsiaalselt korge riskiga siisteemideks.

Arvestatud osas, mis toetab korge
riskiga tehisintellektisiisteemide
tahtaja edasi liikkamist ja
konkreetseid tdhtaegu.

Komisjon annab erinevaid juhiseid
juba vilja. Vee-ettevitjate osas
saame eraldi saata Komisjonile
kiisimuse.

Toetame iihtse intsidentidest teavitamise keskkonna (SEP1)
loomist, kuid juhime téhelepanu, et erinevad teavitustihtajad (24h
esmane teavitus NIS22 puhul ja 72h teavitustihtaeg IKUM puhul)
voivad praktikas vihendada SEP-i praktilist kasu. Seega palume

Arvestatud

Uhtse teavitusakna, tipsemalt
sellega seotud teavituste tdhtaegade
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125

kaaluda erinevate teavitustahtaegade lihtlustamist, mis aitaks kaasa
ettevotjate halduskoormuse vihenemisele. Samuti voiksid SEP alla
kuuluda ka AI méaarusest tulenevad teavitused.

ja teavituste sisu osas on koostatud
seisukoht.

126

Seoses avaandmete direktiivi4 muutumisega andmemaaruseks meil
sisulisi ettepanekuid ei ole. Hetkel me ei née vajadust ka muuta
vadrtuslike andmestike nimekirju.

Teadmiseks voetud.

127

Meie hinnangul vajavad tdpsustamist ja lisaselgitusi biomeetriliste
andmete to6tlemise alused.

Teadmiseks voetud.

Meie hinnangul vajab tdiendavat analiiiisi isikuandmete nn
,kontekstipdhine®  mdiératlus.  Omnibus-paketis  pakutud
lahenemine looks olukorra, kus andmete edastamisel peaks todtleja
iga kord eelnevalt hindama, kas ja mil mééral on andmete saajal
voimalik nende pohjal isikut tuvastada. See kehtiks ka nditeks
volitatud tootlejate puhul, kellele vastutav tootleja edastab
isikuandmeid oma iilesannete tiitmiseks. Leiame, et selline iildine
pohimdte ei vihendaks ettevotjate halduskoormust ega suurendaks
oiguskindlust, vaid pigem vastupidi. Taoline késitlus voiks olla
pohjendatud iiksnes erandina teatud liiki isikuandmete puhul,
nditeks juhul, kui tegemist on isiku kujutisega filmimaterjalil, kus
kujutis on véike ja/voi hdgune ning isikut ei ole voimalik reaalselt
tuvastada ilma eelneva teadmiseta tema viibimisest filmimise ajal
konkreetses asukohas v0i nditeks isikule omase riietuse pdohjal.
Sellisel juhul on siiski oluline, et voimalikud erandid oleksid viga
tépselt, selgelt ja liheselt moistetavalt sGnastatud.

Arvestatud. Eesti ei toeta moiste
taiendamist, vaid palume tdiendada
pohjenduspunkti.
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128

Veriff OU

Artiklit 9 muudetakse jargmiselt:
(a) loikesse 2 lisatakse jargmised punktid:

,»(k) tootlemine tehisintellekti siisteemi, nagu see on mééaratletud
madruse (EL) 2024/1689 artikli 3 punktis 1, voi tehisintellekti
mudeli arendamise ja toimimise kontekstis, jirgides loikes 5
osutatud tingimusi.

(I) biomeetriliste andmete todtlemine on vajalik andmesubjekti
isiku tuvastamise kinnitamiseks (verifitseerimiseks), kui
biomeetrilised andmed vdi verifitseerimiseks vajalikud vahendid
on liksnes andmesubjekti ainuvalduses.*

(b) lisatakse jargmine 10ige:

,»J. Loike 2 punktis (k) osutatud tootlemise korral rakendatakse
asjakohaseid korralduslikke ja tehnilisi meetmeid, et viltida
isikuandmete erilitkide kogumist ja muud to6tlemist. Kui
vaatamata selliste meetmete rakendamisele tuvastab vastutav
tootleja isikuandmete eriliigid treenimiseks, testimiseks voi
valideerimiseks kasutatavates andmekogumites voi tehisintellekti
siisteemis vOi1 tehisintellekti mudelis, peab vastutav tootleja need
andmed eemaldama. Kui nende andmete eemaldamine nduab
ebaproportsionaalseid joupingutusi, peab vastutav tootleja igal
juhul viivitamata ja tShusalt kaitsma neid andmeid selle eest, et
neid kasutataks viljundite loomiseks, avalikustataks voi muul viisil
kolmandatele isikutele kittesaadavaks tehtaks.***

Teadmiseks voetud.
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Kommentaarid, tdhelepanekud, ettepanekud
Artikli 9 1oike 2 punkti (k) ja artikli 9 16ike 5 lisamine
Ei ole selge, mis on selle tdienduse kavandatav eesmark, eelkdige:

— Kuidas on see muudatus seotud méiruse (EL) 2024/1689 (Al-
madrus) artikli 10 ldikega 5, mis lubab isikuandmete eriliikide
tootlemist kallutatuse vihendamise eesmargil. Ei ole selge, kas Al-
maidruse artikli 10 1diget 5 tuleks siis pidada kohaldatavaks ainult
korge riskiga tehisintellekti siisteemidele ning artikli 9 ldike 2
punkt (k) oleks kohaldatav kd&igile muudele kui korge riskiga
siisteemidele, voi koigile siisteemidele, sealhulgas korge riskiga
stisteemidele.

— Kavandatav sonastus (,,tootlemine tehisintellekti siisteemi /—/
toimimise kontekstis /—/ voi tehisintellekti mudeli puhul®) jéatab
mulje, et tehisintellekti silisteemi kéitamine on iseenesest
tootlemistoiming, kuigi tehisintellekti silisteem vO1 mudel on
tehnoloogiline vahend ning seda ei tohiks kohelda teisiti kui muid
tehnoloogilisi vahendeid andmete tdotlemisel. Koos artikli 9
1oikega 5 vOib see sOnastus tekitada isegi segadust tekitava
kohustuse andmeid todtlemisest eemaldada.

— Lisaks on sonastus &ddrmiselt tehnoloogiaspetsiifiline ja
keskendub praegusele tehnoloogilisele olukorrale, mis on vastuolus
ELi keskse regulatiivse pohimdttega — tehnoloogianeutraalsusega.
Selle pohimdtte kohaselt peaksid oOigusnormid keskenduma
tulemustele  ja  funktsioonidele, = mitte = konkreetsetele
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tehnoloogiatele, et véltida innovatsiooni péarssimist, tagada reeglite
tulevikukindlus ning lasta turul valida parimad lahendused.

Kavandatav sOnastus ei arvesta biomeetrilise tehnoloogia
kasutamise tegelikkust. Seadusandja peaks mdistma, et kui
eksisteerivad tehisintellekti mudelid ja siisteemid, mis todtlevad
biomeetrilisi andmeid, siis peavad need mudelid ja siisteemid
olema korrektselt treenitud. Selliste mudelite treenimine ja
kasutamine eeldab, et vastavad andmed on to6tlemistoimingute
osa. See tdhendab, et neid andmeid kasutatakse véljundite
loomiseks, vastasel juhul ei oleks need siisteemid
toimimisvlimelised. Seetdttu on artikli 9 15ike 5 praegune sonastus
viaga kaugel sellest, kuidas hésti toimiv ja ,korrektselt kaituv*
tehisintellektil pdhinev biomeetriline siisteem tegelikult tootab.

Lisaks seab noue andmed eemaldada, vilja arvatud juhul, kui see
nduab ebaproportsionaalseid jOupingutusi, ddrmiselt korge
standardi. See vOib oluliselt takistada paljude tehisintellekti
mudelite ja siisteemide arendamist ja toimimist.

Viljend ,.kaitsta andmeid selle eest, et neid kasutataks véljundite
loomiseks* on ebaselge, kuna ei ole méératletud, mida ,,valjundite
loomine* tdhendab. Kuna avalikustamine ja Kkéttesaadavaks
tegemine on kisitletud eraldi, saab ,,tootmist* tdlgendada {iksnes
kui treeningandmete panuse vilistamist tulemustesse. See oleks
aga tehniliselt teostamatu, sest treeningandmed on olemuslikult osa
tulemuste kujunemisest.

Ettepanekud:
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Eemaldada artikli 9 18ike 2 punktist (k) moiste ,,toimimine*
(operation).

Sonastada artikli 9 18ige 5 timber nii, et see kolaks jargmiselt:
,Loike 2 punktis (k) osutatud tootlemise korral rakendatakse
asjakohaseid korralduslikke ja tehnilisi meetmeid, et véltida
isikuandmete eriliikide ebavajalikku to6tlemist.

Teise vOimalusena soOnastada artikli 9 loige 5 jargmiselt:
,Loike 2 punktis (k) osutatud tootlemise korral rakendatakse
asjakohaseid korralduslikke ja tehnilisi meetmeid, et véltida
isikuandmete eriliikkide kogumist ja muud t6otlemist. Kui
vaatamata selliste meetmete rakendamisele tuvastab vastutav
tootleja isikuandmete eriliigid treenimiseks, testimiseks voi
valideerimiseks kasutatavates andmekogumites voi tehisintellekti
stisteemi voOi tehisintellekti mudeli TOIMIMISE kéigus, peab
vastutav  tootleja need andmed eemaldama ESIMASEL
VOIMALUSEL. Kui nende andmete eemaldamine nduab
ebaproportsionaalseid joupingutusi VOI ON VASTUOLUS
TEHISINTELLEKTI SUSTEEMI VvOI MUDELI
EESMARGIGA, peab vastutav td6tleja igal juhul viivitamata ja
tohusalt kaitsma neid andmeid selle eest, et neid kasutataks
véljundite loomiseks, avalikustataks voi muul viisil kolmandatele
isikutele kéattesaadavaks tehtaks, RAKENDADES
ASJAKOHASEID KORRALDUSLIKKE JA  TEHNILISI
MEETMEID.“.
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129

Artikli 9 16ike 2 punkti (1) ja pdhjenduse (34) lisamine
Ei ole selge, mis on selle tdienduse kavandatav eesmark, eelkdige:
— Mida see séte peaks voimaldama?

— Mille eest see sdte peaks andmesubjekte kaitsma, arvestades
iildisest keelust (artikli 9 alusel) tehtavat erandit?

Meie ldhenemisviis on, et leevendus peaks vOimaldama kahte
elementi:

1) luua raamistiku biomeetria kasutamiseks turvalise ja iiha laiemalt
levinud turvafunktsioonina, mida ettevotted saavad oma tavapérase
aritegevuse kéigus rakendada, jargides samal ajal juba niigi tugevat
privaatsusraamistikku; ning

11) pettuste ennetamist suures ulatuses, tagades samal ajal hea ja
sujuva kasutajakogemuse. Seetdttu ei arvesta liksnes kasutaja
verifitseerimise nduete leevendamine sellega, et paljud pettuste
ennetamise protsessid pdhinevad iiks-mitmele (,,autentimine®),
nditeks  kontole sisselogimise ja  parooli ldhtestamise
voimaldamisel biomeetria abil.

Andmesubjektide kaitsmise osas vOimalike riskide eest, mis
tulenevad isikuandmete erilitkide to6tlemisest, ndib seadusandja
rohutavat ,,andmesubjekti ainukontrolli®. ,,Ainukontroll* viitaks
viaga vidhestele tehnoloogilistele lahendustele, mida praktikas
tdnapdeval peaaegu ei kasutata — enamasti kasutatavad
tehnoloogiad jdtavad andmed teenuseosutaja kontrolli alla

Teadmiseks voetud.
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verifitseerimise vOi autentimise eesmargil.
Tapsemalt ei tdida andmesubjekti ,,ainukontroll* eesmirki kaitsta
tema Oigusi, sest arvestades aluseks oleva tehnoloogia keerukust ei
ole tehniline kontroll protsessi iile see, mis tegelikult kaitseb
andmesubjekti peamiste riskide eest. Andmesubjekt saab suurema
kaitse siis, kui:
1) aluseks olev tehnoloogia on turvaline (nt kasutatakse
kriipteerimist, nagu  ettepanekus  juba  viidatud); ja
i1) andmesubjekt on toGtlemisest teadlik ning saab valida, kas ta
soovib sellega hoélmatud olla voi mitte.
Seetottu tuleks rohk asetada mitte tehnilisele ,,ainukontrollile®,
vaid asjaolule, et isiku tuvastamise kinnitamine isikuandmete
eriliitkide abil (nii verifitseerimine kui ka autentimine) toimub
andmesubjekti taotlusel v3i tema poolt soovitud teenuste raames.
Pohjenduse praegune sOnastus nidib késitlevat vdga Kkitsast
tehnoloogilist lahendust, mis on vaid iiks voi véga piiratud hulk
privaatsust sdilitavaid tehnoloogiaid.

Ettepanekud:

Laiendada biomeetria kasutusjuhtumeid ka autentimisele lisaks
verifitseerimisele. Ideaalis hdlmaks laiendus ka pettuste ennetamist
ja avastamist;

Moiste ,,ainukontroll” tuleks iile vaadata nii, et kontroll oleks
teenuseosutaja, mitte iiksnes andmesubjekti kides. Selline
lahenemine tagaks andmete tehnilise turvalisuse ning seoks
tootlemistoimingud tegevustega, mis on otseselt voi kaudselt
seotud andmesubjekti poolt taotletud teenustega. Peamised
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eesmirgid peaksid jiima andmete turvalisus ja andmesubjekti
teavitatus (lébipaistvus).

130

Sotsiaalministeerium

Toetab Digitaalse Omnibus’e eesmirki vihendada biirokraatiat ja
lihtsustada reegleid. Positiivne on, et véiksematele ettevotetele
antakse rohkem aega ja lihtsamaid ndudeid ning Euroopa tasandil
luuakse iihtne jarelevalve. Samas tekitab muret, et moned inimeste
kaitseks moeldud reeglid hakkavad kehtima alles 2027-2028, mis
voib kaasa tuua riske. Tundlike andmete kasutamine kallutatuse
kontrolliks on vajalik diskrimineerimise véltimiseks, kuid see toob
kaasa privaatsusriskid, mistottu tuleb andmeid rangelt kaitsta.
Lisaks vo0ib Al kasutamise ldbipaistvuse vdhenemine muuta
inimestele raskemaks aru saada, kus ja kuidas algoritme
kasutatakse. Sotsiaalministeeriumi soovitus on hoida inimeste
oigused ja turvalisus esikohal, tagada tugev jirelevalve tundlike
andmete kasutamisel ning avalikus sektoris teavitada Al
kasutusest ka siis, kui seadus seda ei ndua. Andmete vaates juhime
tdhelepanu, et isikuandmete moiste muutmist ei saa teha
kiirustades — selle muudatuse mdjud vajavad pohjalikku kaalumist.
See moiste on kogu andmekaitse vundament.

1. Seni on pseudoniiiimseid isikuandmeid kisitletud
isikuandmetena, millele kohalduvad samavéairsed kaitsemeetmed,
mis isikuandmetelegi. Pseudoniiiimsete andmete eristamine
voimaldab iile vaadata sellistele andmetele kohalduvad meetmed ja
sellist reeglite 10dvendamist ka plaanitakse. Juhime téhelepanu, et
kui pseudoniilimsete andmete tOootlusreegleid plaanitakse
lihtsustada, siis ei tohiks jirele anda andmete volitamata

1 — Eesti ei poolda moiste
taiendamist, vaid teeb ettepaneku
taiendada pohjenduspunkti.

2 — teadmiseks vOetud.
3 — teadmiseks voetud.

4 — Eesti leiab, et erinevates EL
Oigusaktides ette nidhtud

teavitamistdhtaegu tuleks iihtlustada.

5- teadmiseks voetud.
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juurdepddsu kaitsmemeetmetes (korralduslikud ja tehnilised
meetmed). Ka algatuses endas tuuakse esile erisusi, et
pseudoniiiimsete andmete tootlemisel tuleb viltida isikuandmete
kogumist, nende tuvastamisel tuleb need eemaldada ja kui nende
eemaldamine on keeruline, siis tuleb kaitsta. Teeme ettepaneku
mitte markimisvéadrselt jarele anda andmete volitamata juurdepdisu
kaitsemeetmetes, sest risk isikandmete tuvastamiseks jadb igal
juhul alles.

2. Andmete valdkonda reguleerivate miiruste ja direktiivide
ilevaatamisel, tihtlustamisel ja konsolideerimisel tuleb iile vaadata
ka Euroopa Terviseandmeruumi méérus teemades, kus iildiselt
planeeritakse reeglite lihtsustamist. Naiteks ndeb maédrus ette
samavadrseid kaitsemeetmeid terviseandmetele isikuandmete ja
pseudoniilimsete andmete tootlusele teiseses andmekasutuses.
Terviseandmed eriliigiliste andmetena vajavadki arusaadavalt
rangemaid kaitsemeetmeid, kuid peaksime viltima olukorda, kus
tekivad vastuolud EL maédruse vahel, pirssides valdkondade
vahelisi andmetdotlusi erinevalt kohalduvate reeglite tottu ning
mones kohas vdib lihtsustamine ka selle mééruse kontekstis kone
alla tulla analoogselt algatuses esitatuga.

3. Algatuses tuuakse esile, et Al liivakastides kasutatavate
andmete jagamise ja kaitse osas on ette nihtud tidiendavad
meetmed, et viltida andmete viirkasutust ja tagada andmete
konfidentsiaalsus. Juhime tdhelepanu, et terviseandmete
kontekstis rddgitakse turvalistest andmetddtluskeskkondadest
(SPE). AI liivakastide ja SPE-de nduded vdiksid olla vdhemalt
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sarnased, osaliselt samad. Voimalusel tuleks nimetatute
koostalitusvdoimes veenduda. Samuti tuleb jélgida, et ei tekiks siin
vastuolusid, sest terviseandmeid voib toodelda vaid selleks ette
ndhtud SPE-des teiseses kasutuses, sh innovatsiooni eesmérgil.

4. Andmelekkest teavitamine peab toimuma viivitamata ja
voimaluse korral mitte hiljem kui 96 tunni jooksul péirast
rikkumisest teada saamist. Selle aja pikendamine ei taga
andmelekete puhul kiiret sekkumist ja seeldbi tagajirgede
leevendamist. Jddb arusaamatuks, miks on périselt pikendamine
vajalik. Kaasaegse tehnoloogilise vdimekuse tingimustes on 96
tundi véga pikk aeg.

5. Suhtume iildiselt ettevaatlikult Al treenimise kiigus tekkivate
eriliigiliste isikuandmete tootlemise lubamiseks juhtudel, kus
see ei ole eesmiirgi jaoks vajalik. Kuigi sellise sitte kohaldumise
tingimusi on kitsendatud, millistel juhtudel see oleks lubatud, siis
eriliigiliste isikuandmete to6tlemist ei tohiks sellisel viisil lubada.
Selliste andmete kogumine ja kasutamine voiks jadda rangemate ja
labipaistvamate kaitsemeetmete alla. Sellisel viisil eriliigiliste
andmetele lubatavuse piiri on praktikas keeruline rakendada ja ka
kontrollida.

162



	Kaasamistabel Vabariigi Valitsuse otsuse juurde „Eesti seisukohad Euroopa Komisjoni digivaldkonna lihtsustamise koondpaketi kohta”

